














there are already a number of reports around the issue of cyber-
safety.

e A fruitful response could be the mapping and scoping of the
material that already exists as a starting point to provide a single
portal to this work. Such a task would be enhanced by the inclusion
of a search tool that would enable interested parties (researchers,
business groups, school authorities, teachers, students, parents
etc.) to access specific areas of interest/levels of harm/network
groups/levels of knowledge that would target such inquiries.

e Because there are well established and effectively functioning ‘one
stop shop’ agencies such as the Allanah and Madeleine Foundation,
the National Centre Against Bullying (NCAB), Australian
Communications and Media Authority (ACMA) and similar bodies, a
further refinement of the ‘one stop shop’ approach which
consolidates resources would provide children, parents, teachers
and members of the wider community better access and provide
solutions to complex problems.

e There was a suggestion that Singapore has highly regarded
programs in this area.

Conclusion

The QCEC would like to thank the Joint Select Committee on Cyber-Safety
for the opportunity to respond and provide this written submission. The
QCEC acknowledges that it is essential to have an ongoing dialogue
around the rapidly-changing issue of cyber-safety with particular
reference to cyber-bullying and that this is a significant problem for the
community. All of the issues posed in the Terms of Reference are of vital
importance.

However, it is suggested that the inquiry findings should clearly define
cyber-safety and frame it within the larger issue of student protection in
general which reaches out to the responsibility of students’ peers, their
teachers, parents and school authorities. This should be approached in a
positive way, focused on the creation of mature habits in an online
environment that envisage students as digital citizens in a contemporary
world. This should build on the benefits of information and communication
technologies in which inappropriate online behaviour is viewed as an
aberration to be corrected rather than a growing problem to be dealt with
by increasingly punitive or restrictive measures.
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ATTACHMENT 1

Media Release
MEDIA RELEASE: 2010 NATIONAL CENTRE AGAINST BULLYING (NCAB)
CONFERENCE OUTCOMES

The National Centre Against Bullying is an initiative of The Alannah and Madeline
Foundation. The Centre is a peak body working to advise and inform the
Australian community on childhood bullying and cyber-safety, and the creation
of safe schools and communities. The Alannah and Madeline Foundation cares for
children suffering the devastating impacts of violence, runs programs to prevent
childhood violence and

advocates for the rights of children.

Media Conference Outcomes 10w April 2010

10-POINT ACTION PLAN FOR CYBERSAFETY

The National Centre Against Bullying Conference today called for a clarification of
Australia’s laws in relation to cyber-safety and wellbeing solutions.

It is one of a range of actions in a 10-point cyber-safety plan, covering early
intervention, teacher training and an appropriate legal framework to create a
national commitment to cyber-safety.

The actions follow NCAB’s two-day conference on cyber-bullying and wellbeing
solutions for schools which finished in Melbourne today.

The conference themed “Navigating the Maze” brought together more than 40
leading experts from Australia and around the world, together with more than
400 teachers and education specialists, to address the issue, which affects more
than one in four students in Australian schools.

NCAB chair The Hon Alastair Nicholson announced ten actions at the end of the
conference today. “"Bullying affects everybody and, therefore, there is need for a
national commitment to increase cybersafety and reduce bullying across the
community,” he said.

As a result of the conference, NCAB is calling for the following.
1. Early intervention
Need to identify early (at pre-school and early primary school) those who

may have peer relationship issues, and implement appropriate programs.

Additional focus is needed on pre-school education to prevent bullying and
promote wellbeing.

Need to raise awareness among schools and parents of the emerging
evidence that children are using social networking sites at a young age.
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2. Training teachers
Need for pre-service teacher education programs to include a mandatory
component, which addresses awareness and skills for preventing and
managing bullying situations.

Teachers must have ongoing access to training to develop the skills needed
to respond effectively to bullying situations.

Need for general education programs for teachers and students as to the
possible effects of the criminal and civil law on the use of communications
technologies.

3. An appropriate legal framework
Need to legally define the rights and responsibilities of schools in responding
to bullying and cyber-bullying situations, and cyber-defamation.

Legal remedies in themselves are not a solution to bullying, but are a
necessary part of the solution. Need to clarify the role of the criminal and
civil law in relation to cyber-bullying and bullying.

4. Increased focus on school transition
Bullying peaks at times of transition between pre-school and primary school,
and primary school and high school, therefore, education institutions need to
increase their focus on bullying, including cyber-bullying at these times.

5. A whole-school approach
Schools need to use evidence-informed strategies and include teachers,
parents, students and the wider community to enhance cyber-safety and
wellbeing, and reduce bullying.

6. A whole-community approach
Solutions need to go beyond the school gate, given that bullying in schools is
often a reflection on community behaviours and attitudes to violence.

7. Young people to be part of the solution
Young people are essential to the solution and must be involved in policy
development, parent education and development of multi-media education
materials.

8. Technology to be part of the solution
Adults, including parents and teachers, need to break down the digital
divide by becoming savvy about technology.

We all must recognise the creative use of technology as a powerful teaching
and socialising tool.

The focus needs to be on behaviours and relationships; and it is
counterproductive to ban access to technology.
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9. Support for ongoing research in Australia
Research into cyber-safety and wellbeing, including effective strategies for
engaging parents, keeping up-to-date with changes in technology,
appropriate interventions in schools etc are all important.

10. Federal funding
Sufficient Federal funding for an Australia-wide system to implement these
cyber-safety and wellbeing solutions for schools is essential.
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