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	SUBMISSION BY THE LHMU 

TO THE SENATE INQUIRY INTO AVIATION TRANSPORT SECURITY BILL
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Part A.  LHMU Comments on Key Features of the Bill

1. The Australia Liquor Hospitality and Miscellaneous Workers Union [“LHMU”] wishes to express its concern regarding the likely impact of the Aviation Transport Security Bill 2003 upon members of the LHMU who are employed in or about airports in Australia.  Press reports indicate that more than 80,000 holders of air security identification cards will, if the Bill is enacted, be vetted for their propensity to become engaged in “politically motivated violence” as a part of the anti-terrorism introduced by the Australian Government since September 11, 2001.

2. The Australian Security Intelligence Organisation will now be required to review the suitability of all air security card holders by reference to their propensity to become engaged in “politically motivated violence”.  This is a much more significant screening mechanism than the background checks currently performed upon card holders which are limited to criminal background checks.  The LHMU is most concerned about the protections and safeguards, if any, to be associated with the new scheme of employee vetting.

3. The LHMU notes that the Bill itself appears to be unhelpful with respect to any system of safeguards.  There appears only to be a reference to "the security checking (including background checking) of persons who have access to [defined airport precincts].  This category will allow for the establishment of the Aviation Security Identification Card (ASIC) scheme that provides background checking for ASIC card holders.  The ASIC is the key identification measure for all aviation personnel who have access to security restricted areas at airports."  [Clauses 35 and 36].

4. It appears that the Parliament has left the detailed prescriptions relating to security and background checking to regulations to be made under the proposed Aviation Security Bill 2003.  Of course the regulations have yet to be made and would be subject to disallowance by the Senate.  It is understood however that these regulations are in an advanced state of preparation. 

5. The LHMU submits that there should be close consultation with it and the employees affected about any such regulations and, in particular, the safeguards which should be incorporated in the regulations.

6. Understandably, the kind of access to and individual employee redress with respect to access to personal information and decisions about employee¹s individual status, will be in a different category where issues of National security arise.  That should not, however, relieve the Government of imposing satisfactory safeguards.  Such safeguards should acknowledge the ordinary privacy principles which apply to the decision making process with respect to individuals based on personal information generally.  So far as practicable, the safeguards surrounding the issue of ASIC cards should comply with the Information Privacy Principles including a right of an employee to know the substance of any adverse decision that is made based on security grounds and appropriate access to the material upon which such a decision was made.

7. It is understood that employees who are denied a clearance by ASIO will have the same rights of appeal as those who are subject to ASIO clearances in other circumstances. This is an appeal to the Administrative Appeals Tribunal and a further rights of appeal on legal grounds to the Federal Court of Australia.

8. The LHMU also believes that there should be adopted a reporting mechanism whereby the public can be told how many applications for ASIC cards have been rejected and the grounds upon which any rejection has been based. Maximum transparency should be the objective.

9. It is worth noting in this connection that the United States has recently appointed a special privacy officer to the newly formed Department of Homeland Security.  Her function, as the LHMU understands it, will include privacy protection issues that will range across the whole area of activity of the Department of Homeland Security, including passenger profiling, electronic surveillance of passengers and, importantly in this respect, the kinds of privacy protections that apply to the vetting of a wide range of employees who perform duties in the airline and associated industries.

10. The recommendation of the LHMU, therefore, is the promulgation of any regulations to give effect to the new screening requirements of the holders of the ASIC card, be implemented only after significant consultation with the interest groups affected and the LHMU in particular.

11. There is a real and practical issue which arises in consequence of the proposed alterations to the background checking requirements of airline and airport employees under the new system.  A whole new set of screening criteria will now be entailed so that employees that are existing holders of ASIC cards will be subjected to additional requirements for security clearances undertaken by ASIO.

12. For a start it is not known the extent to which an employee may be assessed as a risk to national security as this is not described anywhere in the Bill.  These standards are notoriously vague and subjective and place employees in peril of losing their jobs based upon vague and uncertain criteria and evidence which is highly unlikely to ever see the light of day.

13. These additional requirements are in a completely different category to the traditional criminal records check that is undertaken by a wide variety of government departments.  Any citizen has the right to gain access to his/her criminal record and through that access ensure that any criminal record information is accurate and up to date ? for example some criminal record information is protected by so-called expungement laws which allow the expungement of old criminal records.  That is not the case under the proposed new scheme where the quality of the records upon which reliance will be made to make decisions potentially adverse to employees is unknown.  This is a topic which must be addressed when the regulations are developed.

14. Employees who are already ASIC card holders may, if the new regime s implemented, lose their card or face a refusal to issue a replacement card on the basis of an adverse security assessment.  Because access to the workplaces is an essential requirement of the work which most of these employees are performing, there will be very few options for them to be relocated in other workplaces. This will be so even if their employer is benign enough to accept their continuance in employment when the employer becomes aware of the fact that the employee¹s request for an ASIC card has been rejected upon grounds which almost invariably will not be notified to the employee or the employer concerned.

15. In these circumstances the employee does not just run the risk of losing the security clearance, the employee runs a very real risk of losing his/her job.  In those circumstances the issue arises of the compensation, if any, to be paid to employees who are suddenly put out of employment because they cannot continue to be employed in the position to which they have been employed.  These employees, through not fault of their own, are suddenly put out of work and there is nothing in the Bill which indicates that they will be entitled to any compensation over and above the award termination provisions which would accompany their dismissal from employment.  This may occur even where an employee has been a satisfactory and long-term employee of the particular employer in question.

16. A further predicament is presented to a dismissed employee who endeavours to take action for unfair dismissal.  The employer will be in a position to simply absolve itself of any responsibility by pointing to the rejected security clearance.  It may be expected that any endeavour to obtain access to the security clearance decision making process in the course of an unfair dismissal hearing would be rejected, the Government arguing that the material could not be disclosed on the grounds of national security.  It could be that an employee who may have performed satisfactorily in a job for many years will find himself or herself out on the street with no legal redress and no compensation and, in all likelihood, no real explanation of the reasons or the evidence upon which the decision was based.  

17. This is hardly a satisfactory situation and calls for very careful consideration of the safeguards that should be imposed to protect the employees rights and still be consistent with the security requirements that are not doubt intended to be imposed by the Bill. It may be for example that existing employees who becomes the victims of  he system shod be entitled to legal aid to test any decision in the AAT.

18. These are all matters which the Senate Committee is invited to address and upon which the LHMU would seek to be heard in more detail at the appropriate time, in particular when the regulations are circulated for industry  comment.  

19. The LHMU respectfully requests the Senate Committee to recommend that the draft regulations be supplied to the LHMU for its comment and input. 

Part B:  
General Comments on Airport Security Screening Functions

20. The LHMU as been actively campaigning for improvements in airport security for almost two years.  Several matters which we believe should be addressed are, in our view, inadequately addressed in the proposed Bill.  That is, while the Bill gives the appearance of lifting security standards, in reality it provides for little or no change, other than a questionable system for vetting workers employed at airports.    
21. We observe that the need for stricter guidelines and a more robust regulatory framework is a primary recommendation in the Auditor General’s report, there are several areas where it is suggested that the Department of Transport and Regional Services needs to more vigorously monitor security contractors and security breaches.  

22. Further to this, we believe that a more hands on role by the federal government in letting contracts is critical to ensure that security tenders are selected on their ability to provide and maintain a high level security service, and not simply on price.  Private ownership of airports, and competitive pressures on airlines means that “value for money” rather than “value of security” can  drive the contract selection process down to the lowest bidder rather than the highest level security provider.

23. We generally support the need for more rigorous monitoring of security contractor outcomes, and penalties on companies for non compliance, as endorsed in the ANAO report.  In our view, such penalties should also relate to infringements in areas such as staff ratios or for the use of poorly supervised or untrained staff.  However we do not believe that a remedial system of penalising companies for non-compliance will in itself ensure optimal security outcomes.

24. For example, the high levels of casual employees and high turnover of staff is a major barrier to improved security arrangements at airports.   At a number of airports our experienced Security Officer members are concerned that they have to continually monitor performance of poorly trained casual personnel.   We are alarmed that these employment practices continue to occur in a number of potentially high risk areas.  

25. In our view the use of labour hire security employees should be prohibited at all airports and contractors should also be prohibited from any sub-contracting of security services.  

26. We further submit that wages and conditions for airport security officers should be reviewed to ensure that they reflect the important role of security officers and improve the status of this important function.  We are pleased that as a result of the LHMU’s campaign, security workers have achieved improvements in their wages in most airports.  At the commencement of that campaign, security officers were the lowest paid of all airport staff, and this remains so at some airports.  Millions of dollars is paid for airport security, but little of that money finds its way into the pockets of the workers who are charged with the responsibility of keeping the travelling public safe.

27. The LHMU is committed to achieving on-going improvements in the wages of  security officers. In our view, low wages and poor job security contributes to high turnover of staff and results in the loss of skills within the workforce.  It also inhibits the achievement of good security outcomes.

28. The LHMU has previously raised the need for minimum, formally accredited training standards for security officers to be developed by the Government with curriculum to be approved by the Government and audits regularly conducted to ensure training is being implemented.  There is great variation in training and workforce standards between airports and an urgent need for national regulation in this area.  In some cases training is hopelessly inadequate, and there are huge fluctuations between companies about the quality and quantity of training.   There needs to be a national system of accreditation.  Companies providing their own training would need to meet national standards and have this authorised by the Department of Transport.  Currently, security companies sign off on their own training outcomes, and in our experience, there are a number of cases where minimum standards are not being met.

29. There should also be a greater responsibility for auditing and checking of screening equipment by the Department of Transport.  The current approach of the Department of Transport to testing is one which is directed almost exclusively at employees operating screening equipment. There is little emphasis on ensuring that airport screening authorities are meeting minimum standards in the provision of equipment or the training of staff.  As a consequence, it is employees who wear the consequences of poor testing outcomes.

30. Finally, we submit that the airport security needs of regional Australia continue to be ignored, and we believe there should be equal security standards irrespective of which airport a plane departs from.  The lack of screening of baggage from regional airports remains a major security risk.  

31. In conclusion, the LHMU generally supports measures to improve aviation security, but we are concerned that the primary focus of the legislation gives only the appearance of doing so.  

32. We call on Senators to take a broad approach to reviewing airport security standards in the interests of public safety. 
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