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1.
PROCEEDS OF CRIME BILL 2002

The National Crime Authority supports the Proceeds of Crime Bill 2002 (‘POC Bill 2002’), which contains a number of enhancements to the Proceeds of Crime Bill 2001 (‘POC Bill 2001’).

On 18 January 2002, the NCA provided the Committee with a written submission on the POC Bill 2001.  On 31 January 2002, NCA representatives Marshall Irwin and David Lusty presented oral submissions to the Committee on the POC Bill 2001.  These submissions are of equal application to the POC Bill 2002.  Accordingly, it is requested that the Committee have regard to the NCA’s written and oral submissions on the POC Bill 2001 when considering the provisions of the POC Bill 2002.

The NCA supports all of the amendments that were made to the POC Bill 2001 and are now reflected in the POC Bill 2002.

2.  
PROCEEDS OF CRIME (CONSEQUENTIAL AMENDMENT AND TRANSITIONAL PROVISIONS) BILL 2002

Subject to three significant exceptions, the NCA supports the Proceeds of Crime (Consequential Amendment and Transitional Provisions) Bill 2002 (‘Consequentials Bill’).  The measures contained in the Bill are necessary to ensure that the proposed POC Act 2002 achieves its objectives and to improve Commonwealth money laundering offences, which are currently all but impossible to prove against those involved in organised crime.  
This written submission is primarily limited to the three aspects of the Consequentials Bill that are not supported by the NCA.  

(a)
Item 46 of Schedule 6: The Admissibility of Telecommunications Interception Information in Civil Forfeiture Proceedings

In the view of the NCA, since the Telecommunications (Interception) Act 1979 (‘TI Act’) was enacted almost 23 years ago it has permitted lawfully obtained telecommunications interception information (‘TI information’) to be admitted as evidence in non-conviction-based civil proceedings for the confiscation of proceeds and instruments of crime (ie. ‘civil forfeiture proceedings’).  As far as the NCA is aware, this policy position and its practical application over more than two decades has not been the subject of any criticism or controversy, signifying that it is accepted by the Australian community.

Certain aspects of item 46 of Schedule 6 of the Consequentials Bill (‘item 46’) and the accompanying Explanatory Memoranda (‘EM’) appear to be aimed at preventing the use of TI information in civil forfeiture proceedings under the POC Bill 2002, including proceedings arising out of terrorist offences.  This may result from a mistaken belief that TI information cannot currently be used in civil forfeiture proceedings.  It is also possible that this is a drafting error.  Extracts of the provisions of the Bill and EM, with relevant passages underlined, are reproduced in Annexure A.
As far as the NCA is aware, no deliberate decision was ever made in the current law reform process to prevent law enforcement agencies from using lawfully obtained TI information in civil forfeiture proceedings related to serious offences.  If such a decision was made, the NCA was not informed or consulted about it, such that it had proceeded on the assumption that lawfully obtained TI information would be able to be used in civil forfeiture proceedings related to serious offences.
To the extent that item 46 and the accompanying EM inadvertently or intentionally prevent law enforcement agencies from using lawfully obtained TI information in civil forfeiture proceedings relating to serious offences, including terrorist offences, the NCA does not support them.  It is submitted that if TI information cannot be used in civil forfeiture proceedings relating to serious offences the proposed Proceeds of Crime Act 2002 will fail to achieve its objectives.

(i)
The Importance of TI Information in Countering Organised Crime

As the European Court of Human Rights acknowledged in 1984, “the increase in crime and particularly the growth in organised crime, the increasing sophistication of criminals and the ease and speed with which they can move about [has] made telephone interception an indispensable tool in the investigation and prevention of serious crime”.
  

In 1975, the Australian Law Reform Commission (‘ALRC’) recommended that telecommunication interception powers, subject to adequate safeguards, be granted to Australian law enforcement agencies on the basis that “the police ought not to be denied all the advantages of modern technology in fighting crime which itself uses it”.
  The Commission expressed the view that such a power “is essential if law enforcement is to be effective against the increasing sophistication and complexity of crime today, particularly in the context of national and internal security, kidnapping, serious vice offences, narcotics trafficking, gambling, and ‘organised crime’ generally”.

Following extensive discussion and debate, the Telecommunications (Interception) Act 1979 (‘TI Act’) was enacted.  During Parliamentary debates reference was made to a united belief that “the police or law enforcement authorities should not be denied adequate access to the sorts of tools and machinery necessary to combat crime”.

In the 21st century the ability of law enforcement agencies to use TI information to combat organised crime, including terrorism, is more important than ever because criminal organisations are increasingly exploiting advancements in telecommunications technology to maximise their criminal capabilities while at the same time minimising the risk of criminal conviction.  As Professors Grabosky and Smith have observed:

The growth and pervasiveness of telecommunications technology, and the scope of the illegality to which it may be applied, have increased markedly in the past two decades. … [N]ew technology has increased the capability of criminal offenders, while at the same time posing new challenges for law enforcement. …  [T]elecommunications permit criminal activities to occur with a degree of efficiency and on a scale which is unprecedented. …
Telecommunications facilitate organised criminal activity in four basic ways.  First, they enhance the capacity to plan and coordinate criminal activity.  Secondly, they are instrumental in the marketing and distribution of illegal services.  Thirdly, they sustain the organisational structure which supports the above functions.  The nature of the technology is such that it allows these functions to occur unobtrusively, reducing the need for face-to-face contact or visible interaction in public.  Fourthly, they can be used to obstruct law enforcement and criminal investigation.

This phenomenon is referred to in the Attorney-General’s Second Reading Speeches to the POC Bill 2001 and POC Bill 2002, where he identified that conviction-based confiscation laws in Australia have:

… failed to impact upon those at the pinnacle of criminal organisations.  With advancements in technology and globalistion, such persons can distance themselves from the individual criminal acts, thereby evading conviction and placing their profits beyond the reach of conviction based laws.

The civil forfeiture provisions in the POC Bill 2002 are primarily aimed at those at the pinnacle of criminal organisations, including terrorist organisations, who are able to evade criminal convictions by distancing themselves from the individual criminal acts they plan, finance and profit from.  A principal means by which they achieve this is through the exploitation of advancements in telecommunications technology.  Against such persons lawfully obtained TI information is thus one of the most crucial sources of evidence and in many cases the only evidence of their involvement in the relevant criminal activity.  If such information cannot be admitted in civil forfeiture proceedings the proposed Proceeds of Crime Act 2002 (Cth) will be ineffective against those at whom it is principally directed.

(ii)
TI Information has been Admissible in Civil Forfeiture Proceedings since 1979

In the NCA’s view, since its enactment in 1979 the TI Act has expressly permitted lawfully obtained TI information to be admitted into evidence in civil forfeiture proceedings under the Customs Act relating to narcotics offences, notwithstanding that such proceedings are governed by the civil standard of proof and are not dependent on a criminal conviction.

Subsection 7(6) of the original TI Act provided that a person may give TI information in evidence in a proceeding:

(d)
by way or an application for an under sub-section 243B(1) of the Customs Act 1901; or

(e)
for the condemnation or recovery of a ship or aircraft, or of goods, seized under section 203 of the Customs Act 1901 in connection with the commission of a narcotics offence.

Sub-section 243B(1) of the Customs Act relates to civil forfeiture proceedings for the recovery of pecuniary penalties equal to the benefits derived by a person from dealings with prohibited narcotic imports.  These provisions are discussed at page 7 of the NCA’s submission on the POC Bill 2001 to the Committee dated 18 January 2002.  Proceedings under s.243B are governed by the ordinary civil standard of proof and are not dependent on a criminal conviction.  Sub-section 243B(3) expressly provides that the court may order a person to pay a pecuniary penalty “whether or not the person has been convicted of an offence, or proceedings have been instituted in respect of any offence”. 
The reference in s.7(6)(e) of the original TI Act to s.203 of the Customs Act incorporates civil forfeiture proceedings for the recovery of proceeds from narcotic offences under s.229A of the Customs Act.
  These provisions are discussed at pages 6-7 of the NCA’s submission on the POC Bill 2001 dated 18 January 2002.  Proceedings under s.229A are governed by the ordinary civil standard of proof and are not dependent on a criminal conviction.

In 1987, the Commonwealth enacted the Proceeds of Crime Act (‘POCA’), and at this time many states had enacted or were in the process of enacting comparable legislation, to facilitate the confiscation of proceeds from a wide range of criminal offences (not merely those relating to narcotics).  As a consequence, an amendment was made to the TI Act to enlarge the range of confiscation proceedings in relation in which lawfully acquired TI information could be admitted into evidence.

The Telecommunications (Interception) Amendment Bill 1987 (‘the 1987 Amendment’) inserted a new s.75 into the TI Act permitting persons to give lawfully obtained TI information “in evidence in an exempt proceeding”.  It also introduced a new s.5B defining “exempt proceeding” inter alia as:

(b) a proceeding for the confiscation or forfeiture of property, or for the imposition of a pecuniary penalty, in connection with the commission of a prescribed offence.

The wording of s.5B(b) is not limited to conviction-based confiscation proceedings.
  It requires that the confiscation proceeding be “in connection with the commission of a prescribed offence”, but does not stipulate that any person must have been convicted of such an offence.  It permits TI information to be admitted into evidence in civil forfeiture proceedings that are shown to the court’s satisfaction to be connected with the commission of a prescribed offence, even if no person has been convicted such an offence.  Any possible doubt in relation to this interpretation is extinguished by s.6K of the TI Act, which was also inserted by the 1987 Amendment.  Section 6K, as originally enacted, provided that:

A reference in this Act to a proceeding, or to a proceeding under a law of the Commonwealth, for the confiscation or forfeiture of property, or for the imposition of a pecuniary penalty, in connection with the commission of a prescribed offence includes a reference to: 

(a) 
a proceeding for the condemnation or recovery of a ship or aircraft, or of goods, seized under section 203 of the Customs Act 1901 in connection with the commission of a narcotics offence; and 
(b) 
a proceeding by way of an application for an order under subsection 243B (1) of the Customs Act 1901. 

As previously discussed, proceedings under the above-mentioned provisions of the Customs Act are civil forfeiture proceedings (ie. they are governed by the civil standard of proof and are not dependent on a criminal conviction).  Accordingly, s.6K confirms that the phrase “proceeding for the confiscation or forfeiture of property, or for the imposition of a pecuniary penalty, in connection with the commission of a prescribed offence” is not limited to conviction-based confiscation proceedings.
The overall effect of the 1987 Amendment was to enlarge the range of confiscation proceedings in relation to which TI information could be admitted into evidence to include any civil forfeiture or conviction-based proceedings that are connected with the commission of a “prescribed offence”.
In 1990, civil forfeiture legislation was enacted in NSW.  The legislation is discussed at page 8 of the NCA’s submission of 18 January 2002.  Over the past decade TI information has regularly been given in evidence in civil forfeiture proceedings under NSW legislation because such proceedings are necessarily connected with the commission of a “prescribed offence”, even though there is no requirement for a criminal conviction.
 
In 1997, the definition of “proceeding for the confiscation or forfeiture of property, or for the imposition of a pecuniary penalty, in connection with the commission of a prescribed offence” in s.6K of the TI Act was “clarified”
 to provide that it included:

(c) 
a proceeding by way of an application for a restraining order, or an order that is ancillary to a restraining order, under any of the following: 

(i) 
the Proceeds of Crime Act 1987 … [and POCA equivalents in every jurisdiction throughout Australia].

Proceedings under POCA 1987 and its equivalents for restraining orders and ancillary orders are civil proceedings and are not dependent on a criminal conviction.  Accordingly, the 1997 amendment further confirms that the meaning of the phrase “proceeding for the confiscation or forfeiture of property, or for the imposition of a pecuniary penalty, in connection with the commission of a prescribed offence” is not limited to proceedings that are preconditioned on a criminal conviction.

In light of the foregoing, it should be accepted that lawfully obtained TI information can currently be admitted in civil forfeiture proceedings that are connected with the commission of a “prescribed offence” and that such information has been admissible in civil forfeiture proceedings under the Customs Act since 1979.
(iii)
Listening Device Information is Admissible in Civil Forfeiture Proceedings

Not only is lawfully obtained TI information admissible in civil forfeiture proceedings but so is information lawfully obtained by listening devices (‘LD information’) under the Customs Act 1901 and Australian Federal Police Act 1979.  Under both Acts, LD information may be admitted in evidence in a “relevant proceeding”.
  “Relevant proceeding” is defined in s.219A(1) of the Customs Act to mean (inter alia): 

a proceeding under a law of the Commonwealth, or of a State or Territory, relating to confiscation or forfeiture of property, or the imposition of a pecuniary penalty, in connection with the commission of a prescribed offence.

The above phrase is further defined in s.219A(2)(c) to include (inter alia) a reference to civil forfeiture proceedings under the Customs Act relating to narcotics offences.  For the reasons given above in relation to the similar provisions of the TI Act, it is clear that the above phrase is not limited to conviction-based confiscation proceedings.

In addition, item 21 of Schedule 6 of the Consequentials Bill proposes an amendment to s.219A(2)(c) of the Customs Act that will provide that LD information can be admitted in any proceedings under the proposed POC Act 2002, including civil forfeiture proceedings.
No valid distinction can be drawn between TI information and LD information.  As the ALRC reported in 1975, “we see no distinction in principle between telephone tapping and other forms of surveillance involving the use of electronic listening devices”.
  It follows that if LD information is admissible in civil forfeiture proceedings under the proposed POC Act 2002 TI information should also be admissible in such proceedings.

(iv)
TI Information Should be Admissible in Civil Forfeiture Proceedings
Item 46 and the accompanying EM are reproduced in Annexure A.  The passages that are underlined reflect an inadvertent or intentional attempt to prevent law enforcement agencies from using lawfully obtained TI information in civil forfeiture proceedings under the proposed POC Act 2002, including proceedings arising out of the commission of terrorist offences.  The EM seems to suggest that there is an objection to the admission of TI information in civil forfeiture proceedings because in such proceedings “a criminal conviction is not a precondition and … a lower civil standard of proof is employed”.
Item 46 and the accompanying EM overlook the fact that, as submitted above, TI information is currently admissible in civil forfeiture proceedings and has been admissible in civil forfeiture proceedings under the Customs Act since 1979.  They also overlook the fact that TI information can currently be used in “police disciplinary proceedings” and other proceedings relating to alleged misbehaviour or misconduct by government officials,
 even though such proceedings are not governed by the criminal standard of proof and are not dependent on a criminal conviction.  In light of the existing scope of the TI Act, it is clear that there is no policy against the use of TI information in proceedings merely because “a criminal conviction is not a precondition and … a lower civil standard of proof is employed”.  
It is difficult to see why TI information should be admissible in administrative proceedings to deprive law enforcement and government officials of their livelihood, on the one hand, but not be admissible in civil proceedings to deprive organised criminals, including terrorists, of the proceeds and instruments of their offences, on the other.
The importance of TI information in proceedings for the confiscation of proceeds of crime is recognised in international conventions ratified or signed by Australia.  These treaties require countries to adopt such legislative and other measures, including “special investigative powers and techniques”, as may be necessary to empower law enforcement agencies to effectively identify, trace and confiscate criminal assets.
  For example, Article 4(2) of the Council of Europe Convention on Laundering, Search, Seizure and Confiscation of the Proceeds from Crime (signed by Australia on 28 September and ratified by Australia on 31 July 1997) provides (underlining added) that:

Each Party shall consider adopting such legislative and other measures as may be necessary to enable it to use special investigative techniques facilitating the identification and tracing of proceeds and the gathering of evidence thereto.  Such techniques may include monitoring orders, observation, interception of telecommunications, access to computer systems and orders to produce specific documents.
This is particularly significant in light of the fact that s.5(f) of the POC Bill 2002 expressly provides that one of its principal objects is “to give effect to Australia’s obligations under the Council of Europe Convention on Laundering, Search, Seizure and Confiscation of the Proceeds from Crime, and other international agreements relating to proceeds of crime”.
(v)
Proposed Amendments to the Consequentials Bill and Accompanying EM
It is submitted that those parts of item 46 and the accompanying EM that are underlined in Annexure A should be deleted to ensure that lawfully obtained TI information can be admitted in evidence in civil forfeiture proceedings under the proposed POC Act 2002 that are connected with the commission of a prescribed offence, including proceedings connected with terrorist offences.  
Such amendments, if adopted, would not widen the powers of law enforcement agencies to intercept telecommunications.  They would merely permit agencies that already have lawfully obtained TI information to use that information to establish the truth in civil forfeiture proceedings where the underlying criminal conduct involves the commission of a prescribed offence.

If Parliament agrees that TI information should be admissible in such civil forfeiture proceedings, as has been the case for almost 23 years, it is further submitted that additional amendments should be made to the TI Act to put the position beyond any doubt.  The NCA submits that this could be achieved by the insertion of an additional sub-paragraph in s.6K of the TI Act along the following lines:

A reference in this Act to a proceeding, or to a proceeding under a law of the Commonwealth, for the confiscation or forfeiture of property, or for the imposition of a pecuniary penalty, in connection with the commission of a prescribed offence includes a reference to: 
…

(d)
a proceeding that is not dependent on a conviction for a prescribed offence if a prescribed offence is alleged in the proceeding and proof of a prescribed offence, to the standard of proof applicable in the particular proceeding, will provide a basis for the confiscation or forfeiture of property or for the imposition of a pecuniary penalty. 

(b)
Item 47 of Schedule 6: Communication of TI Information by the NCA for the Purpose of Civil Forfeiture Proceedings 

Item 47 of Schedule 6 of the Consequentials Bill (‘item 47’) is aimed at correcting an historical oversight whereby the NCA had not been expressly permitted to communicate TI information to relevant agencies for the purpose of proceeds of crime proceedings connected with a prescribed offence, even though the AFP and State Police Services were permitted to do so.  The NCA fully supports item 47 and the EM specifically accompanying it, which correctly describes the effect of the proposed reform.  Item 47 and the EM specifically accompanying it are reproduced in Annexure B.

However, the “General Outline” at the beginning of the EM describes the effect of this reform as follows (underlining added):
The Telecommunications (Interception) Act 1979 is amended to enable the NCA to pass information gained through telephone interception to the Commonwealth DPP and state and territory equivalents in conviction-based proceeds of crime proceedings.
It is submitted that the reference (and purported restriction) to “conviction-based” proceeds of crime proceedings is erroneous.  
This error appears to be based on what the NCA considers to be the mistaken belief that the previously discussed phrase “proceeding for the confiscation or forfeiture of property, or for the imposition of a pecuniary penalty, in connection with the commission of a prescribed offence” is limited to conviction-based proceeds of crime proceedings.  As previously submitted, the phrase expressly extends to civil forfeiture proceedings under the Customs Act and also includes civil forfeiture proceedings under any other act that are connected with the commission of a “prescribed offence”.

In these circumstances, it is submitted that the current wording of the EM is misleading and should be amended to clarify that the proposed ability of the NCA to communicate TI information in relation to proceeds of crime proceedings extends to civil forfeiture proceedings as long they are connected with the commission of a prescribed offence.

(i) 
Proposed Amendment to the Explanatory Memoranda
It is submitted that the General Outline of the EM should be amended along the following lines:

The Telecommunications (Interception) Act 1979 is amended to enable the NCA to pass information gained through telephone interception to the Commonwealth DPP and state and territory equivalents in conviction-based or civil forfeiture proceeds of crime proceedings that are connected with the commission of a prescribed offence.

(c)
Clause 400.9: Dealing with Property Reasonably Suspected of Being Proceeds of Crime

Schedule 1 of the Consequentials Bill introduces a range of money laundering offences to be inserted into clauses 400.3 to 400.9 of the Criminal Code.  However, the scope of the offence in cl.400.9 is significantly narrower than all of the other offences in clauses 400.3 to 400.8.  In its current form, with its limited scope, the practical utility of the offence in clause 400.9 will be significantly reduced.  It is submitted that the offence should be amended to bring it into line with the rest of the proposed new money laundering offences.

(i)
The Need for Effective Commonwealth Money Laundering Offences

Money laundering is the “lifeblood” of organised crime.  The Financial Action Task Force on Money Laundering (FATF)
 has observed that “the laundering process allows narcotics traffickers, terrorists, perpetrators of financial fraud, and every other criminal enterprise to perpetuate, and to live lavishly from, their illegal activity”.
  It has further commented that:

Laundering activity is also characterised by its ability to change quickly when faced with new countermeasures by shifting to other techniques or mechanisms, combining these methods into new schemes, or by moving to sectors or regions where government oversight represents less of a threat.  Indeed, this last point was cited by virtually all members as a fundamental truth of money laundering today: the lack of comprehensive preventive measures in a particular sector or region will inevitably attract money laundering activity.

The need for effective Commonwealth money laundering offences is self-evident.  Existing Commonwealth money laundering offences are contained in ss.81 and 82 of POCA.
(ii)
Shortfalls of the Existing Substantive Money Laundering Offence

The existing substantive money laundering offence at the Commonwealth level is contained in s.81 of POCA.  The ineffectiveness of this provision is demonstrated by the fact that the number of persons convicted of this offence is extraordinarily low.  For example, in 1991, more than four years after the offence was enacted, the Commonwealth DPP’s office advised the NCA that not one single person had been convicted of money laundering under s.81 of POCA.
  
Annexure C contains a table showing the number of convictions for money laundering at the Commonwealth level in Australia over the six year period from 1995 to 2001.  During this period only nine people were convicted of money laundering under s.81 of POCA – a mere average of 1.5 persons per annum.  Furthermore, none of these convictions arose out of a contested trial.  Every case involved a guilty plea in what are believed to have been ‘simple’ money laundering cases. 
It has been the practical experience of the NCA over the past 15 years that the offence in s.81 of POCA is all but a practical impossibility to prove in cases involving organised crime or sophisticated individual offenders.  This experience is not only borne out by the low number of convictions, but conforms with the conclusion of an eminent Queen’s Counsel, who provided the following advice to the NCA in relation to the existing money laundering offence in s.81 of POCA:

[I]t is certain that the draughtsman has made the task of prosecution, whether NCA or DPP, well nigh impossible ... the prosecution is placed at a disadvantage so great as to make the preferment of the charge under this section largely impracticable.

The principal shortfall of the existing money laundering offence in s.81 of POCA is that the prosecution is required to identify, and prove beyond reasonable doubt, the particular predicate offence that generated the proceeds that were subsequently laundered.  This has caused great difficulty where there is uncertainty over whether the property laundered is the proceeds of a Commonwealth offence (such as an importation of narcotics) or the proceeds of a State offence (such as the domestic manufacture of illicit drugs).  In many cases it can be proved beyond reasonable doubt that the property in question is the proceeds of some form of serious criminal activity, but it is not possible to specifically identify, let alone prove, the particular predicate offence from which the property was derived.  

The offence in s.81 of POCA is currently limited to the laundering of property derived from the commission of a Commonwealth indictable offence or a foreign indictable offence.  Accordingly, if there is a reasonable possibility that the property may have been derived from a State offence, and this cannot be disproved by the prosecution, it is not possible to obtain a conviction under s.81 of POCA, even though there may be no doubt that the property is the proceeds of some form of serious criminal activity and this was known by the accused.
(iii)
Proposed New Substantive Money Laundering Offences

Schedule 1 of the Consequentials Bill contains a number of proposed reforms aimed at addressing the existing shortfalls of the money laundering offence in s.81 of POCA.  Principal amongst these is the inclusion of a new definition of “dealing with money or other property” in cl.400.2 of the Bill.  As stated in the EM accompanying cl.400.2, this is a “key element” of the proposed reforms.  The effect of this definition is that it extends the proposed new money laundering offences in clauses 400.3 to 400.8 to the laundering of proceeds from State indictable offences if the dealings with the proceeds involve an area of Commonwealth legislative responsibility, such as:

(i) importing or exporting;

(ii) communications using a postal, telegraphic or telephonic service; or

(iii) banking (other than certain State banking).

The effect of the definition of “dealing with money or other property” in cl.400.2, coupled with cl.400.13, is that the proposed new Commonwealth money laundering offences will under certain circumstances be capable of being proven even where there is uncertainty over whether the property in question was derived from a Commonwealth indictable offence or a State indictable offence, as long as the prosecution can prove that the property was derived from one such offence or another and can also prove the requisite state of knowledge on the part of the accused.

Subject to one exception, the NCA supports the provisions in Schedule 1 of the Consequentials Bill.  The new concept of “dealing with money or other property” is particularly welcome and should go a considerable way towards addressing the existing shortfalls of the money laundering offence in s.81 of POCA.

The exception relates to cl.400.9, which creates an offence based on the existing elements of section 82 of POCA.  However, cl.400.9 does not incorporate the concept of “dealing with money or other property”, as defined in cl.400.2.  The result is that cl.400.9 is narrower in scope than the more serious money laundering offences in proposed 400.3 to 400.8.

(iv)
The Existing Offence in s.82 of POCA

Since first enacting money laundering offences 1987, the Commonwealth has recognised the need for a less serious offence relating to dealings with property “reasonably suspected of being proceeds of crime”.  Accordingly, in addition to the offence in s.81 of POCA (which requires proof beyond reasonable doubt that the property dealt with is the proceeds of crime) it introduced s.82 of POCA, which contains an offence analogous to the well recognised offence of ‘goods in custody’.  In the Second Reading Speech relating to s.82 of POCA, the then Attorney-General stated:

The legislation also creates a less serious indictable offence of laundering property which is reasonably suspected of being proceeds of crime.  This offence is very similar to the offence of possession of goods reasonably suspected of having been stolen, which exists in most jurisdictions and has proved to be an effective law enforcement tool against theft.

Section 82 of POCA creates a prima facie offence of dealing with property that “may reasonably be suspected of being proceeds of crime”, with a reverse onus on the defendant to avoid conviction by proving on the balance of probabilities that he or she did not have any reasonable grounds for holding such a suspicion.  As the then Attorney-General stated in 1987, the justification for a reverse onus arises from the fact that “[t]he circumstances in which the person acquires or deals with the property, and the extent of his or her awareness of its tainted nature, are matters peculiarly within the knowledge of the accused who ought … to lead evidence of these facts”.
  

In considering whether the accused has satisfied the reverse onus, it should be noted that the test involves a combination of subjective and objective factors.  This issue at this stage is not merely whether some hypothetical person would have had reasonable grounds for suspecting that the property in question was the proceeds of crime, but whether the particular accused had actual knowledge of such grounds.  As Olsen J of the Supreme Court of South Australia has explained:

[T]he concept of having a reason to suspect something demands more than the existence of a mere reason to consider or look into the possibility, of the existence of that thing.  It is more than a mere idle wondering whether it exists or not.  There must be some solid basis of fact which fairly and necessarily gives rise to a “positive feeling of actual apprehension or mistrust” …  The inquiry here focuses on whether or not there were facts and circumstances, known to the accused at the time in question, which, fairly considered, were capable of leading a reasonable person, and should have led the accused, to entertain the type of suspicion envisaged by the subsection.

As demonstrated by the table contained in Annexure 3, law enforcement agencies have enjoyed more success with the offence in s.82 of POCA than the substantive money laundering offence in s.81.  However, the offence is still very difficult to prove and the conviction rate is extremely low.  The s.82 offence suffers from the same shortfall of the s.81 offence - namely the need to identify the particular predicate (ie. proceeds-generating) offence.  This arises because the s.82 offence is currently limited to dealings with property reasonably suspected of being the proceeds of a Commonwealth indictable offence or a foreign indictable offence.  It does not extend to property reasonably suspected of being the proceeds of a State indictable offence.

(v)
Clause 400.9
As stated in the EM, cl.400.9 creates an offence based on the existing elements of s.82 of POCA, including a reverse onus of proof.  The EM also states that cl.400.9 contains changes “which mirror those proposed in relation to the more serious money laundering offences (proposed sections 400.3 to 400.8)”.  However, this statement is not entirely accurate.  As indicated above, cl.400.9 does not incorporate the very important concept of “dealing with money or other property”, as defined in cl.400.2.  The reason for this omission is not clear.
If cl.400.9(1) incorporated the concept of “dealing with money or other property”, as defined in cl400.2, the structure of offence in cl.400.9 would mirror the offences in cl.400.3 to 400.8.  However, instead of this, a narrower concept has been introduced in cl.400.9(3)(c).
Clause 400.9(3)(c) extends the scope of the cl.400.9 offence to dealings with property reasonably suspected of being the proceeds of State offences, but only if the State offence itself (rather than the subsequent dealing with the proceeds of the State offence) involved:
(i)
importing or exporting;

(vii) communications using a postal, telegraphic or telephonic service; or

(viii) banking (other than certain State banking).

This formula is much narrower that the concept of “dealing with money or property”, as defined in cl.400.2, which extends to dealings with the proceeds of any State indictable offence as long as the dealing involved one of the areas of activity listed above.

Very few State offences that generate proceeds of crime are likely themselves to involve areas of activity listed above.  It is the subsequent dealings with the proceeds of such offences that will more commonly involve such areas of activity.  The reason for specifically restricting the offence in cl.400.9 in this particular manner is far from clear.
The restricted scope of the offence in clause 400.9 has nothing to do with the level of culpability that must be proved on the part of the accused in order to obtain a conviction.  It appears to simply present a technical hurdle that is likely to significantly reduce the practical utility of the offence.
(vi) 
Suggested Amendment to Clause 400.9 

In order to bring the scope of the offence in clause 400.9 in line with all of the other money laundering offences in clauses 400.3 to 400.8 the following amendments are suggested:

· the current cl.400.9(1) should be deleted and replaced with the following:
(1)
A person is guilty of an offence if:

(a)
the person deals with money or other property; and

(b) 
it is reasonable to suspect that the money or property is proceeds of crime.

· the current clause 400.9(3) should be deleted.
ANNEXURE A
Item 46 of Schedule 6 of the Consequentials Bill (underlining added):
46 Subparagraph 6K(c)(i)

Repeal the subparagraph, substitute:

(i) 
the Proceeds of Crime Act 1987 or section 17 of the Proceeds of Crime Act 2002.

Explanatory Memoranda (underling added):
Item 46 This item establishes that a reference in the Telecommunications (Interception) Act 1979 (TI Act) to a proceeding for the confiscation or forfeiture of property, or for the imposition of a pecuniary penalty, in connection with the commission of a prescribed offence, includes a proceeding by way of an application for a restraining order (or an order that is ancillary to a restraining order) under section 17 of the PoC Bill 2002. Section 17 enables a restraining order to be made on the basis that a person has been or is about to be charged with an indictable offence or convicted of such an offence.  

The effect of this item is that the reference is limited to conviction-based restraining orders. As a result, agencies will be permitted to employ intercepted information only in connection with proceedings for an indictable offence and not in connection with the civil-based forfeiture regime (in which a criminal conviction is not a precondition and in which a lower civil standard of proof is employed.)

ANNEXURE B
Item 47 of Schedule 6 of the Consequentials Bill:

47 Paragraph 6L(2)(a)

Repeal the paragraph, substitute:

(a) 
in the case of the Authority a reference to:

(i) 
a proceeding by way of a prosecution for a prescribed offence to which a prescribed investigation relates or related; or

(ii) 
a proceeding under a law of the Commonwealth or a State for the confiscation or forfeiture of property, or for the imposition of a pecuniary penalty, in connection with the commission of a prescribed offence to which a prescribed investigation relates or related; or

Explanatory Memoranda Specifically Accompanying Item 47:

Item 47 This item expands the definition of relevant proceeding for the purposes of section 67 of the TI Act. Section 67 provides that officers of an agency may only communicate or make a record of telecommunications interception information for a permitted purpose. Section 5(1) defines permitted purpose to include a purpose connected with (a) (iii) a relevant proceeding in relation to the agency or eligible authority.  

This item facilitates the sharing of relevant intercepted information amongst law enforcement agencies. It enables the National Crime Authority (NCA) to directly communicate TI information to the Commonwealth DPP (and State equivalents) in support of proceeds of crime proceedings connected with a prescribed offence. Previously the definition of relevant proceeding in relation to the NCA was limited to a proceeding by way of a prosecution for a prescribed offence. This did not reflect the range of purposes, as contained in section 6L(b) of the TI Act, for which the AFP and State Police Services were permitted to use intercepted information. 

ANNEXURE C
Number of Persons Convicted under sections 81 & 82 of the

Proceeds of Crimes Act 1987 (Cth)

	Year
	Money Laundering

(s.81)*
	Quasi-Money Laundering (S.82)**
	Convictions after a contested trial

	1995-96
	-
	1
	-

	1996-97
	1
	2
	-

	1997-98
	2
	2
	-

	1998-1999
	1
	8
	1 (s.82)

	1999-2000
	3
	6
	-

	2000-2001
	2
	1
	-

	Total 
	9
	20
	1 (s.82)


*
This offence is contained in section 81 of the Proceeds of Crime Act.  In the case of a natural person it is punishable by up to 20 years imprisonment and/or a $200,000 fine.

**
This offence is contained in section 82 of the Proceeds of Crime Act.  It relates to the possession (etc.) of property reasonably suspected of being proceeds of crime and is very similar to the offence of goods in custody.  In the case of a natural person it is punishable by up to 2 years imprisonment and/or a $15,000 fine. 
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