Submission on

Inquiry into the provisions of the Spam Bill 2003 and the Spam (Consequential Amendments) Bill 2003

From:

Athol Yates

Manager of Professional Way Pty Ltd & Editor of Safeguarding Australia News

5 Crowther Place

Curtin ACT 2605

www.professionalway.com.au

www.safeguardingaustralia.org.au

athol.yates@professionalway.com.au

tel 0402 419 583

To:

Senate Standing Committee on Environment, Communications, Information Technology and the Arts

Summary

The Spam Bills in their current form will have a significant impact on small business. 

This is because they are written as if there are two types of email – mass emails that are widely distributed, often containing offensive material and have their identifies masked, and emails between parties which already have an established relationship.

This simplistic categorisation of all emails has the potential to destroy a powerful tool for many of Australia’s small, legitimate businesses which use email as one of their marketing and business development tools.

Consequently a significant change is required to ensure that the Bills do not inadvertently trap an enormous number of legitimate small businesses.

The problem 

As the Explanatory Memorandum accurately identifies, mass spam is a major problem for individuals and businesses. There is no question that significant action is required to reduce its volume.

However the Bills’ approach is to lump together all unsolicited emails into one category which is an simplistic approach to dealing with the problem.

The reason for this appears to be the failure to see the benefit of unsolicited emails for small business, notably for internet-based businesses. Unsolicited but highly targeted email can be a very powerful tool to develop a business. For example, of the approximately 1000 emails sent over the last 6 months to businesses that we do not have an existing business relationship with, we have had a 40% positive response rate.

The best way to illustrate the problem that the Bills will create for small business is to examine the impact they will have on our business.

We run two activities:

· a free weekly opt-in personalised e-newsletter to Canberra professionals listing events happening in Canberra. Canberra business and other professionals select their areas of interest and once a week receive a listing of events in their areas of interest.

· a free fortnightly national security e-newsletter called Safeguarding Australia News. The newsletter is the only Australian publication focusing on the issues of protecting critical infrastructure.

We use email extensively to identify upcoming events and news, organise interviews and gain advertising. Examples of so-called unsolicited emails sent out are listed below:

· an email sent to an association asking if they would like to include their events in our Canberra newsletter. Events under $70 are listed free of charge. (The Bills would define this as a supply of service.)

· an email sent to a person giving a presentation at university stating that if they should notify us of further presentations so we can include them in the newsletter, and an explanation of how to join the free newsletter if they are interested (The Bills would define this as promotion of service.)

· an email sent to the advertising manager of a company to ask if they would like to advertise in our newsletter feature on blast protection of buildings (The Bills would define this as an offer to advertise.)

· an email sent to a journalist requesting they cover the launch of the Safeguarding Australia News (The Bills would define this as promotion of service.)

These messages will be deemed to be commercial electronic messages as they will offer to supply services, or advertise or promote services.

These messages will be deemed to be unsolicited commercial electronic messages, as we will not have dealt with these parties before. That is, consent can not be reasonably inferred from (i) the conduct; and (ii) the business and other relationships

Consequently to send them will contravene the Act.

This is despite the fact that our emails have none of the features of a typical mass spam email. Specifically our emails:

· are targeted and personalised and only sent one at a time to an individual

· do not include illegal or offensive information

· do not have any deceptive elements

· carry contact details

· come from a legitimate email address

· are only used once before destroying

In addition, we have opted into the National Privacy Principles of the Privacy Act 

As a result of our judicious use of email, about 40% of the small number of people we send emails to each week join up to our newsletters. By no definition can our emails be considered spam emails. 

However the Bill’s definitions result in our emails being labelled and treated the same as the Nigerian Bank Scam emails.

This is grossly unfair.

Solution

The principal problem with the Bills from a small business perspective is that they fail to recognise the benefit of small scale, unsolicited, highly targeted emails as a legitimate business development tool.

The solutions to this is to:

· change the definition of a ‘designated commercial email’ to include non-factual information.

· change the definition of a “commercial electronic message” to recognise legitimate offers or advertising of goods and services

· change the definition of “consent” to recognise that consent can be inferred in a wider range of ways

· recognise the targeted business to business unsolicited email is legitimate

· expanding the group of bodies which can send designated commercial electronic messages to include small businesses under a certain limit such as seen in the Privacy Act.

Without one of these changes, Australian small businesses will suffer for no improvement to the bulk spam problem.

In addition, internet based businesses, such as ours, may become unviable.

