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Outcome #, Output # 





Question: 61

Topic: Capturing Value Online

Hansard Page/Written Question on Notice: ECITA 71

Senator Lundy:

Sectoral Facilitation of E-Commerce - Undertaking to provide Senator Lundy with a copy of the NOIE publication Capturing Value Online

Answer:

A copy of Capturing Value Online has been provided separately to the honourable senator.
Outcome 1 – Sustainable and effective e-commerce and online activity, and an internationally competitive information economy.

Output - All





Question: 62

Topic: NOIE’s Budget

Hansard Page/Written Question on Notice: ECITA 72

Senator Lundy asked:

What is NOIE’s working budget for the financial year 2001-02?

Answer:

As per page 116 of the Portfolio Additional Estimates, the Total Price of Outcome 1 is $34.628m for Departmental Expenses and $3.700m for Administered Expenses.  NOIE’s budget also includes $3.692m, which was rolled over from 2000-01.

Specifically, NOIE’s budget in the 2001-02 financial year is $42.020m, comprising:

$  3.700
Administered Programs ($3.000m for the Centre of Excellence and $0.700m for ITOL);

$32.250
Revenue from Government (Appropriation Bill 1);

$  1.500
Revenue from Government (Appropriation Bill 3);       (Small Business Assistance Package)

$  0.878
S.31 Revenue (Revenue from Other Sources)

$38.328


$  3.692
Use of cash provided in previous years                (TIGERS $3.094m and ITOL $0.598m)

$42.020
TOTAL

Outcome 2, Output 2.1 





Question: 63

Topic:  Disclosure of information by contractors

Hansard Page 75

Senator Lundy asked:


Why has it obviously not been a decision that you specify to those contractors that information must become available?

Clarification of the question was sought and the following was provided by Senator Lundy’s office:

Is it the Government’s intention to ensure that contractors are aware of their obligation to disclose information relating to the expenditure of public money through various accountability mechanisms, including senate committees and reports on industry development?  Or alternatively, is it the Government’s intention to allow contract clauses that protect this information contrary to accountability practices of parliament?

Answer:


It is the intention of the Department of Communications, Information Technology and the Arts to ensure that contractors are aware of the Department’s obligations in relation to the disclosure of information relating to the expenditure of public money in relation to the contractors.  The Australian National Audit Office, in its Report No. 38 of May 2001, suggests that only information that is genuinely sensitive should be protected as confidential information and that accordingly the starting point should be disclosure of information unless there is a good reason to designate the information as confidential.  The Department of Communications, Information Technology and the Arts acts in accordance with the recommendations of Report No. 38 and ensures that parties with whom it contracts are aware of its accountability provisions, particularly in relation to disclosure to Parliament.

Outcome 2, Output 2.1





Question: 64

Topic: Funding – Advanced Networks Program

Hansard Page 77

Senator Lundy asked:

Re a $1million component of the Advanced Networks program which has been reallocated to other purposes

Answer:

$1m has been transferred from the Advanced Networks Program (ANP) to the Local Government Fund ($680,000) and the Mobile Phones along Highways Program ($339,000).  Following evaluation of tenders for ANP, it was decided that the program’s objectives could be fully met whilst achieving the $1m saving.

Outcome 5, Output 5.3 





Question: 65

Topic: Online Connectivity 

Hansard Page/Written Question on Notice: ECITA 78

Senator Lundy asked: Provide a full assessment of the different stages of online connectivity that the different departments are at.

Answer: 

Each department and agency has responsibility for developing their own business plans and timeframes for bringing appropriate services online and determining the methods for doing so.  These plans were detailed in Agency Online Action Plans. 

NOIE has a role to monitor overall progress by agencies.  The Prime Minister announced at the recent World Congress on IT (WCIT) in February 2002 that all agencies have met the Government’s commitment to provide all appropriate services online by December 2001.

As at October 2001, there were 1665 services available online.  These services are primarily targeted at external clients. 20% of these services provide transactional capabilities.

The responsibility for the technical aspects of online connectivity also rests with each department and agency.

Outcome 5 Contribution of outputs


Question: 66/67

Outcome 5.1 Strategic advice and activities relating to the development and growth of the information and communications technology sectors.

Topic: E-security for Commonwealth Government Agencies

Hansard Page/Written Question on Notice: ECITA 78

Senator Lundy asked:  

What are the security plans and what policies or strategies you have for improving the security of the electronic infrastructure in each agency and department?

Answer:

General security awareness and advice on maintaining the integrity of government systems have been continuing themes in regular workshops and fora run by the Defence Signals Directorate (DSD) for agency system administrators.  NOIE also conducted a series of seminars for Commonwealth agencies on e-security issues related to GovOnline initiatives in 2000-2001. The efforts of NOIE and DSD will continue to be co-ordinated to ensure maximum value from awareness raising activities targeting Commonwealth agencies. 

The Government has developed rules around online security, and also some guidelines around how agencies should identify and manage online security risks. Agencies are required to comply with the Protective Services Manual (PSM), administered by the Protective Security Coordination Council, and the Australian Communications-Electronic Security Instruction  (ASCI 33) administered by the DSD.   

ACSI 33 has been developed by DSD to provide guidance to Australian Government agencies wishing to protect their information systems. This publication discusses the security issues for all Commonwealth Government electronic information systems, whether they process classified information or other critical but unclassified information, and regardless of whether they are a large or small, multi-user or single-user system. 

In addition, simplified web-site security requirements, based on ACSI 33 were contained in the ANAO Best Practice Guidelines for Online Security and an associated web-site security checklist, which were released in April 2001.

Agencies are required to accept responsibility for their own information security decisions, based on their own risk-assessments and business cases, but in a manner that is prudent and in accordance with all of their obligations as Commonwealth agencies and in compliance with the PSM and ACSI 33.  This is a broad principle extending from the FMA Act, and which also applies to the way that agencies manage their online security.
Agencies are required to report on their compliance with the PSM and ACSI 33 through a question and a separate warrant for the CEO to sign that is attached to the semi-annual GovOnline survey.  

As well, agencies are required to ensure that any external service providers materially engaged in building, hosting and or delivering their online service on their behalf do so in a secure fashion according to the standards that the agency is bound by. Agencies are also required to ensure that the service provider can be held accountable for their performance against these standards.

DSD’s advice and assistance section and Computer Network Vulnerability Team (CNVT) provide a response capability for Commonwealth agencies that require specialist assistance to secure their sites following an IT security incident or to review their level of security readiness. The CNVT also tests real world configurations of hardware and software in order to understand the issues that will be faced by agencies operationally.

To assist Commonwealth agencies in their selection of IT security products, DSD also maintains an Evaluated Products List (EPL) of products evaluated to ensure that they provide the level of assurance and security functionality claimed by their manufacturers. Commonwealth agencies are obligated under the Protective Services Manual to use only firewall and encryption products on the EPL. 

Information on IT security incidents is essential for understanding the nature and scope of threats to, and vulnerabilities in, information systems. The Protective Security Manual requires all Commonwealth agencies to report IT security incidents to ISIDRAS, the incident reporting system maintained by DSD.
To further assist agencies, DSD releases computer security advisories relating to information security issues that are of particular importance. For example DSD recently put out an advisory on the SNMP (Secure Network Management Protocol) vulnerability.  The advisories provide additional information beyond that provided by open source security advisories. 

Outcome 5, Output 5.3 





Question: 68

Topic: Online Connectivity 

Hansard Page/Written Question on Notice: ECITA 78

Senator Lundy asked:  Also with each assessment a statement about their privacy awareness or specific strategies that have been put in place.

Answer: 

The Office of the Federal Privacy Commissioner has a number of strategies in place to ensure that agencies are aware of their privacy obligations, including a privacy audit program, provision of resource and training materials and a network of Privacy Contact Officers in each Commonwealth agency.
The Government Online Strategy (April 2000) recognises the importance of privacy issues.  The National Office for the Information Economy (NOIE) assists the Office of the Federal Privacy Commissioner to monitor overall progress in meeting privacy guidelines.  Specific strategies to address the requirements of the guidelines are the responsibility of individual agencies.

Outcome #, Output # 





Question: 069

Topic: Joint Statements and Memoranda of Understanding (MOUs) with various countries

Hansard Page/Written Question on Notice: Out of Session

Senator Greig asked:

In the past few years, Australia has entered into e-commerce and/or ICT MOUs with Canada, China, European Union, India, Indonesia, Ireland, Israel, Japan, Republic of Korea, Singapore, Taiwan, United Kingdom and USA.  For each MOU, can the department advise:

a) What follow-up has occurred?

b) When?

c) With whom?

d) What role has Austrade played in these?

e) What role has Invest Australia played in these?

f) What role has private sector and community groups played in any of these activities?

g) What concrete outcomes have been achieved?

h) What costs have been incurred to follow up on each MOU?

Answer:

The question refers to two different categories of bilateral agreement that Australia has entered on matters relating to electronic commerce and ICT:  Joint Statements,  and Memoranda of Understanding.

Joint Statements

Joint Statements, which are not signed, establish common bilateral understandings of policy and direction at the whole-of-government level.  They may indicate areas in which future activity is to be encouraged, but they are not intended to generate specific follow-up actions.

Four Joint Statements have been endorsed at Head of Government level: 

· Australia-United States Joint Statement on Electronic Commerce (December 1998);

· Australia-Japan Joint Statement on Electronic Commerce (July 1999);

· Australia-Peoples Republic of China Joint Statement on the On-line Economy and Electronic Commerce (September 1999);

· Australia-Republic of Korea Joint Statement on Electronic Commerce (September 1999).

Three further Joint Statements have been endorsed at the Ministerial level: 

· Australia-Canada Joint Statement on Global e-Commerce (February 2000);

· European Union-Australia Joint Statement on Cooperation in the Global Information Economy (April 2001);

· Australia-Ireland Joint Statement on Global Electronic Commerce (September 2001)

A Joint Statement on Electronic Commerce was endorsed by the Australian Commerce and Industry Office and the Taipei Economic and Cultural Office in September 2000.

The Joint Statements with China and Korea have been followed by separate Memoranda of Understanding concluded at agency level.

While the preparation of the Joint Statements involves consultations with a range of agencies on both sides, there are no reporting requirements.  Individual agencies  follow up on the Statements in their own ways and according to the Government's priorities for each portfolio.

Austrade and Invest Australia are not required to report to NOIE on any actions that might be relevant to Joint Statements.

No costs to NOIE can be attributed specifically to follow up of the Joint Statements, because no program activity is generated solely by the Joint Statements.  Relevant activities are listed in response to related questions on each bilateral relationship.

Memoranda of Understanding

Memoranda of Understanding, which do not have treaty status and are not considered to be binding, have been signed in a number of contexts.  Some, which have scope extending beyond a single agency, have been signed by a Minister on behalf of the Government with an individual Australian agency nominated as a "designated agency".  Others  are agency-to-agency cooperation agreements and as such are signed by the relevant agency heads.

Responses with regard to individual MOUs are as follows:

China:  Memorandum of Understanding between the Ministry of Information Industry of the People's Republic of China and the Department of Communications, Information Technology and the Arts of Australia (November 1999)

a) Visits by Chinese expert groups to study Australian telecommunications policy/regulation and e-government issues; visit to China by senior NOIE official to promote Australia's ICT Development and investment opportunities.

b) 2001 and 2002.

c) Department of Communications, Information Technology and the Arts, Australian Communications Authority, and Australian Competition and Consumer Commission have hosted Chinese groups

d) Austrade is not a party to this MOU.

e) InvestAustralia is not a party to this MOU.

f) There is no requirement for private sector and community groups to consult or report their activities to DCITA or NOIE.

g) Australia's status and reputation as a source of advanced technology, applications, and government implementation strategies has been promoted widely in China, and  there has been strong interest expressed by Chinese officials in Australian policies and practices.

h) No significant costs.  

India:  Memorandum of Understanding between the Government of Australia and the Government of the Republic of India concerning Cooperation in the Information Industries (October 2000).

a) An Australia-India Information Industries Business Network (AIIIBN) has been established.

b) December 2000.

c) The Australian Information Industries Association (AIIA) and its Indian counterpart, the National Association of Software and Services Companies (NASSCOM) are the key players in the AIIIBN.

d) Austrade is not required to report to NOIE on this MOU.

e) InvestAustralia is not required to report to NOIE on this MOU.

f) There is no requirement for private sector and community groups to consult or report their activities to NOIE, although the AIIA has been active in the AIIIBN.

g) Outcomes include a network of Indian companies in Australia; preparation of an MOU between Victoria and the State of Karnataka, and an MOU between the AIIA and NASSCOM.

h) NOIE has not provided financial assistance to the AIIBN.

Indonesia:  Memorandum of Understanding between the Government of Indonesia and the Government of Australia concerning Postal Services and Telecommunications Cooperation (December 1997).
a) Visits by Indonesian experts and officials to study Australian telecommunications policy and regulation

b) 1998, 1999 and 2001

c) Department of Communications, Information Technology and the Arts, 

d) Austrade is not required to report to DCITA or NOIE on this MOU.

e) InvestAustralia is not required to report to DCITA or NOIE on this MOU.

f) There is no requirement for private sector and community groups to consult or report their activities to DCITA or NOIE.

g) Capacity-building among Indonesian officials charged with development of a competitive market in Indonesian telecommunications, leading to improved opportunities for Australian firms in the Indonesian market.

h) $45,000 provided by AusAID to support training placements of selected officials.

Israel:  Memorandum of Understanding between the Government of Australia and the Government of the State of Israel concerning Cooperation in the Fields of Postal Services and Telecommunications (May 1998)
a) The Minister for Communications, Information Technology and the Arts has led two general ICT trade missions to Israel since 1998.

b) July 1999 and November 2000.

c) Australian companies met Israeli counterparts.

d) Austrade is not required to report to DCITA or NOIE on this MOU.

e) InvestAustralia is not required to report to DCITA or NOIE on this MOU.

f) Over 40 Australian firms participated in the two missions.  The Australia-Israel Chamber of Commerce helped make arrangements for the visits.

g) Private firms are not required to report the results of their activities to NOIE.

h) Minister has led trade missions to Israel, accompanied by DCITA official in 1999.

Republic of Korea:  Memorandum of Understanding between the National Office of the Information Economy of Australia and the Ministry of Information Economy of the Republic of Korea concerning Cooperation in Information Industries (July 2001)
a) Exchange of experts – a total of four delegations in 2001 and 2002. 

b) 2001 and 2002.

c) NOIE has hosted several Korean individuals and groups concerned with Australian approaches to e-government and e-commerce.

d) Austrade is not a party to this MOU

e) InvestAustralia is not a party to this MOU.

f) There is no requirement for private sector and community groups to consult or report their activities to NOIE.  However, NOIE is aware that in July 2001 the Australian Information Industry Association (AIIA) and the Korean Software Industry Association (KOSA) signed a MOU to foster cooperation between the IT industries of the two countries.

g) Outcomes are difficult to measure.

h) NOIE officials participated in Korean policy and planning activities including for an Asian IT Summit and an e-Government High-level Symposium to be held in Korea later in 2002.

Singapore:  Memorandum of Understanding between the Government of Australia and the Government of Singapore concerning Co-operation in Information and Communications Technology (February 1999)
a) Follow-up activities including the Australia-Singapore Joint Information and Communications Technology Council (ASJICTC), Free Trade Agreement (FTA), Asia Pacific Economic Cooperation (APEC) these avenues facilitate regular bilateral meetings, exchange visits from government officials, private organisation, industry bodies and institutions.

b) On going

c) DFAT, Austrade, NOIE, AQIS, DEST and private organisations including Transact, Baltimore, Davnet Asia P/L.

d) Austrade is not required to report to NOIE on its activities in relation to this MOU.

e) InvestAustralia is not required to report to NOIE on any activities in relation to this MOU.

f) There is no requirement for private sector and community groups to consult or report their activities to NOIE.

g) Outcomes directly related to the MOU including Australian ICT security firms such as Citadel Securix teamed up with 1-Net Singapore, a government-linked company, to pursue private and public sector projects, both in Singapore and South-East Asia.  CorVu Australasia has established a presence in the market though a distribution network.  Other Australian ICT companies have benefited from Singapore’s pro-ICT policies, including Baltimore Technologies (e-security), ERG Transit Systems (integrated fare card system) and Future School (online tutoring products).

h) Approximately $30 000.

United Kingdom:  Memorandum of Understanding between the Government of Australia and the Government of the United Kingdom concerning Electronic Commerce, Electronic Government and Cooperation in the Information Industries (November 2000)
a) The bulk of bilateral exchanges have taken place in the context of multilateral organisations such as the OECD , WTO and ITU.  There was also an IT mission to the UK.

b) An IT Mission  in February 2001 was organised and led by Austrade . 

c) Fourteen Australian IT companies met British counterparts.

d) Austrade is not required to report to NOIE concerning this MOU.

e) InvestAustralia is not required to report to NOIE concerning this MOU.

f) The companies participating in the UK IT mission included:  Acumen Multimedia Pty Ltd, Amcon Solutions Group, Catalyst Interactive Pty Ltd, Groundhog Software Pty Ltd, IDEAS!, Neo Products Pty Ltd, Objective Corporation Ltd (UK), Pretzel Logic, Prophecy International, Protocom Development Systems Pty Ltd, Softlaw Corporation Pty Ltd, The Distillery Pty Ltd, Tower Software and Wizard Information Services. 

g) The February 2001 IT mission has to date resulted in sales of over $50 million.

h) NOIE did not participate in the UK mission.  

Outcome #, Output # 





Question: 070

Topic: Joint Statement with Canada on global e-commerce

Hansard Page/Written Question on Notice:  Out of Session

Senator Greig asked:

CANADA

a) Which private sector and wider community groups and/or individuals have participated in taking action on the issues contained in the Australia-Canada Joint Statement of Global E-Commerce?  When? (s. 2. Bilateral Action)

b) What action has been carried out to “explore arrangements to achieve a common framework and approach … (to) … support a variety of authentication technologies” (s. 2 Bilateral Action dot point 1)
Answer:

a) Australian and Canadian cooperation in the facilitation of electronic commerce has largely been at the government level.  Private sector and community groups have not been directly involved.

b) There have been extensive contacts between Australia and Canada at the government level.  NOIE officials participated in Canada's annual "Technology in Government" conference in 2000 and 2001.  The Chief Information Officer of the Canadian Government has visited Australia twice, the latest in March 2002, to discuss issues of mutual interest.  A representative of Industry Canada discussed a wide range of issues, including authentication technologies, with NOIE officials in February 2002.

Outcome #, Output # 





Question: 071

Topic: MoU with China on cooperation in the information industries and Joint Statement on cooperation in the development of the online economy and electronic commerce

Hansard Page/Written Question on Notice: Out of Session

Senator Greig asked:

CHINA

a) What action has been undertaken to encourage liaison between industrial, academic and professional organisations to encourage investment (3.C) and technology partnerships (3.D)? Who was involved and when?

Answer:

a) Australia has received a number of delegations from Chinese Government organisations at national and provincial level, including the Ministry of Information Industry (November 1999). These have provided the opportunity to promote Australia’s experience and expertise on e-commerce related issues such as privacy, e-security, authentication and PKI.  In addition several Chinese delegations have discussed e-government issues.  The most recent visit was from Beijing ICT (6 March 2002). 

A senior NOIE official participated in a series of Industry-based seminars (September 2001) to Asian countries in September last year promoting Australia’s ICT development and investment opportunities.  Seminars in Guangzhou and Hong Kong were included.
Outcome #, Output # 





Question: 072

Topic: ICT MOU INDIA

Hansard Page/Written Question on Notice: #

Senator Greig asked:

INDIA

a)
Has the Australia-India Information Industries Business Network been established?  If so:

i)
How is it structured?

ii)
What resources has the Department or any other relevant agency made available to support the network?

b)
What delegations and visits have been organised? Who attended? 

Answer

a) Yes, the AIIIBN has been established.  Senator Alston formally launched the AIIIBN in New Delhi in December 2000.

i)
A steering committee has been established with NOIE, DFAT and Austrade represented alongside industry.  Mr Neville Roach is the convenor of the network. The Australian Information Industry Association (AIIA) provides a secretariat for the AIIIBN.  Senator Alston is an honorary patron of the AIIIBN.  

ii) NOIE, DFAT and Austrade have not provided financial assistance to the network.

b)
Senator Alston led a delegation to India in December 2000 comprising 22 Australian companies.  

Australia received a reciprocal delegation from India in April 2001 comprising the Indian Minister for Information Technology and Parliamentary Affairs, Mr Pramod Mahajan and 17 Indian companies.  

The AIIA and NASSCOM met in India in December 2001 and discussed ICT business opportunities in Australia and India.  NOIE was an observer at this meeting.  

A significant delegation of Indian ICT companies attended the Adelaide World Congress on IT over 27 February to 1 March 2002.

Outcome #, Output # 





Question: 073

Topic: MoU with Indonesia concerning postal services and telecommunications cooperation

Hansard Page/Written Question on Notice: Out of Session

Senator Greig asked:

INDONESIA

a) Has there been any exchange of experts and staff (3.2.3)? If so: Who when and cost? 

b) Have any procedures and plans been established? (4.2)

i. Have any programs been recommended for cooperation?

ii. If so: What and where are these at?

Answer:

a) Yes.  The Department of Communications, Information Technology and the Arts and the National Office for the Information Economy have hosted visits by Indonesian experts and staff.

In 1998, the Department assisted the Executive Director of the Indonesian Telecommunications Society (MASTEL) to study the deregulation of Australian’s telecommunications sector.  No Departmental funds were expended.

Between April and July 1999 AusAID provided ($45 000) funding to DoCITA for a project to place three officers from the Indonesian DGPOSTEL in Australia to learn about telecommunications reforms, as experienced in Australia.  

In November 2001 NOIE, the Department and the Australian Communications Authority hosted a visit by a study team from the Directorate General of Posts and Telecommunications (DG Postel) and Pansystems to study Australia’s experience with policy and regulatory issues related to the interconnection of networks.  The visit was funded by Indonesia.
b) No

Outcome #, Output # 





Question: 074

Topic: MoU with Israel on the cooperation in the fields of Postal Services and Telecommunications

Hansard Page/Written Question on Notice: Out of Session

Senator Greig asked:

ISRAEL

a) Has there been any sharing of information on technical standards and mutual recognition in postal services and telecommunications? If so, what? (3.3)
b) Has there been any exchange of knowledge concerning the social, educational and scientific benefit of telecommunications in interactive distance learning and telemedicine? (3.5) If so:

(i) What is the nature of that exchange (papers, specialists, meetings, conferences)?

(ii) What was the cost of these exchange(s)?

c) Has there been any co-operation in satellite systems in postal and telecommunications? (3.8) If so:

(i) What is the nature of that exchange?

(ii) What was the cost of these exchange(s)

d) Has there been any co-operation in R&D in postal and telecommunications? (3.8) If so:

(i) What is the nature of that exchange?

(ii) What was the cost of these exchange(s)?

e) Has there been any exchange of technical representatives, experts and/or realisation of joint research projects? (s. 4 Principles of Cooperation) If so:

(i) Who was involved?

(ii) Who funded the exchanges?

Answer:

ICT contacts between Australia and Israel have been related to information technology rather than the fields of postal services and telecommunications.

With regard to ICT generally, the Minister for Communications, Information Technology and the Arts led a trade mission to Israel in mid 1999.  He also led a trade and fact-finding mission to Israel in November 2000.  Key aspects of the 2000 mission were the commercialisation of technology, incubators and ICT technologies.

Delegations and visitors have come from Israel to discuss ICT policy with Australian officials in early 1999 and early 2000.

Outcome #, Output # 





Question: 075

Topic: Joint Statement with Japan on cooperation in promoting the development of Electronic Commerce

Hansard Page/Written Question on Notice: #

Senator Greig asked:

JAPAN

a) What has been done to ensure the involvement of the private sector and consumer groups to promote dialogue, cooperation and further action in the Australia-Japan Joint Statement on Electronic Commerce? (4(a)).
Answer:

a) The Joint Statement with Japan on cooperation in promoting the development on electronic commerce did not create a formal mechanism for a structured consultative process with representatives from the private sector, and the private sector has not sought assistance from the Government to promote activities (II Policy Principles 1). 

Outcome #, Output # 





Question: 076

Topic: MoU with Republic of Korea on cooperation in information industries

Hansard Page/Written Question on Notice: Out of Session

Senator Greig asked:

KOREA

a) What has been done to encourage investment (3.c)?

(i) Which departments, agencies and private sector groups and/or companies have been involved in this?

b) What has been done to encourage business and technology partnerships (3.d)?
(i) Which departments, agencies and private sector groups and/or companies have been involved in this?

Answer:

a) Symposia were held in Sydney and Melbourne in July 2001 to encourage contacts between Australian firms and Korean counterparts.  NOIE was represented, along with representatives of state government agencies, Chambers of Commerce and individual firms.  

b) The Australian Information Industry Association (AIIA) and the Korean Software Industry Association (KOSA) signed an MOU in July 2001 to promote mutual cooperation.  

Outcome #, Output # 





Question:077

Topic: MoU with Singapore on cooperation in information and communications technology

Hansard Page/Written Question on Notice: Out of Session

Senator Greig asked:

SINGAPORE

a) What has been done to encourage commercial exchanges and fostering business partnerships between Australian and Singaporean companies with industry to industry links established through on-line technologies? (s. 3 Areas of co-operation)

b) What facilitation and organisation of trade, investment and technology activities has occurred? (4.B) 

i. When has this occurred?

ii. Which departments, agencies and private sector organisations were involved?

c) What encouragement of liaison between industrial, academic and professional organisations has occurred? (4.C) 

i. When has this occurred?

ii. Which departments, agencies, professional organisations, and academic institutions were/are involved?

d) When did the last meeting of the Joint Council occur? (6)

i. What were its main activities?

ii. What were the main findings that it reported to SAJMC?

iii. Can the committee receive a copy of the reports to SAJMC?

e) Have any national working groups been established? (s. 8) If so:

i. In what areas have they been established?

ii. Have there been any progress reports?

iii. What were the key findings reported?

f) In respect to the Australia-Singapore Joint Information and Communications Technology Council (JICTC): 

i. Has Australia established a pilot for the authentication of cross border transactions 

ii. Have partnerships been established between Australian and Singaporean firms through on-line communication between industry associations and trade missions?  If so:

1. Which industry associations are involved?

2. What trade missions have occurred?

iii. Has there been any collaboration on content development for schools and the workplace and online interaction between schools? (Dot point 4) 


Answer:

a) There are several avenues used to promote this activity in the ICT sector. 

· Trade missions have been organised to participate in International Trade events such as CommunicAsia in 1999 and 2000 and the eFestival in March 2000 in Singapore and a reciprocal business missions from Singapore visited Australia for the ASOCIO event in 1999.

· The Australian Trade Commission (Austrade) facilitates a number of exchanges between individual companies in both countries.  For example, Austrade organised a broadcasting industry mission to Australia that resulted in increased awareness of Australian capability.  A reciprocal visit to Singapore by Australian companies in 2002 will pursue export opportunities.
· The Joint Council itself invited specific organisations to make presentations at Joint Council meetings where the nature of the organisations activities met the main criteria of the Joint Council’s activity streams.  These included representatives from the education sector, research institutions, ICT industry and the venture capital industry.

· Industry based associations in both countries, such as the Australian Information Industry Association (AIIA) and Singapore Information Technology Federation (SITF) have informed their respective memberships of the bi-lateral agreement and provided information on various trade related activities and industry events.

b) In addition to the general work done by Austrade under paragraph a) above, there have been several activities directly related to the MOU. These include Australian ICT security firms such as Citadel Securix teamed up with 1-Net Singapore, a government-linked company, to pursue private and public sector projects, both in Singapore and South-East Asia.  CorVu Australasia has established a presence in the market though a distribution network.  Other Australian ICT companies have benefited from Singapore’s ICT policies, including Baltimore Technologies (e-security), ERG Transit Systems (integrated fare card system) and Future School (online tutoring products).

i)
Most of these activities took place between 2000 and 2001.

ii)
The National Office for the Information Economy (NOIE), Department of Foreign Affairs and Trade (DFAT), Austrade, Department of Education, Science and Training (DEST), Australian Venture Capital Association (AVCA), Australian Information Industries Association (AIIA), and private organisations

c) The Joint Council facilitates an avenue between government to government, and industry to industry liaison in pursing or exploring opportunities in further development of the ICT sector of the two countries.  Some organisations such as the Australian Quarantine and Inspection Service, the Australian Venture Capital Association, and the Curriculum Corporation were invited to present at a Joint Council meeting.   Further exchanges resulted from these meetings as outlined in para d) below.

i) These occurred at the meetings of the Joint Council in November 1999 (in Australia) and June 2000 (in Singapore)

ii)
NOIE, DCITA, DFAT, Austrade, AIIA, DEST were also involved.

d) June 2000 in Singapore.

i) The main activities are set out below:

· Invited Australian education software companies to visit during the Singapore Learning Festival in August – September 2000.  AIIA invited SITF to visit the IT Showcase in Sydney in July 2000.  DFAT invited Singapore companies to the Online Learning Conference in Brisbane in December 2000.

· Direct link between AIIA-SITF websites were completed.  A ‘trading post’ to post business opportunities was established.

· The Australian Quarantine and Inspection Service and Singapore’s Agrifood Veterinary Authority agreed to develop a two-way pilot to receive and transmit electronic health certification and customs clearance.

· Starhub (Singapore) signed an MOU with TransAct to share content and develop a usual peering mechanism to link the broadband networks in Singapore and Canberra.

· DFAT, DEST and Austrade sponsored a visit by Australian education providers, software and multimedia content experts to the Singapore Lifelong Learning Festival in August-September 2000.  A reciprocal visit to Australia by Singapore online education companies focussed on the 4th International Opening Learning Conference in Brisbane in December 2000.

New possibilities in ICT collaboration included:

· MOU on PKI cooperation between ID.Safe and Baltmore Certificates Online CA.

· Collaboration on satellite ICT research between NYU and Australian CRCSS.

· Collaboration on Photonics ICT research between NTU and University of Melbourne.

ii & iii)  The third Singapore-Australia Joint Ministerial Committee (SAJMC) meeting was held in Canberra on 19-20 June 2001.  There was no formal report tabled at the SAJMC by the Joint Council on ICT.  The co-operation with Singapore under the MOU on Information and Communications Technology was discussed during a plenary session by Ministers. The Joint Communiqué issued following the meeting included the reference:

“The Ministers noted productive Singapore-Australia co-operation in information communication and technology through the Australia Singapore Joint Council on ICT.”

e) NOIE has no information that national working groups have been established.

i) N/a

ii) N/a

iii) N/a

f) i)
No

ii) (1) Yes, AIIA has established a ‘trading post’ with SITF.  Three other major industry bodies, ie the Australian Electrical and Electronic Manufacturers’ Association (AEEMA), the Internet Industry Association (IIA), and the Australian Interactive Multimedia Industry Association (AIMIC) are actively examining the establishment of similar link with the SITF.

(2) Austrade organised a broadcasting industry mission to Australia that resulted in increased awareness of Australian capability.  A reciprocal visit to Singapore by Australian companies in 2002 will pursue export opportunities.

iii)
Australian delegation attended the Education 2000 Conference in April 2000 and visited to local schools – Learning Metropolis.  Educators and officials from Singapore’s Ministry of Education (MOE) attended ‘Navigator Schools International Conference’ in July 2000.
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Question: 078

Topic: MoU with UK on electronic commerce, electronic government and cooperation in the information industries

Hansard Page/Written Question on Notice: Out of Session

Senator Greig asked:

UK

a) What joint programs have been facilitated in investment and venture capital (Forms of cooperation, dot point 4)

b) What joint trade events, activities and opportunities to encourage commercial ventures have been undertaken (Forms of cooperation, dot point 5)
Answer:

a) Private investment and venture capital programs have benefited from the investment environment supported by both governments in consultation.

Invest Australia is the most appropriate agency to provide details of such programs.

b) In February 2001, fourteen Australian IT companies embarked on an IT mission to the UK which has to date realised sales of over $50 million.
Fourteen companies participated in the UK IT mission including: Acumen Multimedia Pty Ltd, Amcon Solutions Group, Catalyst Interactive Pty Ltd, Groundhog Software Pty Ltd, IDEAS!, Neo Products Pty Ltd, Objective Corporation Ltd (UK), Pretzel Logic, Prophecy International, Protocom Development Systems Pty Ltd, Softlaw Corporation Pty Ltd, The Distillery Pty Ltd, Tower Software and Wizard Information Services.

Outcome #, Output # 





Question: 079

Topic: Joint Statement with USA on electronic commerce

Hansard Page/Written Question on Notice: Out of Session

Senator Greig asked:

USA

a) Has there been any exchange of information on the broader economic and social impacts of e-commerce? (IV.C.) If so:

i. What is the nature of this exchange?

ii. Could the committee receive copies of all information exchanged?

Answer:

a) Officials have conducted extensive exchanges of information, particularly with regard to issues of privacy and security in electronic commerce.  

i) Discussions on e-security and critical infrastructure protection occurred in September 2000 and August 2001.  On the Australian side these were jointly led by the Attorney-General’s Department and NOIE, with significant involvement by the Department of Defence, ASIO, DSD, AFP and Department of Foreign Affairs and Trade.  On the US side, senior officials participated from the State Department, Commerce Department and law enforcement and security agencies.  At the August 2001 meeting there were also business representatives from both countries involved.

ii)
Some information in these fields is necessarily of a classified nature.  NOIE can discuss with the Committee Secretariat the provision of any appropriate documentation.

The bulk of bilateral exchanges have taken place in the context of multilateral organisations such as the OECD and APEC.
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