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DearCommitteeSecretary

MATTERS TAKEN ON NOTICE: JSCEMINQUIRY INTO THE 2001ELECTION

I referto matterstakenon noticefrom my appearanceof2 October2002beforetheCommittee’s
Inquiry into theconductofthe2001 election.

I wishto providethefollowing responsesandclarificationsin relationto theprohibition on theuse
oftheelectoralroll for commercialpurposesby political parties. I alsoreferto the concernsraised
in oursubmissionregardingtheuseoftheelectoralroll for commercialpurposesby personsand
organisations,asdistinctfrom issuesinvolving political parties.

Clarification of Recommendation8: Restrictions on useof the electoral roll by political
parties

I undertookto providetheCommitteewith clarificationofRecommendation8 providedin my
Office’s supplementarysubmissionand‘whetherthereis aprohibitionon political partiesusing the
information(from theelectoralroll) for commercialpurposes’(HansardProofTranscript,EM15O,
2 October2002). Ourrecommendationstates:

Useordisclosureofdataderivedfrom theelectoralroll by political partiesfor
commercialpurposesshouldbe prohibitedandthatgreaterclarity beaffordedto the
permittedpurposesoftheElectoralAct. Proposalsby theAEC to this currentInquiry
to limit thetypesofpersonalinformationavailableto political partiesaresupported.

After furtherreview, I acknowledgethat ourrecommendationshouldhavebeenmorecarefully
drafted. Restrictionsdo existregardinghow political partiesmayusepersonalinformationsourced
from theelectoralroll. I apologisefor themiscastingofthe operationoftheCommonwealth
ElectoralAct1918(‘Electoral Act’) in this regard.

To clarify what theserestrictionsare: section91A( 1 A) oftheElectoralAct prescribesthepermitted
purposesforwhich a SenatororMemberoftheHouseofRepresentativesmayusetheelectoralroll.
Section91A(2) thenmirrorsthesepermittedpurposesin regardto political parties. Section91B
alsoplacesrestrictionson disclosureandthecommercialuseofdatafrom the electoralroll.
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Therestrictionsin s.91Aand s.91Brelateto electoralroll informationwhenprovidedby the
ElectoralCommissionon ‘tapeordisk’.

Our supplementarysubmission,at paragraph51, acknowledgesthepermittedpurposesinvolving
theuseofelectoralroll datain ‘tapeordisk’ formatfor:

• Any purposein connectionwith an electionorreferendum;and
• Researchregardingelectoralmatters;and
• Theperformanceof a SenatororMemberoftheHouseofRepresentativesofhis orher

functionsin that role(which includesin relationto aparticularpersonon theroll).

Thelimitation oftheseprotectionsto particularmediamayleaveopento querythebreadthofthe
permitteduseswhentheinformationis derivedfrom otherformats,including theprintedroll, which
mustbeprovidedto eachregisteredpolitical party,SenatorandMemberoftheHouseof
Representativesfollowing eachelection,pursuantto s.91(2). Theinformationfrom theroll that is
providedto political parties,SenatorsandMembersin printedformat,however,is limited to each
voter’snameandaddress,which is the sameastheinformationavailableon theversionoftheroll
availableto the generalpublic.

Our submissionwaspromptedby:
• Theseeminggeneralityofthewordingto describetheprescribedusesfor political parties,

SenatorsandMembersunders.91A(1A)and s.91A(2);and
• Theapparentlackofspecifiedlimitations on useofthedatawhenit is madeavailablevia

mediaotherthan‘tapeordisk’, andparticularlywhenit is in printedform.

I would like to re-emphasise,however,that my Office hasno evidencethat political parties,
SenatorsorMembershaveusedelectoralroll informationcontraryto thecurrentrestrictions. I
apologisefor any confusioncausedby thecastingof oursubmission,and askthat considerationbe
given, instead,to thetwo issuesraisedabove.

Nevertheless,thereis clearevidencethat electoralroll informationis availableandbeingusedfor
commercialpurposes.In theremainderofthis letter,I would like to canvassthe evidenceandto
considerwhatmaybedoneaboutit.

Commercialuseof theelectoralroll by personsandorganisations

Theuseoftheelectoralroll for a rangeofcommercialpurposesby privatesectororganisationsis an
issuethat continuesto raisesignificantprivacyissues.Thereis anecdotalevidence,including
informationthathascometo my Office via post, emailandphone,that electoralroll datais being
usedfor commercialpurposesby somepersonsandorganisationsin thebusiness/commercial
sector. Onelikely sourceofthis datamaybethelegitimatepurchaseofelectoralroll datain printed
form, which is thenconvertedinto electronicform, processedandusedfor commercialpurposes.

As notedin oursubmission(paragraphs28-30),my Office is conductingaconsultationto assistin
thepreparationofan informationsheeton theapplicationofthePrivacyAct to publicly available
personalinformation,includingwhereit is containedon public registers,suchasthe electoralroll.

To date,wehavereceivedoverseventysubmissionsfrom arangeof organisations.A numberof
thesereferto theuseof personalinformationthat is heldon public registers.A numberof pertinent

2



points(listed below)aredrawnfrom thosesubmissions.Theygive an ideaoftherangeof
commercialusesthat aremadeofpublic registers,includingtheelectoralroll:

• Many homeshoppingcompaniesusethewhite pagesandthe electoralroll to ‘cleanse’their
files;

• Publicregisters,suchastheelectoralroll, areoftenusedby organisationsfor suchpurposes
ashelpinglocatepeoplewho previouslymadedonations,afterthey havechangedtheir
addresses;

• Broadly speaking,someorganisationsrelyon publicly accessibledatabasesto:
o Confirm theidentity ofpeople;
o Locatepeople;
o Assesscreditworthiness;
o Assesssolvency;
o Verify assets,liabilities andinterestsin propertyandotherinformation; or
o Reducethepotentialfor fraud.

In additionto theelectoralroll, thetypesofdatabasescommonlyaccessedfor suchpurposes
include: landtitles registers;corporate,personalpropertyregisters;licenseregisters;and
court files (includingbankruptcyandprobateregisters);

• Manyorganisationsproduceaprofile thatdefinesanddescribestheirsupportbaseandthen
usepublicly availableinformation(including public registersandnewspapers)to locate
like-profiledpeople,sotheycanmakecontactwith themto seekdonations.I shouldpoint
out that thesubmissionfrom whichthis commentis drawndid not namethepublic registers
used,but in conversationswehavebeentold thatthe sourcesusedin suchcircumstances
includethe electoralroll, shareregisters,ABS data,landtitles dataandthewhite pages.

In my view, thereis a strongneedfor a full public debateon there-useofpersonalinformationon
theelectoralroll for purposesotherthanfor which it hasbeenestablished.It seemsclearthatthe
roll is widely usedandtheremaybe a mismatchbetweenbusinessand consumerexpectationsin
respectoftheseuses.Oneclearreasonforthis is thechangedtechnologicalenvironment,making it
muchmorefeasibleto re-usetheroll for arangeof purposes

I believethereis merit in furtherclarifying thecurrentprescribedusesofthedatatakenfrom the
electoralroll. Theeffectivenessofthe law would be furtherimprovedby settingout the limitations
on theusesofthat data,or dataderivedfrom thehabitationindex,in awaythat is consistentacross
therangeofmechanismsormediaavailablefor the storageortransmissionofthe data. Thiswould
helpto takeinto accountemergingorfuturetechnologiesthat maybeusedfor datastorageordata
transfer. In effect, theprescribedusesofthedatashouldbe appliedin atechnologyneutralmanner.

My initial position,subjectto theoutcomeoffull public debateon the issues,is thatunlessthereare
strongpublic intereststo thecontrary,collectionfrom, anduseof, personalinformationon the
electoralroll shouldbe limited to the primarypurposefor which theroll is established(andfor
whichtheinformationis thereforemadepublic).

If datafrom theelectoralroll wereto be consideredfor permitteddisclosureto, anduseby, private
sectororganisationsfor purposesbeyondthoseof theprimarypurposeofthecollection into theroll,
an approachsimilarto thatwhich prescribesthespecifiedusesofelectoralroll databy
Commonwealthagenciesunders.91(11)(a)oftheElectoralAct, couldbeconsidered— this
approachsetsout thepermittedusesofthedataby eachagencyin ‘Schedule3: Purposesforuseof
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information’ oftheElectoralandReferendumRegulations1940. A strongeroption,whichwould
allow full parliamentarydebate,would beto prescribesuchdisclosuresandusesin theAct itself.

As I notedin aprevioussubmission,similar issuesabouttheuseofelectoralroll dataareraisedin
therecentreportby theFederalAuditor General— AustralianNationalAudit Office:Report42
IntegrityoftheElectoralRoll.

CaliforniaRealthCareFoundationResearchon attitudesto privacyandhealthcare

MembersoftheCommitteeexpressedinterestin research,whichI cited during my appearance,
from theCaliforniaHealthCareFoundation. I referredto thisresearchin responseto aquestion
regardingtheproposeduseofMedicaredatafortheContinuousRoll Update(CRU) initiative. I am
pleasedto supplythis material,asattached.Theoriginalmaterial is availableon theInternetat
www.chcf.org/press/view.cfm?itemlD=12267.

I hopethat I haveclarified themattersplacedon notice. Shouldyou requirefurther information,
thecontactofficer in this regardis BarbraLuby (029284 9874,BarbraLuby(~privacy.gov.au).

Yours Sincerely

Malcolm Crompton
FederalPrivacyCommissioner

24 October2002

4



Cal~fomiaHealthCareFoundation:PressReleases

5. Health Care Delivery
~ Health Care Financing
~ Health Insurance
5: Health Plans
*~ Health Policy
~ Health Privacy
t~ Healthy Families
i~: HIPAA
5~: Hospitals
~ iHealth & Technology
~ Managed Care
5 Med i-Cal
t~ Medicare
t~Patient Safety
~: Physician Organizations
~ Prescription Drugs
~: Quality
~ Special Populations
c~. Uninsured
~ Workforce
~ Other Topics

Page1 of3

S~
FAll Documents

~:5~

Americans Worry about the Privacy of Their Computerized Medical
Records
January 28, 1999

Americans trust their doctors and hospitals with confidential medical information, but fear disclosure when it i
handled and stored by private health insurance plans or others. These findings are among the highlights of a
recent survey of 1,000 Americans and another 1,100 California residents conducted for the California Health
Foundation by Princeton Survey Research Associates. The survey findings were released today at a statewi
conference on the protection of personal health information, sponsored by the Foundation and Consumers L

“Given the complexity of the health care delivery system and the increasing use of new information technolot
the industry, collectively, needs to ensure that adequate safeguards are in place to protect the confidentiality
personal health information,” said Mark D. Smith, M.D., M.B.A., president and CEO of the California HealthC
Foundation.

Computerization Seen as Threat

Computerization of medical records is seen as the most serious threat to medical privacy, according to the s’
results. Over half of all U.S. adults (54%) and California residents (52%) say the shift from paper record-keel
systems to computer-based systems makes it more difficult to keep personal medical information private anc
confidential. Most people consider electronic piracy—not disclosure of personal information by medical persc
health plan officials, or other authorized users—as the bigger threat to privacy. Nationally, 55% say they wor
more about computer hackers breaking into the system, while only 30% worry more about authorized users I
information. In California, computer hackers are viewed as the number one threat by a margin of 58% to 28°i

Reluctance to Grant Access to Medical Records

While most people acknowledge that persons other than their immediate providers have access to their pers
medical records, they display a strong preference to restrict access. When asked if they would grant access
various groups seeking permission, majorities say “no,” except in cases of medical research studies conduct
government or academia. Roughly six in ten would not be inclined to grant access to a hospital offering prey
care programs (60% of national, 56% of California adults) or to an employer who was considering them for a
job (61% and 60%). A clear majority (56%) of all U.S. adults and roughly half (52%) of California adults also
not grant access to a new health insurance company that might offer them better benefits at a lower cost.
Americans are least willing to allow drug companies to have access to their medical records for the purposes
marketing new drugs and other health care products (70% and 68%, respectively).

Americans Express Trust In Health Care Providers; Little Confidence in Health Insurers

Health care providers get a strong vote of confidence from the public. Solid majorities ofadults nationally (6C
and in California (62%) say they trust doctors, hospitals, and other health professionals to keep personal
information confidential all or most of the time. There is, however, a pervasive distrust of private and governr
health insurers to keep personal information confidential. About a third of U.S. adults say they trust health ph
(35%) and government programs like Medicare (33%) to maintain confidentiality all or most of the time.

Few Believe Improper Disclosures

Most people don’t believe their own medical privacy has ever been violated. When asked if they believe a he
care provider, insurance plan, government agency, or employer has ever improperly disclosed personal med
information, only one in five U.S. adults (18%) and California adults (20%) say “yes.”

A comparison of the new survey results with those of a comparable 1993 Louis Harris survey for Equifax shc
evidence that violations of medical privacy have become more common over the past five years. In fact, repc
improper disclosure by health insurance companies (15% vs. 8%), public health agencies (10% vs. 4%), and
hospitals (11% vs. 6%) are down significantly, compared to 1993 survey results.

http://www. chcf.org/press/view.cfm?itemiD=12267 24/10/2002
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Close to half the people affected by improper disclosure say it resulted in personal embarrassment or harm.
total, 7% of all U.S. adults and 9% of California adults say they have been personally embarrassed or harme
violation of their medical privacy. The segment of the population most likely to have been hurt are those who
ever used mental health services (13% of those in the U.S. as a whole and 14% in California).

Some Take Steps to Protect Medical Privacy

For the most part, Americans have not altered the way they interact with the health care system because of
concerns about medical privacy. In total, 15% of national adults and 18% of California adults say they have c
something out of the ordinary to keep personal medical information confidential. The steps people have take
protect medical privacy include behaviors that may put their own health at risk or create financial hardships.’
behaviors include: going to another doctor, or paying out-of-pocket (when insured) to avoid disclosure; not s
care to avoid disclosure to an employer; giving inaccurate or incomplete information on medical history; askir
doctor to not write down the health problem, or to record a less serious or embarrassing condition.

In both the nation as a whole and in California, those who have experienced a breach of medical privacy are
four times as likely as others to say they have taken one or more steps to protect themselves. Among all U.~
adults, 38% of those reporting a breach of medical privacy have taken steps, compared with only 10% of tho
who have never had a bad experience. In California, the margin for these same two subgroups is 44% vs. 11

Most Unaware of Health Identifiers

in 1996, Congress passed legislation requiring the development of unique health identifiers—like a Social SE
number—for all Americans. When told about the potential benefits as well as the risks in adopting a system
unique identifiers, 39% of the national survey respondents say they favor health identifiers while 52% are op~
California respondents have a similar initial reaction—38% in favor, 50% opposed.

The survey results confirm that medical privacy concerns currently play an important role in limiting public su
for unique health identifiers. Majorities of all U.S. adults (56%) and California adults (61%) say they are very
concerned “there will be no effective way to prevent unauthorized access to sensitive personal information.”
Americans and Californians overwhelmingly back new federal legislation to protect medical privacy (85% ant
respectively).

Adequate Safeguards Critical to Support Identifiers

To win public acceptance of a system of unique health identifiers, it is critical to have security provisions and
information management policies in place to protect medical privacy. Many people initially opposed to uniquE
health identifiers say they change their mind if proven safeguards for privacy were included in the system. W
combined with initial supporters, these conditional supporters create a strong majority in favor of unique heal
identifiers both nationally (63%) and in California (64%).

Three specific policies to safeguard medical privacy are rated highest in effectiveness by Americans and
Californians—establishing fines and punishments for violations of medical privacy (47% and 47%, respective
“very effective”), requiring someone’s permission to release personal information (44% and 49%), and requir
providers to set up security systems like passwords and encryption (43% and 43%).

“The public understands that the world is changing. Yet this health information survey shows that people are
cautious about changes in important areas of their lives such as health care. While people are willing to acce
change, they need good, reliable information to make them comfortable in these key areas,” Princeton SurvE
Research Associates Senior Project Director Larry Hugick said.

About the Survey

For this survey, Princeton Survey Research Associates interviewed a national sample of 1,000 adults, 18 ye;
and older, in the continental United States and a separate sample of 1,100 adults in California. All interviewir
conducted by telephone between November12 and December 22, 1998. For both the U.S. and California su
the overall margin of sampling error is plus or minus three percentage points for results based on the total sa
Results based on smaller subgroups are subject to a larger margin of error. In addition to sampling error, the
practical difficulties of conducting surveys can also introduce error or bias to poll results.

Contact Information

Karen Hunt
California Healthcare Foundation
510.238.1040

Related CHCF Pages

Confidentiality of Medical Records: National Survey

http://www.chcf.org/press/view.cfm?itemlD=12267 24/10/2002
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MEDICAL PRIVACY AND CONFIDENTIALITY SURVEY

SUMMARY AND OVERVIEW
January28, 1999

Americansareworriedaboutthecomputerizationoftheirmedicalrecords,andhavereasonsto
be concernedabouttheirmedicalprivacy. However,theseconcernsarehavingonly a limited
effecton theway theyinteractwith thehealthcaresystem.

Accordingto a newsurveyconductedby PrincetonSurveyResearchAssociatesfor the
CaliforniaHealthCareFoundation,mostAmericanstrust privatehealthinsuranceplansand
governmenthealthprogramsless to keeppersonalmedicalinformationprivateandconfidential
thantheytrustprivatephysiciansandhospitals. Generally,mostare concernedabouttheir
personalprivacyandthink it is more difficult to keeppersonalinformationprivate thanin the
past.

Computerization Seenas GreatestThreat to Privacy

Computerizationofmedicalrecordsis seenasthemostseriousthreatto medicalprivacy.More
thanhalfofall U.S. adults(54%)andCaliforniaresidents(52%)saytheshift from paperrecord
keepingsystemsto electronicorcomputer-basedsystemsmakesit more difficult to keep
personalmedicalinformationprivateandconfidential.Mostpeopleconsiderelectronicpiracy—
notdisclosureofpersonalinformationbymedicalpersonnel,healthplanofficials, or other
authorizedusers—asthebiggerthreatto privacy.Nationally, 55%saytheyworry moreabout
computerhackersbreakinginto a system,while only 30%worry moreaboutauthorizedusers
leaking information.In California, computerhackersareviewedasthenumberone threatby a
marginof58%to 28%.

Reluctanceto Grant Accessto Medical Records

While mostpeopleconcedethat personsotherthantheirimmediateprovidersshouldhaveaccess
to theirpersonalmedicalrecords,theydisplaya strongpreferenceto restrictaccess.Whenasked
if theywould grantaccessto variousgroupsseekingpermission,majoritiessay“no,” exceptin
thecasesofmedicalresearchstudiesconductedby governmentor academia.

Roughlysix in 10 wouldnotbe inclinedto grantaccessto a hospitalofferingpreventivecare
programs(60%ofnational,56%ofCaliforniaadults)orto an employerwhowasconsidering
themfor anewjob (61%and60%).Americansareleastwilling to allow drugcompaniesto have
accessto theirmedicalrecordsfor thepurposesofmarketingnewdrugsandotherhealthcare
products(70%and68%,respectively).

Good FeelingsAbout Health Care Providers

Healthcareprovidersget a strongvoteofconfidencefrom thepublic. Solidmajoritiesofadults
nationally (60%)andin California (62%) saytheytrust doctors,hospitals,andotherhealth
professionalsto keeppersonalinformationconfidentialall or mostofthetime. Theconfidence
ratingsearnedby healthcareprovidersaresuperiorto thosereceivedby banks(nationally49%
saytheyalwaysorusuallytrust banks).



Little Confidencein Health Insurers

Public distrustofprivateandgovernmenthealthinsurersto keeppersonalinformation
confidentialis pervasive.No morethanabouta third ofU.S. adultssaythey trusthealthplans
(35%)andgovernmentprogramslike Medicare(33%)to maintainconfidentialityall ormostof
thetime.

Few BelieveImproper Disclosures

Most peopledon’t believetheir ownmedicalprivacyhaseverbeenviolated.Whenaskedif they
believeahealthcareprovider,insuranceplan,governmentagency,oremployerhasever
improperlydisclosedpersonalmedicalinformation,one in five U.S. adults(18%)andCalifornia
adults (20%)say“yes.”

A comparisonofthenewsurveyresultswith thoseofa1993 Louis Harrissurveyfor Equifax
showsno evidencethat violationsofmedicalprivacyhavebecomemorecommonoverthepast
five years.In fact,reportsofimproperdisclosureby healthinsurancecompanies(15%vs. 8%),
public healthagencies(10%vs. 4%), andhospitals(11%vs. 6%)aredown significantly,
comparedto the 1993 results.

Closeto halfthepeopleaffectedby improperdisclosuresayit resultedin personal
embarrassmentorharm.In total, 7%ofall U.S. adultsand9%ofCaliforniaadultssaytheyhave
beenpersonallyembarrassedorharmedby a violation oftheirmedicalprivacy.The segmentof
thepopulationmostlikely to havebeenhurtarethosewho haveusedmentalhealthservices
(13%ofthosein theU.S. asa wholeand 14%in California).

SomeTake Stepsto Protect Medical Privacy

Forthemostpart,Americanshavenot alteredthewaytheyinteractwith thehealthcaresystem
becauseofconcernsaboutmedicalprivacy,in total, 15%ofnationaladultsand18%of
Californiaadultssaytheyhavedonesomethingoutoftheordinaryto keeppersonalmedical
informationconfidential.Thestepspeoplehavetakento protectmedicalprivacyinclude
behaviorsthat mayput theirown healthatrisk orcreatefinancialhardships.Thesebehaviors
include:goingto anotherdoctor;payingout-of-pocketwheninsuredto avoid disclosure;not
seekingcareto avoid disclosureto anemployer;giving inaccurateor incompleteinformationon
medicalhistory;and,askinga doctorto notwrite downthehealthproblemorrecorda less
seriousorembarrassingcondition.

Inboththenationasa whole andin California,thosewho haveexperienceda breachofmedical
privacyareaboutfour timesas likely as othersto saytheyhavetakenoneormorestepsto
protectthemselves.

Conditional Support for Health Identifiers

In 1996,Congresspassedlegislationrequiringthedevelopmentofuniquehealthidentifiers(like
a socialsecuritynumber)for all Americans.Whentold aboutthepotentialbenefitsaswell asthe
risks in adoptinga systemofuniqueidentifiers,39%ofthenationalsurveyrespondentssaythey
favorhealthidentifierswhile 52%areopposed.Californiarespondentshavea similar initial
reaction—38%in favor, 50%opposed.
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Thesurveyresultsconfirm thatmedicalprivacyconcernscurrentlyplayan importantrole in
limiting public supportfor uniquehealthidentifiers.Majorities ofall U.S. adults(56%) and
Californiaadults(61%)saytheyareveryconcernedthat“there will beno effectivewayto
preventunauthorizedaccessto sensitivepersonalinformation.”

SurveyMethodology

Forthis survey,PrincetonSurveyResearchAssociatesintervieweda nationalsampleof 1,000
adults,18 yearsandolder,in thecontinentalUnitedStatesandaseparatesampleof 1,100adults
in California.Interviewingwasconductedby telephonebetweenNovember12 andDecember
22, 1998.ForboththeU.S. andCaliforniasurveys,theoverallmarginofsamplingerroris plus
orminusthreepercentagepoints for resultsbasedon the total sample.Resultsbasedon smaller
subgroupsaresubjectto a largermarginoferror. In additionto samplingerror, thepractical
difficulties ofconductingsurveyscanalsointroduceerrororbias to poll results.Thesurvey
toplineis availableon theCaliforniaHeathCareFoundation’sWeb site.

About the California HealthCare Foundation

TheCaliforniaHealthCareFoundationis a private independentphilanthropyestablishedin May
1996, asa resultoftheconversionofBlue CrossofCaliforniafrom a nonprofit healthplanto
WellPointHealthNetworks,
a for-profit corporation.

TheFoundationfocuseson critical issuesconfrontinga changinghealthcaremarketplace:
managedcare,theuninsured,Californiahealthpolicy andregulation,healthcarequality,and
public health.Grantsfocuson areaswheretheFoundation’sresourcescaninitiatemeaningful
policy recommendations,innovativeresearch,andthedevelopmentofmodelprograms.

CaliforniaHealthCareFoundation
476Ninth Street
Oakland,California94607
Tel: 510.238.1040
Fax: 510.238.1388
www.chcf.org
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MEDICAL PRIVACY AND CONFIDENTIALITY SURVEY

PRINCETON SURVEY RESEARCH ASSOCIATES for
THE CALIFORNIA HEALTHCARE FOUNDATION

FINAL TOPLINE
(1/10/99)

Job#98081
Total: n=1,000adultsage18 yearsorolder,nationwide

Marginof error: plus orminus3 percentagepoints
n=1100 adultsage 18 yearsor olderin California
Marginof error: plus orminus3 percentagepoints

Form 1: n=5 13 adultsage 18 yearsorolder,nationwide
Marginof error: plus orminus5 percentagepoints
n=55 1 adultsage18 yearsor olderin California
Marginof error: plus orminus5 percentagepoints

Form2: n=487adultsage 18 yearsorolder,nationwide
Marginof error: plus orminus5 percentagepoints
n=549 adultsage18 yearsor olderin California
Marginof error: plus orminus 5 percentagepoints

DatesofInterviewing:November12 - December22, 1998

INTRODUCTION: Hello, my nameis ________________ andI’m calling for PrincetonSurvey
Research.I’d like to askafewquestionsoftheYOUNGESTMALE age18 orolder,who is nowat
home. (IF NO MALE AT HOME NOW: Then, may I speakwith the OLDEST FEMALE age 18
or older who is now at home). CONTINUE WHEN RESPONDENT IS ON THE LiNE:
PrincetonSurveyResearchis conductinga public opinionsurveyaboutsomethingsin thenews
that affectpeople’severydaylives. This is a confidentialsurvey— yourresponseswill only beused
in researchreportsthat combineyour answerswith thoseofmanyotherpeople...

• PRINCETONSURVEY RESEARCHASSOCIATES+
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**Trends arefrom surveysconductedby CambridgeAssociates.Resultsfrom 1/88 do not addto
100%becauseofrounding.

2. Here’smy first question...Inrecentyears,do you think it hasbecomemoredifficult or less
difficult for peoplein this countryto keeppersonalinformationprivate andconfidential --

or is it aboutasdifficult asit wasin thepast?

Basedonform 2:

More difficult
Lessdifficult
About asdifficult
Don’t know/Refused

‘Nat’! indicatesresponsesfromthenationalsampleof adults. CA indicatesresponsesfrom theCaliforniasamp!eof

1. Here’smy first question...How concernedareyou aboutthe invasionofyourpersonal

privacyin theUnitedStatestoday?Are you...(READ)

Basedonform 1:

1/89** _______Nat’l’
48
26
15
10

1
100

CA’
47
29
13
10

1
100

Very concerned 44
Somewhatconcerned 32
Only a little concerned 17
Not concernedat all 6
Don’t know/Refused I

1/88**
38
37
18
7
1

101100

Nat’l
79

6
12
3

100

CA
77
9

10
4

100

adu!ts.

• PRINCETONSURVEY RESEARCHASSOCIATES•
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3. Manybusinessesandotherorganizations haveinformationaboutyou andyour family on
file, suchasyour householdincome,thepurchasesyou’vemade,andwhatmedical
conditionsyou’vehad. Pleasetell mehow oftenyou trust eachofthe following to keep
this informationasprivateandconfidentialasyou would like. (First) howoftendo you
trust...(INSERT-READAND ROTATE) to keepthis informationprivateand
confidential?

a. The I.R.S.-- that is,
the InternalRevenue
Service

b. Medicareandother
governmenthealthcare
benefitprograms

Nat’ 1
CA

c. Banks

d. Employers
Nat’l
CA

e. Healthinsurancecompanies
andhealthplans

Nat’l

f. Doctors,hospitals,and
otherhealthcare
professionals

Nat’l
CA

23 9 4 =100
21 10 3 =100

27 3 1 =100
24 3 1 =100

13 1 1 =100
10 1 1 =100

Basedonform 1:

Nat’ 1
CA

Doesn’t
Never Apply j~

34 3 3 =100
35 3 2 =100

Nat’l
CA

Most of Only
Always theTime Sometimes

10 22 28
14 23 23

10 23 31
16 27 23

16 33 29
16 32 28

16 29 30
20 33 25

10 25 34
16 27 29

20 40 25
21 42 25

20 1
22 2

1 =100
* =100

CA

17 8 * =100
15 5 2 =100

• PRINCETON SuRVEY RESEARCH ASSOCIATES •
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4. Haveyou everREFUSEDto give informationto abusinessor a companybecauseyou
thoughtit wasnot reallyneededorwastoopersonal?

Nat’l CA
67 65 Yes
33 34 No

1 Don’t know/Refused
100 100

5. Now 1 haveafew questionsaboutyou andyourhousehold...Areyou married,LIVING AS
married,divorced,separated,widowed,or haveyou NEVERbeenmarried?

Nat’l CA
52 46 Married
2 4 Living as married

10 12 Divorced
3 3 Separated
8 6 Widowed

23 28 Nevermarried/Single
2 1 Refused

100 100

6. AreyouNOW self-employed,employedby someoneelse,retired,or areyounot employed
for pay?

Nat’l CA
13 15 Self-employed
50 51 Employedby someoneelse
19 15 Retired
13 14 Not employed
2 1 (VOL.) Disabled
2 3 (VOL.) Other(full-time student,homemakers,etc.)
I 1 Refused

100 100

• PRINCETONSURVEY RESEARCHASSOCIATES+
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7. Are you, yourself,now coveredby any form ofhealthinsuranceorhealthplan, including
anyprivateinsuranceplanaswell asgovernmentprogramslike Medicareor (Medicaid)
VARIANT WORDING FOR CA. RESPONDENTS:(Medi-Cal?)?

Nat’l CA
81 78 Yes
18 21 No
1 1 Don’t know/Refused

100 100

8. Doesyourhouseholdhavea computer?

CA 4/98**
51 59 Yes 48
48 41 No 52
I * Don’t know/Refused 0

100 100 100

**Trendsarefrom asurveyconductedbyPrincetonSurveyResearchAssociatesforthe Institute
for the Future.

9. I’d like youto rateyour own ability to useanddealwith computersandothernew
technology. Comparedwith otherpeopleyou know,wouldyourateyour ability in this area
as...(READ)

Nat’l CA
26 28 Aboveaverage
36 35 Average
37 33 Below average
1 4 Don’t know/Refused

100 100
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INTRODUCTION: Now I have somequestionsabout medical records. A person’s medical
recordswould includedoctors’notes,labtestresults,drugprescriptions,family medicalhistory,
andsoforth. Medicalrecordswould also includeinformationprovidedby otherhealthcare
professionals,suchasgynecologists,medicalspecialists,andpsychologists.

10. Pleasetell mehowmuchaccessyou think eachofthe followingnowhasto your own
personalmedicalrecords-- accessto EVERYTHING in your medicalrecords,only
LIMiTED access,or NO accessat all. (First,) howmuchaccessdo/does...(iNSERT--
READ iTEMS IN ORDER)have?

Basedonform 2:
Accessto Limited
Everything Access No Access

a. You,yourself
Nat’l 55 33 7 s =100
CA 48 35 11 6 =100

Basedon married/livingasmarried:
b. Your husband/wife/partner

Nat’l(n=273) 47 39 9 s =100
CA(n=269) 36 39 20 5 =100

c. Closerelativeslike your
parentsor children

Nat’l 20 40 33 7 =100
CA 16 38 37 9 =100

Based on employed by someone else:
d. Your employer

Nat’1(n=247) 16 45 34 5 =100
CA(n=270) 20 43 30 7 =100

Basedon insured:
e. Your healthinsurancecompany

orhealthplan
Nat’! (n=407) 62 25 6 7 =100
CA(n=422) 65 20 6 9 =100

f. The doctor you use most often
Nat’l 78 16 2 4 =100
CA 69 21 5 5 =100
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g. Otherdoctorsandhealthcare
professionals involved in your
ownhealthcare

Nat’! 47

h. Doctorsandotherhealthcare
professionalsNOT involved
in yourownhealthcare

Nat’! 16

i. Pharmacies
Nat’l
CA

j. Drug companies
Nat’! 12

Yes
No
Don’t know/Refused

Question10 continueL..
Accessto

Everything

CA 41

CA

Limited
Access

36
38

33
33

53
45

33
33

No Access

9
14

38
41

23
29

43
43

16

17
17

DK

8 =100
7 =100

13 =100
10 =100

7 =100
9 =100

12 =100
12 =100CA 12

11. As far as youknow, do individualshavetheright to seetheir personalmedicalrecords?

Nat’! CA
88 88 Yes
9 10 No

2 Don’t know/Refused
100 100

12. Haveyouevertried to seeor get acopy of YOUR OWN medicalrecords?

Nat’!
45
54

I
100

CA
41
59

*

100
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13. WhatwastheMAIN reasonyou wantedaccessto your medicalrecords? (OPEN-END;
RECORD VERBATIM RESPONSE)

Basedon thosewhohavetriedto seetheirownmedicalrecords:

Nat’l CA
36 31 Moved/Transferreddoctors
27 29 Personalinterest/concern
17 22 Needto submitmedicalrecordsto school,governmentagency,or another

organization
8 3 Personalrecord/copy
8 7 Verificationof testresults/Monitorcare
3 6 Someotherreason
* 0 No specificreason

1 2 Don’t know/Refused
100 100

(n=476) (n=463)

14. Wereyou successfulin gettingaccessto your medicalrecords?

Basedon thosewho havetried to seetheir own medicalrecords:

Nat’l CA
83 86 Yes
12 11 No
5 3 (VOL.) Partial success
* * Don’t know/Refused

100 100
(n=476) (n=463)
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15. Whatwasthe MAIN reasonyou weren’t ableto getaccess?(OPEN-END;RECORD

VERBATIMRESPONSE)

Basedon thosewho weredeniedaccessto their own medicalrecords:

Nat’! CA
17 30

10
4

45
24

100
(n=48)

0
5

38
27

100
(n=54)

Weretold theydid not haveto give/Recordsonly transferredbetween
doctors
Recordslostordestroyed
Neverreceived
Not available/Someotherreason
Don’t know/Refused

16. Haveyou, yourself,evertried to seeor getacopyof anotherfamily member’smedical
records?

17. Whatwasthe MAIN reasonyou wantedaccessto anotherfamilymember’smedical
records? (OPEN-END;RECORDVERBATIM RESPONSE)

Basedon thosewhohavetried to seefamily member’smedicalrecords:

Nat’l CA
39 27 Moved/Transferreddoctors
18 16 Personalinterest/concern
15 28 Needto submitmedicalrecordsto school,governmentagency,or another

organization
8 10 Verification/Monitorcare
3 3 Personalrecord/copy

13 15 Someotherreason
0 0 No specific reason
1 1 Don’t know/Refused

100 100
(n=182) (n=167)

Nat’!
18
82

*

CA
15 Yes
85 No

* Don’t know/Refused

100 100
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18/19. Haveyou everheardorreadanythingaboutsomethingcalledtheMedicalinformation
Bureau?(IF YES, ASK) Haveyoupersonallyeverhadanydealingsor transactionswith
theMedical InformationBureau?

1 1
16 13

* *

Nat’l CA
17 14 Yes,haveheardof Medical InformationBureau

Havehaddealingswith MIB
Havenot haddealingswithMIB
Don’t know/Refused

82 86 No, havenot heardof Medical InformationBureau
1 * Don’t know/Refused

100 100

20. Wouldyoupleasetell me whatkind of dealingsyou’ve hadwith them?(OPEN-END;
RECORDVERBATIM RESPONSE)

Becausethe numbersofrespondentshaving hadpersonaldealingswith the MedicalInformation
Bureau is sosmall (comprisingjust onepercentofthe total sample),resultsfor thisquestionare
notstatisticallysignificant and are notpresentedbelow.

Nat’!
(n=13)

CA
(n10)
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21. Now i’m goingto describesomedifferent situationswheresomeonemight askpermission
to useyourmedicalrecords.Pleasetell me whetherornot you’d beinclinedto givethem
permissionin eachsituation. (First,) what if youwereaskedfor permissionby... (INSERT
- READ AND ROTATE)? (Wouldyoube inclinedto givethempermission,or not?)

Yes No DK
Basedonform 1:
a. Researchersata university conductinga study

aboutamedicalconditionthathadaffected
someof your familymembers

Nat’! 64 31 5 =100
CA 68 29 3 =100

Basedonform 2:
b. Governmentresearchersconducting a study

aboutamedicalconditionthathadaffected
someof your family members

Nat’! 58 40 2 =100
CA 57 38 5 =100

c. A drugcompanyinterestedinproviding
peoplewith informationandoffersabout
new drugsandotherhealthcareproducts

Nat’! 27 70 3 =100
CA 28 68 4 =100

d. A newhealthinsuranceplanthat is offering
betterbenefitsat alower costthanother
plansin your localarea

Nat’l 40 56 4 =100
CA 44 52 4 =100

e. A local hospital interestedin providing
peoplewith informationabouthowthey
might benefitfrom its preventivehealth
programs

Nat’! 37 60 3 =100
CA 41 56 3 =100

f. An employerwhowas consideringyou
for a newjob

Nat’! 36 61 3 =100
CA 36 60 4 =100
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22. Are youNOW enrolledin anyhealthinsuranceplanthroughyour currentemployer?

Basedon employedbysomeoneelse:

Nat’! CA
62 64 Yes
37 34 No
1 2 Don’t know/Refused

100 100
(n=513) (n=571)

23. How concernedareyou thatmedicalclaims informationyou provideundera health
insuranceplanat work mightbe seenby your employerandusedto limit yourjob
opportunitiesor affectyour job status?Are you... (READ)

Basedon thosewho areenrolledin a healthplan at work:

CA 8/93**
15 20 Veryconcerned 22
21 17 Somewhatconcerned 19
24 27 Not veryconcerned 19
40 36 Not at all concerned 38

* * Don’t know/Refused I
100 100 99

(n=320) (n=365)

**Trend from Louis Harris andAssociatesfor Equifax,Inc. Resultsdo notadd to 100%becauseof
rounding.

24. Haveyou everbeenconcernedaboutfiling aclaimunderyour healthplanat workbecause
you did notwanta supervisoror someoneelseatyourworkplaceto knowaboutthe
treatmentyou received?

Basedon thosewho are enrolledin a healthplan at work:

CA 8/93**
10 14 Yes 8
90 86 No 92

* 0 Don’tknow/Refused
100 100 100

(n=320) (n=365)

**Trend from Louis HarrisandAssociatesfor Equifax,Inc.
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25. Please tell me whether you or a member of your immediate family has ever done each of the
following. (First, haveyou orhasa memberofyourfamily EVER) ... (INSERT - READ
IN ORDER)? IF “YES,” PROBE: Would that be you or anotherfamily member? (IF R
SAYS BOTH SELF AND FAMILY MEMBER, CODE 1- SELF

Yes, self Yes, other No DK
a. Wantedto seekservicesfor a physical

conditionormentalhealthprob!embut
didn’t do so,BECAUSEyou didn’t want
to harmyourjob prospectsor otherlife
opportunities

Nat’l

b. Given a doctoror otherhealthcare
professionalinaccurateor incomplete
informationabouta physicalconditionor
mentalhealthproblemBECAUSEyou
didn’t want to harmyourjob prospectsor
otherlife opportunities

Nat’!

c. Personallypaidfor a medicaltest,medical
procedure,orcounselingratherthansubmit
a bill orclaimunderahealthinsuranceplan
BECAUSEyou didn’t wantyouremployer
orsomeoneelseto haveaccessto your
personalmedicalinformation

Nat’!
CA

4 90 1 =100
6 86 2 =100

7 92 1 =100

2 93 1 =100
3 90 1 =100

2 92 1 =100
3 88 1 =100

**Trend from Louis HarrisandAssociatesfor Equifax,Inc. Trendquestiondid not distinguish

betweenselfandotherimmediatefamily member.

CA 6
Trend(8/93)**

5

CA 6
4

5
8
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26. Overthepastyear,abouthowmuch,IN TOTAL, haveyou andyour familypaidoutofyour
ownpocketfor healthcarein orderto keeppersonalmedica!informationconfidential?
Would yousay... (READ)

Basedon thosewhohadeverpersonallypaidfor treatmentto avoiddisclosure:

Nat’l CA
35 35 $0 (nothing)
28 16 Lessthan$100
13 19 Between $100 and $500 ($100-$500)

8 6 Between $500 and $1,000 ($501-$1,000)
2 6 Between $1,000 and $5,000 ($1,001-$5,000)
4 0 Morethan$5,000
7 15 Don’t know
3 3 Refused

100 100
(n=78) (n=109)

27. Haveyou EVERaskeda doctorNOT to write downyour healthproblemin your medical
records,oraskedthedoctorto put a lessseriousor lessembarrassingdiagnosisinto the
recordthanwasactuallythecondition?

Nat’l CA 8/93**
3 2 Yes 1

97 98 No 99
* * Don’t know/Refused *

100 100 100

**Trend from Louis HarrisandAssociatesfor Equifax,Inc.

28. Haveyou evergoneto anotherdoctorfor carein orderto avoidtelling yourregulardoctor
abouta particularhealthconditionor healthneed?

Nat’! CA
3 4 Yes

96 95 No
.1 I Don’t know/Refused

100 100
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29. Haveyoueverdecidednot to be testedfor amedicalconditionbecauseyouwere concerned
that othersmight find outaboutthe results?

Nat’l CA
2 3 Yes

98 97 No
* * Don’t know/Refused

100 100

EVER TAKENANYACTION TO PROTECTONE’SPERSONALPRIVACY (basedon
responsesto questions25, 27, 28, and29):

Nat’! 15
CA 18

30. Do youbelievethat(INSERT--READAND ROTATE) haseverdisclosedyourpersonal
medicalinformationin away that youfelt was improper,or not?

Yes No DK
a. A doctorwhohastreatedyouor another

family member
Nat’! 5 91 4 =100
CA 6 90 4 =100
Trend(8/93)** 7 92 1 100

b. A clinic or hospitalthattreatedyouor
anotherfamily member

Nat’l 6 90 4 =100
CA 7 88 5 =100
Trend(8/93)** 11 87 2 =100

c. Your employeror a family member’semployer

Nat’l 6 90 4 =100
CA 4 92 4 =100
Trend (8/93)** 9 89 2 =100

d. A pharmacyor druggistwhofilled aprescription
for you or a familymember

Nat’l 3 93 4 =100
CA 4 92 4 =100
Trend (8/93)** 3 95 2 =100
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Question30 continued...
Yes No DK

e. A hea!thinsurancecompany
Nat’l 8 85 7 =100
CA 8 86 6 =100
Trend(8/93)** 15 82 3 =100

f. A public hea!thagency
Nat’! 4 90 6 100
CA 4 90 6 =100
Trend (8/93)** 10 86 4 =100

Everexperienceda breach ofprivacybyanyparty:
Nat’l 17
CA 20

**Trend from Louis Han-isandAssociatesfor Equifax,Inc.

31. Did you feelthatyou oranotherfamily memberwereembarrassedorharmedby that
disclosure,ornot?**

Nat’! CA
7 9 Totalembarrassedorharmedby any party

3 3 Embarrassed/harmedby a doctorwho hastreatedyou oranotherfamily
member

3 3 Embarrassed/harmedby a clinic orhospitalthat treatedyou oranother
family member

4 3 Embarrassed/harmedby your employerora family member’semployer
1 2 Embarrassed/harmedby a pharmacyordruggistwho filled aprescription

for you or a family member
2 2 Embarrassed/harmedby a healthinsurancecompany
1 2 Embarrassed/harmedby a public healthagency

**Details for follow-up question(“In what waywereyou oryourfamily hurt MOST? Did it

damageyour reputation,causeembarrassment,friction in yourfamily, lossofajob ora promotion,
loss ofhealthinsurance,denialofbenefits,discriminationbypeoplein your local communityor
somethingelse?”)arenot shownin topline resultsasnumbersofrespondentsexperiencingsuch
harmaretoosmall to be significant.
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32. I’m goingto describesomerecentchangesin thehealthcaresystem. As 1 readeachone,
tell me if you think thischangemakesit moredifficult or lessdifficult for peopleto keep
personalmedicalinformationprivateandconfidential— ordoesn’tmakemuchdifference
eitherway. (First,) what aboutthis... (INSERT—READ IN ORDER)

More Less No difference DK
a. MoreAmericanshavehealthcoveragethrough

HMOs andothermanagedcareplansthat
combinedeliveryofcareandpaymentfor care

Nat’! 42 12 40 6 =100
CA 46 12 36 6 =100

b. More medical records are being kept on electronic
or computer-basedfiles insteadofon paper

Nat’l 54 25 19 2 =100
CA 52 26 20 2 =100

33. We’d like yourviewson somepotentialbenefitsofhealthcareprovidersshiftingto
computer-basedsystemsfor keepingmedicalrecordsandpaymentinformation. (First,)
whataboutthispossiblebenefitofcomputerization...(INSERT—READAND ROTATE)
Do you think this improvesthehealthcaresystema lot, somewhat,only a little, ornot at
all?

Only Not
A lot Somewhat a little at all DK

a. Giving doctors and nurses quicker,
easieraccessto informationabout
patients’ pastmedicalexperiences,
testresults,andhealthconditions

Nat’! 49 30 12 7 2 =100
CA 54 27 10 7 2 =100

b. Reducingthe time andcost requiredto
processmedicalrecordsandclaims

Nat’! 37 32 14 14 3 =100
CA 42 30 16 9 3 =100
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34. Which do you think is theBIGGESTthreatto theprivacyandconfidentialityofpersonal
medicalrecordskepton computer-basedsystems?(READ)

Nat’! CA
30 28

55

9
2
4

100

Disclosureby peoplewith authorizedaccess,suchasthosewho work in
hospitals,doctor’sofficesor for ahealthplan

58 Disclosureby peopleWITHOUT authorizedaccesswho breakinto
computersystemsorpaysomeonee!sewho does

9 (VOL.) Both equally
2 (VOL.) Neither
3 Don’t know/Refused

100

Nat’!
38
44
18

100

CA
42 Yes

No
Don’t know/Refused

Yes, aware
No, not aware

I Don’t know/Refused

35. As far asyou know,aretherenowany federallaws thatprotecttheprivacyand
confidentialityofpersonalmedicalrecords?

40
18

100

36. IF RESPONDENT SAYS YES, READ: in fact, thereareno suchfederallaws. ASK
ALL: In general, do youfavor or opposenew federallaws to protecttheprivacyand
confidentialityofpersonalmedicalrecords?

Nat’l CA
85 78 Favor
10 15 Oppose

I Don’t know/Refused
100 100

37. Congresshaspassedlegislationthat would give all Americansmedicalidentification
numbersor “uniquehealthidentifiers.” Everyonewill be assigneda personalID number,
like a SocialSecuritynumber,whichcanbeusedto link medicalrecordson computer
networksusedby healthcareproviders. Beforethis interview,did you see,hearor read
anythingaboutuniquehealthidentifiers?

Nat’! CA
18 20
81 79

1
100 100
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38. I’m goingto readyou a list of somepotentialbenefitsofuniquehealthidentifiers. As I read
eachone,te!l mehowmuchyou think this would improvethehealthcaresystem-- a lot,
somewhat,only a little, ornotat all. (First,) what aboutthispossiblebenefit...(INSERT—
READ AND ROTATE)?

a. improving the quality of care by making
it easierfor doctorsto cal! up key
medicalinformation,suchasallergies
to medications,to preventmistaken
diagnoses or dangerous treatments

Nat’!
CA

Only Not
A lot Somewhat a little at all DK

57 25 9 7 2 =100
55 26 9 8 2 =100

b. Making it easierto detectmedical and
insurancefraud

Nat’!
CA

47 26
49 26

14 10 3 =100
11 11 3 =100

c. Providingbetterdataformedical
researchinto new curesandtreatments
for majordiseasesandmedicalconditions

Nat’!
CA

48 31
53 28

10
9

9 2 =100
8 2 =100

d. Tracking the risks and benefits of certain
drugs and therapies

Nat’!

e. Monitoring the quality of caregivenby
hospitalsandclinicsto individuals

Nat’l
CA

35 35
42 29

13 15 2 =100
13 15 1 =100

f. Allowing public healthofficials access

to anationalnetworkofinformationto
monitor diseasesin thepopulation

Nat’l
CA

42 30
48 27

14 12 2 =100
11 12 2 =100

CA
45 33
47 29

11
13

9 2=100
9 2 =100
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g. Making it easierforinsurance
companies,employers,anddoctorsto
sharemedicalrecords

Nat’!

h. Making it easierfor individualsto
transfermedicalrecordswhenchanging
doctorsor insuranceplans

Not
at all DK

14 19 2 =100
14 21 2 =100

39. Next, I’m goingto readyou a list ofpotentialrisksofuniquehealthidentifiers. As i read
eachone,tell howconcernedyou arethat this will happen-- very concerned,somewhat
concerned,nottoo concerned,or notat all concerned.(First,) how concernedareyou
that... (INSERT—READAND ROTATE)?

~ Somewhat Not too Not at all P1~~
a. It will givebusinessesgreateraccessto

personalmedicalrecordsthat theywill
useforpromotionalandmarketing
purposes

Nat’!
CA

49 30
49 30

11 9 1 =100
10 10 1 =100

b. Therewill beno effectivewayto prevent
unauthorizedaccessto sensitivepersonal

information
Nat’I
CA

56 30
61 24

7 6 1 =100
8 6 1 =100

c. It will leadto sick individualsbeing
deniedhealthcoverageor benefits
becauseinsurancecompanieshave

greateraccessto theirmedicalrecords
Nat’!

Question38 continued...
Only

Alot Somewhat a little

CA

Nat’!
CA

37 28
33 30

48 29
52 26

11 11 1 =100
9 11 2 =100

CA
56 28 8 7 1 =100
57 29 7 6 1 =100
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Question39 continued...

d. It will leadto peoplebeingfired from
theirjobs ordeniedpromotionsbecause
employershavegreateraccessto their
medicalrecords

Nat’!

e. It will leadpeoplewith mentalillnesses,
AIDS, ordrugoralcoholprob!emsto
avoidseekingcarefor fearof being
exposed

Nat’!

Nat’!
39
52
9

100

CA
38
50
12

100

Y~ry Somewhat Not too Not at all PJ~.

CA
51 28 12 8 1 =100
53 28 10 8 1 =100

52 29 10 8 1 =100
51 28 12 8 1 =100CA

40. Consideringboththeirpotentialbenefitsandrisks,do you personallyfavororopposea
systemof medicalidentification numbersor “unique healthidentifiers” for all Americans?

Favor
Oppose
Don’t know/Refused
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41. Next, I’m goingto reada list ofsomeproposedpo!iciesto protecttheprivacyand
confidentialityofpersonalmedicalrecords.As 1 readeachone, tell mehoweffectiveyou
think it would be in protectingmedicalprivacy-- very effective, somewhateffective, not

tooeffective,ornot atall effective. (First,) how effectivewould thisbe... (INSERT—
READ AND ROTATE)?

a. Establishingrulesspellingoutwho can
seeandusemedicalrecordsandwhat
information canbeobtained

Nat’!
CA

y~y Somewhat Not too Not at all DK

40 38 11 10 1 =100
40 37 12 8 2 =100

b. Requiringdoctors,hospitals,andhealth
plansto setup securitysystemson their
computers,suchaspasswordsandthe
scramblingofdata

Nat’!
CA

43 37
43 39

10
9

8 2 =100
7 2 =100

c. Establishingfines andpunishmentsfor
peopleandorganizationsthat violate
medicalprivacy

Nat’!
CA

d. Requiringindividuals’ permissionprior to
usingor distributingANY medical
information

Nat’!
CA

e. Giving peoplethe right to seeandmake
correctionsto their ownmedicalrecords

Nat’!
CA

35 33
36 33

12 17 3 =100
14 14 3 =100

f. Requiringdoctors,hospitals,andhealth
plansto useinformationthat doesn’t
persona!!yidentify peop!e,whenever
possible

Nat’!

47 32 11 9 1 =100
47 34 10 7 2=100

44 37 9 8 2 =100
49 34 9 6 2 =100

CA
35 41 11 11 2 =100
37 42 11 8 2 =100
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Nat’!
63

39
24

35
2

100

Nat’l
28
36
23
10
2
I

100

Nat’!
9

89
2

100

Nat’!
8

90
2

100

CA
64

38
26

32
4

100

CA
28
37
20
11

3
1

100

CA
10
88

2
100

Yes
No

42. Earlier, you saidyou (opposed/werenotsurewhetheryou favored)a systemof unique
healthidentifiers. Wouldyou changeyourmindand favorthis systemif therewerepolicies
in placeto protectmedicalprivacy like theonesI justmentioned?

Total favorhealthidentifiers
Favorinitially
Switchedto favor

Total oppose
Don’t know/Refused

43. Thinking now aboutyourownhealth .. .In general,would you sayyourhealthis excellent,
very good,good,only fair, orpoor?

Excellent
Verygood
Good
Only fair
Poor
Don’t know/Refused

44. Do you havea long-termmedicalcondition,suchas diabetesorepilepsy?

Don’t know/Refused

45. Do you haveanymajorphysicalor mentaldisabilities?

CA
9 Yes

90 No
I Don’t know/Refused

100

•PRINCETONSURVEY RESEARCHASSOCIATES4



24

46. Haveyou everusedtheservicesofa psychologist,psychiatrist,or othermenta!health
professional?

Yes
No
Don’t know/Refused

47. Do you havearegulardoctor,groupofdoctors,orclinic youusemostoften for routine
healthcare?

Nat’! CA
81 73 Yes
17 26 No
2 1 Don’t know/Refused

100 100

48. Now, I havea fewquestionsaboutyourhealthinsuranceplanandhow it works... Some
planschargelessif you chooseyour doctorfrom a list, butmakeyou paymoreif you go to
a doctor not on the list. Doesyourplanworkthis way, ornot?

Basedon thosewho are insuredand underage65:

Nat’! CA
66 57
28 37

6 6 Don’t know/Refused
100 100

(n=655) (n=701)

49. Someplansrequireyou to signup with a specificprimary caredoctoror groupof doctors
who providea!! yourroutinehealthcare. Doesyourplanwork thisway,ornot?

Basedon thosewho areinsuredand underage65:

Yes
No
Don’t know/Refused

Nat’!
19
79

2
100

CA
23
75
2

100

Yes
No

Nat’!
53
43

4
100

(n=655)

CA
59
36

5
100

(n=701)
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50. Someplansrequireyou to havea referralby a primarycaredoctorbeforeyou canseea

medicalspecialist. Doesyourplanwork this way,ornot?

Basedon thosewho areinsuredandunderage65:

Nat’!
61
33
6

100
(n=655)

Nat’!
50
40
10

100
(n=655)

Nat’!
85

28
57

12
3

100
(n=655)

Nat’!
48
52

100

CA
62 Yes
33 No

5
100

(n=701)

CA
51
40

9
100

(n=701)

CA
87

26
61
9
4

100
(n=70 1)

CA
50
50

100

Male
Female

Don’t know/Refused

51. Someplansrequireyou to haveapprovalora referralbeforetheywill pay for anyofyour
costsfor visiting a doctorwhois not in theplan.Doesyourplanwork this way,ornot?

Basedon thosewho are insuredandunderage65:

Yes
No
Don’t know/Refused

TypeofInsuranceCoverage:

Basedon thosewhoare insuredandunderage65:

Total in managedcare
Strict managedcare
Loosemanagedcare

TraditionalPlan
Undesignated

DEMOGRAPHICS:
Dl. Sex

• PRINCETONSURVEY RESEARCHASSOCIATES4



26

D2. Whatis theLAST gradeorclassthatyou COMPLETEDin school?(DO NOT READ)

Nat’! CA
4 5 None,orgrade1-8

13 11 High schoolincomplete(grades9-Il)
31 24 High schoolgraduate(grade12 orGED certificate)
5 5 Business,teclmica!, orvocationalschoolAFTER high school

22 27 Somecollege,no 4-yeardegree
15 17 Collegegraduate(B.S., B.A., or other4-yeardegree)

7 8 Post-graduatetraining orprofessionalschoolingaftercollege(e.g.,towarda
master’s degree or Ph.D.; law or medical school)

* 1 Don’t know
2 Refused

100 100

D3. What is your age?(RECORD ACTUAL AGE)

Nat’l CA
21 22 18-29
41 46 30-49
18 16 50-64
16 13 65+
4 3 Refused

100 100

D4. Last year,that is in 1997,whatwasyourtotal family incomefrom all sources,beforetaxes?
JuststopmewhenI getto the right category. (READ)

Nat’! CA
9 10 Lessthan$10,000

13 11 $10,000to under$20,000
16 15 $20,000to under$30,000
18 18 $30,000to under$50,000
14 15 $50,000to under$75,000
7 7 $75,000to under$100,000
6 7 $100,000ormore
6 7 Don’t know

II 10 Refused
100 100
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1 Refused
100 100

D6. What isyour race? Are you white, black, Asian, or someotherrace? IF R SAYS
“HISPANIC” OR “LATINO” ASK: Do you consideryourself aWHITE Hispanic/Latino
ora BLACK Hispanic/Latino?THEN CODEAS WHITE (1) OR BLACK (2). IF R
REFUSESTO CHOOSE BETWEEN WHITE OR BLACK HISPANIC, CODE AS
OTHER (4)

Nat’l CA
81 76 White
10 7 BlacklAfrican-American

Nat’!
29
47
24

100

3 Asian

Region

9 Otherormixedrace(SPECIFY)
3 Don’t know
2 Refused

CA
41
56

100

Urban
Suburban

Nat’!

20 Northeast

24 Midwest

South
West

CA (basedon areacodes)
23 NorthernUrban(408,415, 510, 650, 831,

916, 925)
53 Southern Urban (213, 310, 323, 424, 562,

619, 626, 714, 805, 818, 909, 949)
15 Rura! (530, 707, 760)

Central (209, 559, 661)
100

D5. Are you, yourself,ofHispanicorLatino origin, suchasMexican,PuertoRican,Cuban,or
someotherSpanishbackground?

Nat’! CA
7 20 Yes

90 78 No
* 1 Don’t know

I
3
I
4

100 100

CommunityType

Rural

35
21

100
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