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Appendix C — List of Exhibits 

1. Microsoft Australia, Trustworthy Computing Environment 

2. Department of Education, Science and Training, Information Management 
Improving Report & Information Management Framework Project 

3. Australian National Audit Office, ANAO Audits in ANAO’S Submission to the 
JCPAA 

4. Australian National Audit Office, Internet delivery decisions: a government 
program manager’s guide 

5. Centrelink, A folder of additional information 

6. Australian National Audit Office, Summaries of ANAO Reports No.9 of 2000-01 
and No.14 of 2002-03 

7. Attorney General’s Department, OECD guidelines for the security of information 
systems and networks: towards a culture of security 

8. National Archives of Australia, Recordkeeping Implications of Online 
Authentication and Encryption Process 

9. National Archives of Australia, Keeping Government Publications Online: A guide 
for Commonwealth Agencies 

10. National Archives of Australia, Report on a Survey of the State of Recordkeeping in 
Commonwealth Government 

11. Department of Health and Ageing, National Health Privacy Code (draft) 
Consultation Paper 

12. The National Office for the Information Economy, Productivity and 
Organisational Transformation: Optimising Investment in ICT 
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13. Computer Associates, Best Practices for Command and Control of Security: The 
eTrust Vision 

14. Defence Signals Directorate, Information Security Guideline Collection 

15. Defence Signals Directorate, Information Security Incident, Ready Reckoner 

16. Defence Signals Directorate, Information Security Incident Reporting for 
Government Agencies 

17. Microsoft, Law and Corporate Affairs 

18. The National Office for the Information Economy, Folder of Information on 
Gatekeeper 

19. The National Office for the Information Economy, Hansard Transcript of 
Gatekeeper Briefing 

20. Defence Signals Directorate, Australian Information Security Evaluation Program 

21. Defence Signals Directorate, Common Criteria for information Technology Security 
Evaluation 

22. Defence Signals Directorate, Australian Information Security Evaluation Program 

23. Savita Technology Pty Ltd, Submission No 89 – Appendix 1-3 

In addition, the Committee accepted one confidential exhibit. 


