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EXECUTIVE SUMMARY 

The Department of Family and Community Services (FaCS) is responsible for a broad range of Government assistance.  The Department’s interest for the purposes of this submission deals mostly with payments under the Social Security Law.  FaCS is responsible for the Government’s income security policies with outlays of around $45 billion per annum in administered items.  

The business partnership with Centrelink is focussed on ensuring that these outlays are properly administered and control of incorrect payment and fraud is paramount in the agreed business strategy between the two agencies.   

There are two aspects of these services which are considered relevant to this submission.  These are proof of identity (PoI) and data matching issues.  FaCS recognises the experience of Centrelink in developing and providing such services and welcomes the opportunity for discussion on these matters.

Proof of Identity 

Proof of Identity (PoI) for payments under the Social Security Law is based on the provision of a number of documents considered to provide adequate information to support a person’s use of a particular identity.  FaCS and Centrelink agree that the risk of fraudulent electoral enrolment documentation is too great and, as such, proof of electoral enrolment is not acceptable as PoI.

Data matching 

Under the current Business Partnership Agreement between FaCS and Centrelink data matching forms an integral part of the business strategy to ensure the control of incorrect payment and fraud.

Centrelink uses Electoral Roll data in the detection and investigation of identity-related fraud and incorrect payment.  Centrelink’s use of the data is in conjunction with a range of other data and checking processes, and does not rely solely on the validity of the Australian Electoral Commission (AEC) information.

Centrelink also matches data from the Australian Taxation Office, including tax file numbers, and immigration data from the Department of Immigration and Multicultural Affairs as part of the range of data matching activities.

While the limitations of the Electoral Roll data is recognised, this data does provide a source of information which contributes to the framework for controlling identity fraud and incorrect payment of social security outlays.

BACKGROUND

Historically, the basis of qualification for payments under the Social Security Law has not been requisite on enrolment to vote.  Rather the concepts of residence and citizenship have been incorporated into the qualification provisions.  As such, the interaction of Electoral Roll information and the Social Security Law is a relatively recent development in social security administration.  

Because there has never been a requirement to be enrolled to vote to qualify for payments, documents proving a person’s enrolment to vote have never been required or considered as a proof of identity (PoI) document.  Even now these documents are not considered to provide adequate assurance against fraudulent use and are not acceptable to FaCS and Centrelink as PoI.

The significant interaction between the Australian Electoral Act and the Social Security Law is that of data matching to assist in detecting cases of incorrect payment and social security fraud. 

Up to the 1980s government agencies relied on local knowledge and public assistance to identify incorrect payments to recipients of government assistance. Government agencies began using computer-based data matching in the early 1980s to detect incorrect payments. This process was rudimentary, reflecting unsophisticated systems available at the time. It was also conducted infrequently, and was time consuming and costly. 

Data matching has become increasingly sophisticated since that time and the range of data able to be matched has become quite extensive.  Electoral roll data has been used for these purposes.  In these instances data is matched by comparing personal details such as names and dates of birth.  Immigration data is also matched on similar identifiers.

The introduction of the Tax File Number System via the passage of the Taxation Laws (Tax File Numbers) Amendment Act 1988 and the Data Matching Program (Assistance and Tax) Act 1990, opened the way for the use Tax File Numbers (TFNs) for data matching. This has further improved the effectiveness of data matching. 

These issues are discussed further below.

The use of Electoral Roll information for Proof of Identity (PoI)

FaCS and Centrelink have a shared responsibility in relation to PoI for payments and services within the portfolio.  FaCS develops policy for PoI requirements for each payment or service within our responsibility, while Centrelink is responsible for developing processes and procedures to ensure that the policy is applied appropriately in the field.  Effectively, FaCS purchases PoI services from Centrelink to ensure control of incorrect payment.

Under the current arrangements customers must establish their identity by producing a number of documents classified as either primary or secondary documents depending on their reliability as a basis for proof of identity.  The classification of documents as primary or secondary primarily lies with Centrelink, however FaCS does require consultation on any proposed changes to current classification arrangements. 

This system has proved to be effective in reducing the incidence of fraudulent claims for assistance. However, some claimants do experience difficulty in providing such documents and, although alternative measures are in place, Centrelink has proposed a new model of PoI for discussion with FaCS. Within this framework documents relating to proof of enrolment to vote are not considered to provide adequate assurance against fraudulent use.

The new approach is based on the level of risk to program outlays and seeks to provide improvements to PoI processes.  The new model will provide greater flexibility in the documents a claimant may produce for PoI purposes.  FaCS and Centrelink are also actively involved in an interdepartmental discussion group coordinated by the Australian Taxation Office (ATO).  The group is seeking to identify possible areas for improvement in the control of identity fraud.  As part of this the group is proposing to assess the value of the range of currently accepted PoI documents across all agencies with a view to promoting a consistent approach across agencies.    

At this stage documents relating to enrolment to vote are not part of this consideration. 

Data Matching with Electoral Roll information

Under the current Business Partnership Agreement between FaCS and Centrelink data matching forms an integral part of the business strategy to ensure the control of incorrect payment and fraud.

Electoral Roll data is used by Centrelink in the detection and investigation of identity-related fraud and incorrect payment.  Centrelink’s use of the data is in conjunction with a range of other data and checking processes, and does not rely solely on the validity of the AEC information. AEC data assists in the investigation of false or stolen identities.

Electoral roll data from the AEC has previously been obtained on a quarterly basis.  The data included name, residential address, date of birth, gender, postal address, State, enrolment date and occupation.  Supply of this data was suspended recently pending resolution of legal issues concerning supply of the data to other agencies in electronic format.  Provision of identity information (name, residential address, date of birth and gender) has now been approved and will resume in October.  However, Centrelink is still seeking the provision of additional items, such as enrolment date, which were previously available, because of their significance in fraud detection. 

Under the Data-matching Program (Assistance and Tax) Act 1990 Centrelink conducts matching of identity and income data held by the Australian Taxation Office (ATO), using tax file numbers (TFNs).  In this process Centrelink extracts TFNs for its customers and sends them to the ATO, which then provides Centrelink with identity and income details for each TFN provided.  Identity matching is then used by Centrelink to verify that customers have provided the correct tax file number to Centrelink.  Centrelink then compares income details held for customers and partners with the taxable income details recorded by the ATO to detect undeclared or understated income.  

Centrelink also matches Employment Declaration Form (EDF) data held by the ATO with Centrelink customers to detect undeclared or understated income due to earnings.  Legislative changes to the Income Tax Assessment Act 1936 at the end of June 2000 now allow for TFNs to be sent to Centrelink along with the other information contained on the EDF.  TFNs will be included in EDF matching after a mid-October system change by the ATO.  Both the Data-matching Program and EDF matching are highly successful in detecting incorrect payments to Centrelink customers. 

Centrelink obtains information from DIMA about all departures of Australian citizens and residents from Australia on a monthly basis.  This information is matched against Centrelink’s customer records to detect cases where customers have left Australia without advising Centrelink and have not returned within the time allowed by social security law.  As a result of this data matching, any incorrect social security payments can be quickly ceased and any debt owing to the Commonwealth can be quickly identified and recovered.  Under a 2000 Budget initiative, Centrelink is also piloting the matching of visa class data from DIMA in order to detect customers who are not entitled to payment because they lack permanent residency status.  Experience over a number of years in matching with DIMA data indicates that the DIMA data is of good quality and produces effective results in detecting incorrect social security payments.

In 1999-2000 reviews under the Data-Matching program provided savings to outlays of $118.9million and identified debts of $75.7 million.  Reviews conducted as a result of other data matching provided $10.4 million in savings and identified $177.8 million debts.

CONCLUSION

While the limitations of the Electoral Roll data is recognised, this data does provide a source of information which contributes to the framework for controlling identity fraud and incorrect payment of social security outlays.  In conjunction with other data sources, Electoral Roll data assists in identifying instances of identity fraud and incorrect payment.

These outlays represent a significant proportion of Commonwealth expenditure and the protection of these outlays takes a high priority in the business partnership between FaCS and Centrelink.  The usefulness of Electoral Roll data for this purpose is highlighted by the move to quickly resolve the legal issues regarding the provision of such data and the intention to request additional information.

Electoral roll data does not, at this stage, serve any useful purpose for proof of identity.  However, all documents used to establish PoI are reviewed periodically to assess their relative integrity and hence usefulness as PoI documents. If the electoral  enrolment process and document production was made more stringent this may lead FaCS and Centrelink to reconsider this position.
