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Summary: Australian Senate ballots are cast on paper, then digitized and elec-
tronically counted. The accuracy of the digitization process is therefore crucially
important for the correctness of the election outcome. This year the AEC was re-
quired to sample ballot papers to verify that they had been accurately digitized.
This represents a substantial improvement on prior years’ election conduct.
The audit provided some evidence of an accurate election outcome in 5 states and

2 territories, because the measured error rate was low compared with the closeness
of the result. It also identified a possible indication of a serious problem in Victoria,
where the election was close and the measured error rate relatively large. Both
these cases show that the Electoral Legislation Amendment (Assurance of Senate
Counting) Bill 2021 was a success. In this submission we recommend the next
steps for examining and correcting the problems that were identified in Victoria,
and explain some important improvements to be made in future audits.
We conclude the submission with an explanation of why voting over the Internet

is not a genuine way of improving access to voting, and suggest alternative uses of
technology in voting that have better security, privacy and verifiability.

Who we are: We are cryptographers, statisticians and election integrity researchers.
We have previously written a more detailed explanation of how audits of the Aus-
tralian Senate digitisation process should be conducted [BSS+22].

We would be happy to discuss any of these issues with the committee.
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1. Introduction

This year for the first time, the AEC was obliged under the Electoral Act 1918 to
conduct an audit of the Senate ballot papers to verify that they had been accurately
digitised.
The audit was a great success.

• In 5 states and 2 territories, the audit measured an error rate well below the
level that could have affected the outcome.1

• In Victoria, the audit identified a serious problem: four ballot papers had no
corresponding image in the image database. Although a similar incident oc-
curred in NSW, the Victorian case is much more serious because the estimated
number of such errors is large enough to alter the election outcome.

It is very important to realise that both of these findings represent a successful
audit: the first group because they provide (some) evidence that the election out-
come is correct, and the second because it identified a serious problem that might
otherwise have gone undetected.
There were six incidents in which the auditors retrieved a ballot paper and were

unable to find a matching image in the database. (In one other case, there was a
matching image but it was not a good likeness.) One of the six seems to have an ob-
vious physical explanation—an extra ballot was probably stuck behind another. The
other five incidents, two from NSW and three from Victoria, remain unexplained.
Unfortunately, the AEC and its partners do not seem to have fully appreciated

the seriousness of the problem, perhaps not realising how close the Victorian Senate
race was (see Table 2). It would have been better if the public had been immediately
notified, as we were in 2013 when a ballot box went missing in Western Australia.
A thorough investigation could then have commenced immediately. However, it is
not too late. There are many good reasons to re-examine the ballot papers to fully
understand the problem.

• If the problem was caused by a software error, it can be identified and corrected
before the next election.

• If the problem was caused by a mechanical failure (for example, a malfunc-
tioning scanner), that equipment can be removed from service.

• If the problem affected ballots randomly, then a larger sample might show
that there was no net political impact. Showing this publicly, after a thorough
investigation, is important for earning public trust in the election outcome.

Obviously, there is a chance that further investigation will show that the errors
possibly did affect the election result. We do not assert that this is likely. If that
is the case, it is still better to thoroughly examine the evidence than to ignore the
problem.
It is good when problems are noticed—now some further work needs to be done

to understand the causes and the necessary corrections. We recommend a more
thorough and direct investigation be conducted, by people with access to both the
Senate ballot papers and the AEC image and preferences databases.

1Because of methodological errors in selecting the sample, the measured rates are not reliable
estimates of the true error rates—see Appendix A.1 for an explanation of the changes needed
for next time.

3

Inquiry into the 2022 federal election
Submission 282



In this submission we describe the problem and its implications as accurately as
we can, based on documents obtained via Freedom of Information requests. We first
explain the documents we used and the basics of the audit process. (The AEC refers
to it as an “assurance process” but the term ‘post-election audit’ is more consistent
with international usage.) Section 2 describes the problem, then Section 3 outlines
the steps recommended for a full technical investigation of the issue in 2022. Ap-
pendix A identifies some more general shortcomings in the conduct of the audit, and
makes recommendations for improving the process in future. Section 4.1 addresses
the Inquiry’s term of reference related to encouraging increased electoral participa-
tion. We explain that voting by Internet is not a genuine method of enfranchisement
because there is currently no effective solution for keeping votes private while allow-
ing people to verify their votes. Section 4.2 sketches some possible alternative uses
of technology that might improve access without undermining integrity.

1.1. Documents we used and their terminology

Our analysis is based on the following documents, which we list in the order they
became available.

The AEC Process Description [Com22] This was released before the election and
is rather confusingly titled “Methodology for the ballot paper sampling process
for Senate election 2022,” though it summarises the audit process, not the
statistical sampling methodology.

The ABS Audit methodology [oS22] This was released in reponse to our Free-
dom of Information request after the election.2

The Electoral Commissioner’s Senate ballot paper sampling outcomes statement [Rog22]
This mentions that for 7 ballot papers, “the nominated image did not exactly
reflect the physical ballot paper,” but the Commissioner does not seem to have
been aware that for 6 ballot papers, no nominated image could be found.

Axiom’s audit report [Ass22] External statistical assurance of the Senate ballot
papers Detailed report and statement of outcomes (draft). This was released
in response to our Freedom of Information request,3 together with error ex-
amples.4

1.2. The Senate scanning and digitisation process

The Senate ballot process has several discrete steps relevant to the audit. First,
ballots are sorted by first preference in the polling place. The first-preference tallies
are manually counted. Next, ballot papers are brought to a central counting station
and scanned to produce a digital image of the ballot paper. This digital image is then
converted into digital preferences by a combination of optical character recognition

2https://www.righttoknow.org.au/request/8988/response/26588/attach/8/Relevant%

20Document%20ABS%20Advice%20to%20AEC%20on%20sampling%20methodology.pdf
3https://www.righttoknow.org.au/request/9125/response/27277/attach/8/22FE%

20Senate%20assurance%20detailed%20report%20and%20assurance%20outcomes%20DRAFT%

20A1916202.pdf
4https://www.righttoknow.org.au/request/9125/response/27277/attach/9/22FE%

20Senate%20collation%20of%20Stage%202%20assurance%20exceptions%20DRAFT.pdf
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and human data entry. Finally, the digital preferences are electronically counted—
this is not part of the audit.
This means that, once ballots are received at a counting centre, two kinds of error

are possible: the image might differ from the ballot paper, or the digital preferences
might not be a correct interpretation of the image.

1.3. The audit process

The auditors sampled slightly over 10,000 ballots and checked each of them for two
kinds of errors:

A Stage 1 error is a discrepancy between the ballot paper and the scanned image;

A Stage 2 error is a wrong interpretation of a ballot paper into digital preferences.5

2. Audit outcomes

The audit identified 7 errors in Stage 1 and 33 errors in Stage 2. Both were dis-
tributed unevenly across the states: smaller states tended to have fewer errors (even
as a percentage), and Victoria had the largest error counts for both types.
In estimating the overall error rate, Axiom’s analysis attributed the Stage 1 errors

proportionally across all states, rather than directly to the states and territories
where they occurred (as was done for Stage 2 errors). There is no reason to do this.6

Confusingly, this attributes a much smaller share of Stage 1 errors to Victoria than
were actually observed, substantially understating the overall Victorian error rate.
Adding Stage 1 and 2 errors in each state and territory where they appeared,

gives a more accurate version of Axiom’s Table 4, shown here as Table 1.
Stage 2 error rates are approximately as expected. Axiom’s audit report included

a separate detailed report characterising all 33 observed errors, which shows that
overall the errors did not advantage or disadvantage any particularly party.
Stage 1 errors, in contrast, are not expected: the ABS methodology document

states that none were detected in 2019 and none are expected in 2022. Unfortunately,
there is no report detailing the Stage 1 errors observed in either NSW or Victoria.

2.1. Bias, confidence and misinformation

Unfortunately, “bias” has very different meanings in the scientific literature and
more general speech. When the Electoral Commissioner states, “The independent
assurance process found there was no suggestion of any political or logical bias in the
exceptions,” it is important to remember that “political bias” and “mathematical
or statistical bias” (our interpretation of what was meant by “logical bias”) are
different.

5Unfortunately the ABS Methodology document uses a slightly different definition of Stage 2
error, but we use Axiom’s terminology here. We assume that Axiom counted a Stage 2 error
only when there was no Stage 1 error, that is, when the image seemed to be an accurate
representation of the ballot paper.

6Axiom’s report states that this is based on the ABS’s recommended methodology, but the ABS
methodology document makes no such recommendation. It states that the expected number of
exceptions of this kind is zero. (It does, on p.4, explain that a weighted average is necessary
for correctly computing an overall national error rate, but that is irrelevant to state-by-state
results.)
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Table 1: Errors detected by the audit, with Stage 1 and 2 errors added
by state & territory. This is equivalent to Axiom’s Table 4, but with
Stage 1 errors listed where they occurred rather than attributing them
equally everywhere.

State Total Sample Stage 1 Stage 2 Total (%) Extrapolated
/Ter. ballots size Errors Errors Errors Errors Errors

NSW 4,996,110 1,735 2 7 9 0.52% 25,916

VIC 3,960,958 1,400 4 8 12 0.86% 33,951

QLD 3,111,034 1,310 0 2 2 0.15% 4,750

WA 1,571,899 1,285 0 3 3 0.23% 3,670

SA 1,162,472 1,245 0 5 5 0.40% 4,669

TAS 372,973 1,135 0 5 5 0.44% 1,643

ACT 290,308 1,028 0 2 2 0.19% 565

NT 106,907 965 1 1 2 0.21% 222

To illustrate the difference, suppose a political poll sampled only three voters. It
is reasonably likely that they would all express the same voting intention.7 Should
that occur, it would not mean that the poll was biased in an intentional way, nor that
the voters really were unanimous—small samples often give inaccurate results. This
example is not “biased” in the statistical sense, but the preferences in the sample
are not an accurate estimate of the preferences among the electorate because the
sample is so small. The only way to gain a more accurate estimate is to poll more
voters.8

It is highly likely that the three unexplained exceptions detected in Victoria all
affected the same first preference (candidate or party) because they all occurred in
the same packet, and ballots are sorted by first preference before they are packed.
This does not mean that all the omissions of ballot papers throughout the state
affected the same first preference—the sample is too small to give any confidence.
The only way to gain a more accurate estimate is to take a larger, genuinely random
sample of ballot papers.
The audit was undermined to some extent by the decision not to sample the ballot

papers randomly. This seems to be a consequence of poor communication between
the ABS, the AEC and Axiom. Although the ABS Methodology document does
not explicitly recommend sampling randomly chosen packets, it is implicit in the
notion of proper statistical sampling—the confidence intervals in their document
are meaningless unless the sample is drawn randomly. Unfortunately, Axiom does
not seem to have understood the importance of random sampling, instead choosing
the first packet from selected ballot paper transport containers (BPTCs). Hence,
the confidence bounds in Table 4 of their report are meaningless, as are all their

7For example, if the true fractions were 50% Blue, 40% Red and 10% Green, then the probability
that three random voters are unanimous would be about 20% (0.53 + 0.43 + 0.13 ≈ 0.2).

8An example of a poll that is biased in a statistical sense would be one that samples in a non-
representative way, for instance by being more likely to survey people from large cities rather
than in regional areas, and then not taking this into account in the analysis. Such biases can
be avoided by ensuring that every voter is equally likely to be in the poll.
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statements of the form “The AEC can be 95% confident that there are between a
and b exceptions per 1000 ballot papers.” No such confidence can be inferred from
this non-random sampling method. Because the inspected ballot papers were not
selected randomly, the measured error rates provide little evidence about the true
error rates. See Appendix A.1 for more explanation of this issue. For the purpose
of the rest of this submission, we shall assume—optimistically—that the measured
error rates are exactly equal to the true error rates, despite the faulty sampling
design. Future audits should select ballot papers at random using a well-defined
mechanism.

2.2. Could the observed error rate alter the election outcome?

A well-conducted audit would generally confirm the election outcome if it found
evidence that the error rate was below the electoral margin. In this section we
consider this question for the 2022 Australian Senate outcomes.
In general it is computationally difficult to calculate electoral margins for Senate

elections. We have therefore developed heuristics to look for small changes that are
sufficient to alter the results. The main ideas are described in [TC], which contains
links to the source code we used to do these calculations. The heuristics find small
changes that are sufficient to change the election result. However, it may not be
necessary to change so many ballots—it is possible that better solutions may exist,
and that more sophisticated search algorithms such as those given by [BCST20] may
find ways of altering outcomes that do not involve changing as many votes.
Our results are in Table 2. For each state, we list the smallest vote change we

found that can change who won at least one seat (usually the last seat allocated
through the preference distribution process). In both territories and most states,
the smallest outcome-changing modifications our algorithm found involved changing
more than 1% of the votes. In WA and SA, a change of a little less than 1% suffices
to change the electoral outcome. Victoria is by far the closest: altering just 0.24%
of votes is sufficient to change one seat.
We will refer to these values as the “apparent margin” as a reminder that there

may be smaller margins that our algorithm did not detect. However, for the purposes
of the audit it seems that these numbers are the most useful basis available for
assessing whether the measured error rates are acceptably low. If the true error rate
is smaller than the apparent margin, this is the best evidence we can expect of an
accurate election outcome; if it is larger, this is an indication of a possible problem
that deserves further investigation.
Table 3 compares the measured error rates from the audit with the apparent

margins, for each state and territory. In all except Vic, the measured error rate
is well below the apparent margin. This provides some evidence that the election
results are correct; the evidence would be far stronger had the sample been drawn
using an appropriate statistical method.
In Victoria, the measured error rate is substantially higher than the margin. In-

deed, the Stage 1 error rate alone is comparable to the margin. Because the sample
was not selected randomly, and because only a small number of incidents were de-
tected, the indication of the problem may vary greatly from its true extent, in terms
of both the party or parties affected and the overall size of the problem. This could
go either way: the problem may be either more or less serious than it appears based
on these data. It is necessary to examine a larger, properly selected, sample to assess
whether the election result is correct.
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Table 2: Vote changes that can change Senate outcomes for 2022 Australian

Senate results. Two kinds of changes are shown. ‘Allow 1st-prefs’ lets
first-preferences be different. In ‘No 1st-prefs’, first-preferences are assumed
to be perfectly recorded. In some cases, this results in a slightly larger
number of vote changes, in others it makes no difference, and in some cases
it precludes any solution—this is indicated with ‘×’.

Allow 1st-prefs No 1st-prefs

State Formal Change (%) Change (%) Effect
/Ter. votes

ACT 285,217 14,137 4.96% × × +Seselja (LP)
−Pocock (Ind)

NSW 4,800,722 57,340 1.19% 57,340 1.19% +McCulloch (ON)
−Molan (LP)

NT 103,617 11,412 11.01% × × +Anlezark (Grn)
−McCarthy (ALP)

QLD 3,013,868 54,810 1.82% 59,428 1.97% +Stoker (LP)
−Chisolm (ALP) (1st-prefs)
−Hanson (ON) (no 1st-prefs)

SA 1,128,524 9,306 0.82% 12,558 1.11% +Gill (ALP)
−Liddle (LP)

TAS 361,048 11,697 3.24% × × +Mav (ON)
−Tyrrell (JL)

VIC 3,821,539 9,341 0.24% 9,341 0.24% +Pickering (ON)
−Babet (UAP)

WA 1,526,123 11,745 0.77% × × +Filing (ON)
−Payman (ALP)

Table 3: Comparison between error estimates from the audit and margin
estimates from the voting data. In every state except Vic, the error
rate seems well below the number of errors sufficient to change the outcome.

State Total Error Sufficient
/Ter. ballots estimate (%) changes (%)

NSW 4,996,110 0.52% 1.19%

VIC 3,960,958 0.86% 0.24%

QLD 3,111,034 0.15% 1.82%

WA 1,571,899 0.23% 0.77%

SA 1,162,472 0.40% 0.82%

TAS 372,973 0.44% 3.24%

ACT 290,308 0.19% 4.96%

NT 106,907 0.21% 11.01%
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Had the papers been selected at random using appropriate statistical sampling,
the uncertainty in the measured rates as estimates of the true error rates could be
assessed rigorously, and the evidence the measured rates provide about whether the
true error rates are below the apparent margins could be quantified.

3. Proposals for further investigations

In this section we describe recommended investigations for this year’s data, to be
performed before the ballot papers are destroyed. The intention of this examination
is to understand the causes and implications of the problem in Victoria, with the
goal of improving the process for future elections.
Since the unexplained exceptions (Stage 1 errors) consist of discrepancies between

the ballot papers and the ballot image database, there is no way to assess the extent
of the problem other than by examining more ballot papers.

• Sample more ballot papers (at random, using appropriate statistical sampling)
and verify that there are matching images in the database. Carefully record
the exceptional cases where no matching image can be found.

• Unlike Axiom’s audit, the ballots should be selected randomly. It would be
reasonable to follow ABS’s advice and select packets randomly; the confidence
interval calculation must take into account how the sampling is performed (See
Section A.1).

The other recommendations are quicker checks that can be automated. These
may help to give some clues about the nature of the issue, but do not provide a
complete explanation on their own.

• Verify the digital signatures on the whole set of ballot images.

• Count the duplicate images. There ought to be none, but our understanding
of Axiom’s report is that the two omitted ballots in NSW were compensated
for by two pairs of duplicate images. These should be easy to find.

• For each duplicate image, retrieve the batch of ballot papers and check for
papers with no matching image.

• Record the nature of all duplicated images and omitted ballot papers.

• If possible, try to access the data in the form it was retrieved from the scanner,
to understand whether the image set was free of duplicates at that stage.

At the end of this process, an informal investigation should be able to identify the
root cause of the problem.

• Look for consistent political patterns: are some parties systematically advan-
taged or disadvantaged by the errors?

• Look for consistent physical or procedural patterns: are there some scanners,
or some human operators, or some patterns in the timing, that seem to have
contributed more errors, particularly Stage 1 errors?

The detailed results of this investigation should be promptly communicated to
the public. This builds trust by either showing evidence that the problems are
sufficiently small, or showing honesty in acknowledging a serious problem.
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4. Technology in voting: why some approaches truly
improve enfranchisement and others do not

We have written extensively about voting technology in previous submissions, and
will not repeat the details here. The following summary and suggestions are adapted
from our recent submissions to an inquiry by the Parliament of NSW.

4.1. Internet voting

Apart from the obvious privacy implications, the key concept in electronic elections
is verifiability, the opportunity to check whether an announced election outcome is
accurate. Plain paper voting in a polling place can be verified by observers and
scrutineers; computerised voting is much harder to observe, because watching the
screen gives scrutineers no real evidence of what the computer is doing with the votes.
Another key concept is evidence-based elections, the principle that it is not enough
for elections to find the true winners: they must also provide convincing evidence
that they did [SW12, AS20]. Anyone can claim that their system is secure and
protects voter privacy, but elections should demonstrate that the result accurately
reflects the choice of the people, to the satisfaction of scrutineers, disappointed
candidates and their supporters, and members of the public.
Australia’s largest Internet voting project, the NSW iVote system, has suffered

from numerous serious security and privacy problems [HT15, CEET17, HLPT20].
iVote’s security problems are not unusual among Internet voting systems. Inde-
pendent studies of similar systems have found similar vulnerabilities [WWIH12,
SFD+14]. A recent Russian e-voting system was shown to be using cryptographic
primitives that could be compromised in just 20 minutes.9

In 2021 during Local Government Elections, iVote suffered substantial downtime
that disenfranchised thousands of voters and led the NSW Supreme Court to annul
the election results in three local councils. Based on our analysis of NSWEC data,
33 other council outcomes may also have been affected.10

The voting rights of marginalised populations of voters are not satisfied by offering
them a system that does not adequately protect their privacy, is not reliable, and
does not give them evidence that their vote is accurately recorded and counted.
We have not conducted a detailed analysis of the AEC’s phone voting solution,

because no detailed technical information is publicly available. However, the same
questions about privacy, reliability and verifiability should be asked.

4.2. More transparent and trustworthy alternatives

This section briefly outlines alternative uses of technology in elections that are much
more consistent with a secret ballot and verifiable election outcomes. In all cases,
the details matter, and we are not necessarily advocating any of these without
further careful examination of the pros and cons and publication of the particular
implementations contemplated. Our point is simply that there are numerous other
ways of meeting the needs of voters, without sacrificing election integrity. Some of
these approaches might work well, if they were designed with transparency, verifiable
outcomes, and ballot secrecy as primary goals.

9https://members.loria.fr/PGaudry/moscow/
10https://github.com/AndrewConway/ConcreteSTV/blob/main/reports/NSWLGE2021Report.

pdf
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Electronic voting in a polling place with a voter-verifiable paper record. Voters
with disabilities could use a computer in a polling place as an aid to fill in their paper
ballot. The computer could then print out a human-readable paper record of the
vote. Although not all voters with disabilities are able to check this printout directly,
many could, and the overall opportunity to verify the result would be much better
than nothing. These printouts could then be included in the normal scrutineered
counting process. In the USA these are called Electronic Ballot Marking Devices.
(Note that there is significant controversy in the United States over the use of these

systems for general voters, which we are not advocating here—we are considering
an alternative to human assistance for voters who would otherwise need to dictate
their vote to a person.)

Delivering candidate information electronically; returning a paper vote by mail.
Another alternative for those who miss the postal voting deadline for reasons beyond
their control (such as a COVID-19 diagnosis) could be the opportunity to print out
a ballot at home and return it by mail. This is clearly a last resort, but compares
favourably to Internet voting because at least voters could check whether their
official ballot accurately reflects their preferences. In the USA, this is called “remote
accessible vote-by-mail.”

Secure drop boxes to reduce dependence on the post. Many US jurisdictions
provide special secure drop-boxes for ballot return, so that voters do not need to rely
on the postal service. In general, “smart” drop boxes that include video surveillance
and log each ballot as it is deposited are preferable; boxes should be emptied at least
daily; and appropriate chain-of-custody protocols should be followed in emptying the
drop boxes and transporting voted ballots.

No-excuse early voting. This would allow people to vote early without a specific
reason, hence reducing the pressure on polling day and increasing each person’s
opportunity to vote while well.

5. Conclusion

This year’s audit of the Senate scanning and counting process represents a sub-
stantial improvement in Australian electoral processes. While there were serious
deficiencies in how the sample was drawn, the measured error rates suggest that
the results are correct in most states and both territories. The identification of a
possibly serious problem in one state (Victoria) should also be considered a success.
Of course, like any new process, there are imperfections in the first run which need
improvement for future years. In this submission we have made specific suggestions
for investigating this year’s problem in Victoria, and general recommendations for
improving future audits, including the use of appropriate statistical sampling.
Any other use of technology in electoral processes should be subject to the same

principles: privacy of the votes, combined with an opportunity to verify the accuracy
of the process. We have explained why Internet voting does not currently meet this
requirement, and suggested some other approaches for improving access without
undermining integrity.
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A. Improving the methodology for future audits

We have already mentioned the importance of random sampling for future audits.
This section explains its importance and lists some other improvements for future
audits.

A.1. Sampling and confidence intervals

The legislation requires a “statistically significant sample.” This is not a clearly
defined term. That said, we cannot think of any reasonable interpretation that
could be met by a sampling method that can never sample anything but the first
packet in each ballot paper transport container (BPTC).
The confidence intervals presented in Axiom’s report were calculated using an

online calculator on the ABS website.11 However, that calculator is only valid for
simple random samples (a warning to that effect is written on the website). The
sample that Axiom drew is not a simple random sample of ballots. It was a sys-
tematic cluster sample that drew the first packet from each ballot paper transport
container (BPTC).
The easiest way to understand why this is a problem is by analogy with a financial

audit: suppose an auditing firm tried to estimate the extent of expenses fraud, but
was widely known for checking receipts only for expenses incurred on Mondays.
They might detect a very low apparent rate of cheating, but no confidence about
the overall rate can be inferred: people who know how the audit will be conducted
will simply tell the truth about their Monday expenses, then cheat between Tuesday
and Friday. Even accidental omissions might not be accurately represented by this
kind of sampling: if people are more likely to accidentally forget to keep receipts
because they are tired or drunk on Fridays, then checking only Monday’s receipts
will not detect this. Hence a sample of only the first day of the week might result
in a very inaccurate estimate, for both accidental and deliberate failures.

11https://www.abs.gov.au/websitedbs/d3310114.nsf/home/sample+size+calculator
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The same argument applies to Axiom’s choice to sample only the first packet of any
BPTC. Moreover, even if packets were selected at random, the fact that the sample
drew entire clusters of papers (packets rather than individual ballot papers) would
need to be taken into account in calculating uncertainties and confidence intervals.
Sampling clusters of papers selected at random provides much weaker statistical
evidence than sampling the same number of papers selected individually at random.
Axiom’s calculations were inappropriate and misleading for both reasons.

A.2. Summary and other issues

This section summarises process improvements the AEC should implement in future
audits. Items 4 and 5 below refer to a detail of Axiom’s audit: they counted an
error only if a team of AEC officials unanimously considered it to be so.

1. Draw the random sample in a verifiable way.

2. Calculate confidence intervals using a method consistent with how the sample
was drawn (e.g., take into account whether individual papers or packets of
papers are sampled).

3. Notify the public honestly and promptly if a problem appears.

4. Record non-unanimous detected mistakes even if they are not counted in the
final error rate.

5. Ensure separation between the AEC officials who determine the final error
judgement and those who could have made the original determination on the
ballot.

The AEC’s process sketch arguably did not meet the legislative requirement to
publish their audit methodology in advance. It has been very difficult for us, a
team of experts in the field, to understand how the audit was conducted. Most of
the necessary information was contained in documents that we received only after
waiting on Freedom of Information requests after the election.
Finally, and perhaps most concerningly, Axiom seems to have simply not under-

stood the primary purpose of the audit. Paragraphs 1.10 and 1.11 of their report
give the impression that they think that detection of added or deleted ballot records
is not their responsibility:

The approach to assurance testing was not designed to detect whether
there were electronic data records held by the AEC that were not as-
sociated with a physical ballot paper or whether there were multiple
electronic data records associated with a single physical ballot paper.

However, this is exactly what the audit was supposed to check for: discrepancies
between the ballot papers and the corresponding images and digitized preferences.
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