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Due to the operational changes brought about by the implementation of the First Response model and 
resulting changes which were to be made to the Funding Agreement with the Department, Medibank 
sought to re-negotiate its existing subcontract with R&DVSA in the second half of 2016. 

It quickly became apparent that R&DVSA was unwilling to accept a number of the requirements which 
were required to be flowed down from the amended Funding Agreement. Recognising that the existing 
subcontract was due to expire on 30 June 2017, the Department agreed that Medibank would not be 
considered to be in breach of its Funding Agreement if it did not flow certain terms and conditions 
through to the existing subcontractor, R&DVSA. 

However, it was made clear that any new subcontract entered into in relation to the Funding Agreement 
would have to include the terms and conditions which the Department required to be flowed down. 

The Request for Proposal Process in 2017 

The objective of the request for proposal process was to enable a review of trauma specialist counselling 
skills available nationally so that Medibank could be confident it was providing the best possible trauma 
specialist counselling service and to understand and plan as to how it might meet future demand. 

The request for proposal process also provided an opportunity to enter into a new trauma specialist 
counselling subcontract that more accurately reflected the subcontracting arrangements under a First 
Response model and the flow down requirements under the Funding Agreement. 

To guarantee continuity of service whilst allowing adequate time for the request for proposal process 
to be finalised, Medi bank extended its existing subcontract with R&DVSA to 29 October 2017. As a result, 
an additional $1.92 million was paid to R&DVSA upfront to cover the period of the extension. 

R&DVSA took part in the request for proposal process, and was selected as the preferred respondent 
on the basis of proposals received. 

Although we were committed to the request for proposal process, our first priority is and has always 
been the effective delivery of the 1 BOORESPECT service, including the trauma specialist counselling 
service, for vulnerable Australians. 

Taking into account information obtained during negotiations at the time of implementing the First 
Response model, information obtained during the request for proposal process, and R&DVSA's 
historical and actual performance outcomes, Medi bank had significant concerns about the effectiveness 
of R&DVSA's service delivery, particularly call answer rates and waiting times. 

Our submission notes that: 

"The evaluation panel that considered R&DVSA's response to the request for proposal raised a 
number of concerns, including R&DVSA's limited capacity to address unanswered call volumes 
and to expand and scale the service to meet demand, as well as concerns regarding the content 
and rigour of R&DVSA's clinical guidelines and compliance with Australian privacy laws. 
Importantly, R&DVSA itself had indicated to the Australian Government that it would be unable 
to address the abandonment rate issue and that there would continue to be unacceptably long 
wait times for this important service." 

Medibank has consistently and unequivocally sought R&DVSA's involvement in the delivery of trauma 
specialist counselling services through the new panel arrangement. 

R&DVSA itself decided not to participate in the new panel arrangement. 
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MEDI BANK - ANSWERS TO QUESTIONS ON NOTICE FROM THE 
INQUIRY INTO NATIONAL OUTCOME 4 OF THE NATIONAL PLAN TO 

REDUCE VIOLENCE AGAINST WOMEN AND THEIR CHILDREN 

Question: 

Senator SINGH: What is the rationale behind your organisation producing a new best practice manual 
when there is already in existence a best practice manual for specialised sexual, domestic and family 
violence counselling? 

Senator SINGH: Was the decision made to go down the path, the long process, of creating a new best 
practice manual because the existing best practice manual has the RDVSA's name on it? 

Dr Swan: No. 

Senator SINGH: When will a new best practice manual be complete? 

Ms McMahon: The manual will be a living document that will continually be refined, improved, updated, 
to reflect the best clinical information. 

Senator SINGH: When will it be complete? When will we have a manual that this committee can look 
at? 

Dr Swan: We can provide you with what is currently live, what people are currently working with. As I 
said, that is not something that has been built overnight. It's been built from the expertise and 
information that we've collected for many years. What we are doing now is refining and further 
developing it. That is an ongoing process, but we can certainly provide you with a copy of our manual, 
our clinical governance framework, which is a substantial document with a lot of detail, and we can get 
that to you once we check issues around commercial-in-confidence. We just want to double-check that 
before we commit to releasing it here. 

Answer: 

Medibank is committed to ensuring effective and high quality counselling through 1800RESPECT, 
including the trauma specialist counselling service. 

Medibank's best practice manual is at Attachment A- note this document is provided to the committee 
in confidence and is not for public release. 

As 'best practice' evolves over time, the manual will continue to be developed by Medibank in 
consultation with all of the trauma specialist counselling not-for-profit providers. 

The manual guides counsellors and ensures a consistent, best practice approach for the delivery of 
trauma specialist counselling services. 

Further, the not-for-profit panel providers will collaboratively develop orientation and training materials 
for all counsellors and employees. 



Attachment A - Medibank's Best Practice Manual (provided in confidence and not for public 
release) 
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MEDI BANK - ANSWERS TO QUESTIONS ON NOTICE FROM THE 
INQUIRY INTO NATIONAL OUTCOME 4 OF THE NATIONAL PLAN TO 

REDUCE VIOLENCE AGAINST WOMEN AND THEIR CHILDREN 

Question: 

Ms McMahon: ... provide you with the specifics. From a competency perspective, it is very much the case 
that the trauma specialist counsellors are also highly qualified and have that three-year tertiary degree. 

CHAIR: Do the competency standards go only to qualifications or do they go to other questions? 

Ms McMahon: I will have to get you a copy and take that on notice. 

Answer: 

Refer to previous question. 



MEDI BANK - ANSWERS TO QUESTIONS ON NOTICE FROM THE 
INQUIRY INTO NATIONAL OUTCOME 4 OF THE NATIONAL PLAN TO 

REDUCE VIOLENCE AGAINST WOMEN AND THEIR CHILDREN 

Question: 

Senator KAKOSCHKE-MOORE: Just going back to the RDVSA manual for a moment, on notice, could 
you provide the committee with the edition you said that you have? We've got the third edition here. How 
did you come to possess it? Was it as a result of a request by Medi bank or was it offered? If it was as a 
result of a request by Medibank, what was the date the request was made and the date that you received 
the manual? I just want to get a better idea about how long you've had this for. 

Ms McMahon: I'm not aware. I would assume that it would be something that would be worked through 
in conjunction with the first response counsellors. 

Ms Cain: We'll take that on notice. 

Answer: 

Medi bank is aware of the 'Best Practice Manual for Specialised Sexual, Domestic Violence Counselling· 
produced by R&DVSA. 

The third edition of the R&DVSA manual was published in February 2016 and is publicly available for 
purchase. 

Medibank acquired a copy of the third edition of the R&DVSA manual in June 2016. 
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MEDI BANK - ANSWERS TO QUESTIONS ON NOTICE FROM THE 
INQUIRY INTO NATIONAL OUTCOME 4 OF THE NATIONAL PLAN TO 

REDUCE VIOLENCE AGAINST WOMEN AND THEIR CHILDREN 

Question: 

Senator KAKOSCHKE-MOORE: I think what it might be useful for the committee to understand is 
whether or not Medibank is making a profit from this particular aspect of your business. 

Ms Cain: Sure. Medibank ensures accountable-

Senator KAKOSCHKE-MOORE: 1800RESPECT only-I'm not talking about any of the other health 
services. 

Ms Cain: And I'm responding-happy to respond directly to that. Don't worry; I'm not going somewhere 
else. Medibank ensures accountable and transparent processes with the Department of Social Services. 
In line with our contract, Medibank supply the department with acquitted accounts on 30 November 
each year. These are independently audited before they're supplied to the department. These accounts 
detail how the funding was spent in the previous year. This includes a management fee allocation, which 
is profit before allocation of costs related to senior management oversight, those related to 
infrastructure and governance costs; MPL's intellectual property; return on invested capital; and 
accruals for redundancies should a fixed-term contract come to an end. Based on the most recently 
submitted financial accounts that have been acquitted to the department, which are the FY 2016 
numbers, the management fee was $950,000. Once the FY 2017 accounts are acquitted, finalised, 
audited and submitted to the department, Medibank would be most willing to supply these to the Senate 
1nqu1ry. 

Senator KAKOSCHKE-MOORE: How long will that take? 

Ms Cain: They're not due till 30 November, so 1 December. 

Senator KAKOSCHKE-MOORE: Okay. 

Answer: 

Medibank will provide its acquitted accounts to the Department of Social Services on 30 November, 
which has been standard practice since the 1800RESPECT contract was awarded by the Australian 
Government in 2010. 

Medibank notes the Inquiry into Delivery of National Outcome 4 of the National Plan to Reduce Violence 
Against Women and Their Children is scheduled to report on 27 November and, as such, Medibank will 
only be able to provide our acquitted accounts to the inquiry if its reporting date is extended. 



MEDI BANK - ANSWERS TO QUESTIONS ON NOTICE FROM THE 
INQUIRY INTO NATIONAL OUTCOME 4 OF THE NATIONAL PLAN TO 

REDUCE VIOLENCE AGAINST WOMEN AND THEIR CHILDREN 

Question: 

CHAIR: Is there a specific protocol around requests which may breach the privilege associated with 
support for sexual assault or other kinds of trauma? The issue is that there is a specific set of issues 
around this kind of information. You're saying you have a general legal protocol in place for the whole 
of your business-good. I'm asking for a specific legal protocol that you've put in place to make it clear 
to all staff in your legal team what the response will be if a request of this kind comes to the organisation. 

Ms McMahon: I believe there is, but could I take that on notice. I'm happy to provide you with a statement 
to that effect.... 

CHAIR: Look, it may well be incorrect. You may be able to say here that it is or isn't your intention. In a 
very large organisation, what matters is whether or not you've established some clear operating 
principle that will govern the actions of individuals who practically make decisions on a daily basis about 
these questions. There is a default position in many women's organisations that they will object to all 
such subpoenas. Is that the position for your organisation? 

Ms McMahon: We will object to a subpoena, certainly, but obviously we are subject to the laws and 
powers, as most people are. 

CHAIR: The question is how much resource and time you're prepared to expend. 

CHAIR: Ms McMahon, you've said you think you have a protocol in place to deal with this. Are you telling 
me that you have for certain or that you don't know? 

CHAIR: No-please answer the question. I want to know: is there a protocol in place to deal with these 
issues internally? 

CHAIR: But is there a written-down policy document? 

Ms Cain: I'm not aware of whether there is a dedicated document to this. I would like to add, however, 
that it's not a generic team of lawyers that works across Medi bank on all aspects. We have a dedicated 
team of lawyers specific to Medibank Health and a team within that team which is focused on services 
related to this area of the business, which 1800RESPECT falls within. I am extremely confident that 
there are appropriate measures in place to ensure that subpoenas are responded to appropriately and 
rejected should they need to be, based on risk based factors. 

Ms McMahon: As I said previously, I'm happy to get that to you. 

CHAIR: All right. If such a document exists, I think it would be helpful for the committee to see it. 

Answer: 

Medibank's submission at page 12 details our response to subpoenas. 

All requests for access to records held by Medibank are handled in accordance with Medibank's Privacy 
Access Procedure, a copy of which is attached as Attachment C. All records must be reviewed by the 
relevant Medical Advisor or Clinical Advisor before being released. In certain circumstances - including 
where the request is under subpoena or where Medibank proposes to refuse to provide records [for 
example, because of safety or privacy concerns] - the request is treated as 'high risk' and the Medical 



Advisor or Clinical Advisor must engage with Medibank Health's legal team to determine the 
appropriate course of action. The legal team considers options available to resist production of records 
on a case-by-case basis, in consultation with the clinical team. 

The legal team has an internal guidance note in place relating to the handling of subpoenas. This 
guidance note is at Attachment Band is equivalent to a 'protocol.' Relevantly, the guidance note calls 
out privilege I including client legal privilege and sexual assault communications privilege) as a ground 
which may be available to object to production of documents in certain cases. The legal team also has 
access to a document setting out the jurisdictional specifics for the sexual assault communications 
privilege, Attachment D. 

Medibank is also aware of the 'Managing legal requests for client files, subpoenas, and third party 
requests for psychological reports' professional practice guidelines from the Australian Psychological 
Society. Medibank's legal team would also have recourse to these guidelines if we received a subpoena 
requiring the production of call records relating to the 1 BOORESPECT service. 



Attachment B - Medibank's Internal Guidance Note on Responding to Subpoenas 

Attachment C - Privacy Access Procedure 

Attachment D - Sexual Assault Communication Privilege Across Australian Jurisdictions 
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 Contact an adverse party (that is, a party to the litigation who did not serve the subpoena) in 
an attempt to have that party exercise its rights against the party who issued the subpoena 
(see ‘Informally Contacting the Adverse Party’). 
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http://www.fmc.gov.au/forms/html/subpoena.html


time and cost involved in complying with the subpoena, and the public interest. In some cases, a court 
may consider it appropriate to set aside part of a subpoena to remove the oppressive effect that 
compliance with the whole of the subpoena may have on the recipient. 

It should also be noted that, if cost and expense is an issue in complying with a subpoena to produce, 
there is generally a mechanism for the issuing party to meet "reasonable loss or expense incurred" by 
the recipient in complying with the subpoena. 

Fishing 
This will occur if the purpose of the subpoena is to "fish for information" which may be relevant to the 
issuing party's case. The breadth of the subpoena will be a relevant consideration, and the main 
question the court will ask is whether the requested documents have any relevance to the proceeding. 

The Court's Decision 

If a court concludes that one or any of the grounds for the application to set aside are made out, the 
court will generally make an order that the subpoena constitutes an abuse of process and it will be 
set aside. If, however, a court does not grant an application to set aside a subpoena, you will need to 
comply with the subpoena by producing the requested documents to the court. 

Please note that production to a court does not automatically mean the parties can gain 
access to the documents. The court will still need to make a decision as to whether to allow 
the parties to inspect the documents. In this context, it is relevant to consider whether any 
objections to inspection should be made. 

Objection to Inspection 
Anyone who has a "suffi cient interest" in the information requested in the subpoena may generally 
object to a document being inspected by a/any party to the proceeding. These objections must be 
made in writing to the Registrar and must include the grounds of the objection . 

Upon receiving the objection , the Registrar must not permit any further inspection of the relevant 
document and must refer the objection to the court for hearing and determination. This objection must 
be made by means of application and should be supported by an affidavit which will set out the 
ground(sl of object ion. 

It is generally good practi ce to make the Notice of Objection at the same time as producing the 
documents, which will ensure that none of the parties are permitted to gain access to the documents 
before the objection is heard and determined by the Court. 

The two most common grounds which are r elied upon in objecting to inspection are that client legal 
privilege or public interest immunity attach to documents which have been produced. 

Client Legal privilege 

Objection to inspection on the basis that a document is subject to client legal privilege rests on an 
argument that the document conta ins a confidential communication between a client and lawyer fo r 
the dominant purpose of a lawyer provid ing lega l advice to the client and/or fo r the dominant pu rpose 
of the client being provided with professional legal services relating to a proceeding. 

Sexual assault communications privilege 

Objection to inspection on the basis that a document or recording is subject to sexual assault 
communications privilege rests on an argument that the document conta ins a confidential 
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The short answer is "yes". A subpoena to produce documents is an order issued by the Supreme Court of NSW. 
Failure to comply with a validly issued subpoena, unless lawfully excused , constitutes contempt of court . 

What do I need to produce? 
The subpoena will specify the relevant documents you must produce. If the request contained in the subpoena is 
very broad or vague, you have the right to apply to t he Supreme Court to have it set aside [see below). 
Documents can be produced ei ther by posting them to the Registrar of the Supreme Court two clear days before 
the return date or by attending the return of the subpoena in person at the Supreme Cou rt . The documents 
produced in answer to the subpoena should not be sent directly to the issuing party. 

When you send the documents to the Registrar of t he Supreme Court, ensure that they are accompanied by a 
copy of the subpoena with the section entitled "Declaration by Subpoena Recipient" duly completed. This invo lves 
setting out whether the documents are originals or copies and whether you wish them to be returned to you at the 
completion of the proceedings. Please note if you do not request the return of the documents in the declarati on, 
then Practice Note 18 states that the Supreme Cou rt will destroy the documents. 

It is permissible to produce electronic or soft copies of documents? 
The Issuing parties can specify on the subpoena whether electronic cop ies of documents can be produced instead 
of hard copies. Practice Note 18 states that these documents ca n be provided on a DVD, a CD or a USB device or 
can be emai led to the registry at supreme court@courts.nsw.gov.au. 

How much time do I have to comply with the subpoena? 
The date by which documents must be provided to the Registrar [the return date] is specified in the subpoena . 
This period of time can be as short as five business days from the date you are served w ith the subpoena. 

If you need more time to comply or have any other concerns about size or nature of the request , you should 
contact the issuing party [or thei r lawyers] and negot iate a revised date wit hin which to comply. However, if no 
agreement is reached then you must attend the ret urn of subpoena and make submissions to the Registrar as to 
why you should be given an extension of time. 

I have received a request for information without a subpoena? 
A document or other information may be soug ht without a subpoena, by means of a letter or oral request from a 
law enforcement agency such as t he police force or a statutory body, such as the ATO or the Vi ctorian Work Cover 
Authority. 

In such a case, care must be taken to ensure that personal information and health informat ion is only disclosed in 
accordance with the Information Privacy Principles in the Information Privacy Act and the Health Privacy 
Princip les in the Health Records Act. 

The body or its representat ive requesting the information should also state what statutory power is being r elied 
upon in requesting the information. 

I have been asked to give a verbal witness/ expert testimony 
If you agree to comply with the request, you will need to ensure you attend on the speci fied date, time and location 
of the deposition or trial. If the subpoena was to request a company officer, director or manag ing agent, the 
company should ensure that the appropriate witness has the requisi te knowledge about the topic stated in t he 
subpoena and appears to test ify. 

For high-level executives, the company will usually hi re a lawyer to attend and represent the w itness. For al l 
other employees the company should only appoint a lawyer if their test imony has the potential to affect the r ights 
or interests of the company. In add ition the request ing party should arrange for the request ing party to reimburse 
the witness for all reasonable expenses incurred. 

CARE - The witness should not review any 'privileged' documents, as this could risk waiving the privilege 
over those documents. 

I have been asked to appear in court to make a witness / expert evidence statement, and I am unable to 
attend? 

mailto:Supreme_Court@courts.nsw.gov.au
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Privacy Access Procedure 

1.1 Purpose and Scope 

This document describes the process staff must follow when a call or written request is received to access information held by Medibank Health Solutions. The 
process applies to requests by or on behalf of a client/patient or by a third party (such as the police or a lawyer representing the client/patient).  It also covers requests 
from lawyers and courts for MHS staff to attend court. 

1.2 Legislation Requirements 

This document addresses the information gathering, approval, release, payment and record requirements including any necessary interactions with key 
clients such as Healthdirect Australia.  It also addresses the information access and correction requirements of APP12 the Australian Privacy Act 1988 
(Cth) in relation to personal information held by Medibank Health Solutions. It also attends to the access and correction requirements of the Health 
Records Act 2001 (VIC) in Victoria, Health Records (Privacy and Access) Act 1997 (ACT) in the Australian Capital Territory and the Health Records and 
Information Privacy Act 2002 (NSW) in New South Wales in relation to health records held by Medibank Health Solutions. 

NOTE: Medibank Health Solutions is not directly required to respond to requests for information under the Freedom of Information Act 1982 (Cth). There should be 
no reference to Freedom of Information in any documentation provided to clients. 

1.3 Reasons why MHS may not give access to records 

Review Requests - On request by the individual, MHS is to give the individual access to the information, unless one of the following applies: 

 Serious Threat - Medibank believes that giving access would pose a serious threat to the life, health or safety of any individual, or of the public; or 

 Privacy of others - giving access would have an unreasonable impact on the privacy of other individuals; or 

 Frivolous requests - the request for access is frivolous or vexatious; or 

 Legal proceedings - the information relates to existing or anticipated legal proceedings between Medibank and the individual; or 

 Prejudicial to negotiations - giving access would prejudicially reveal the intentions of Medibank in relation to negotiations with the individual; or 

 Unlawful - giving access would be unlawful; or 

 Denial authorised by law - denying access is required or authorised by or under an Australian law or a court/tribunal order; or 

 Unlawful Activity - Medibank suspects unlawful activity, or serious misconduct of a serious nature and giving access would prejudice appropriate action; or 

 Enforcement activities - giving access would be likely to prejudice one or more enforcement related activities by an enforcement body; or 

 Commercially sensitive decisions - giving access would reveal evaluative information in connection with Medibank’s commercially sensitive decision; or 

 Information given in confidence– giving access to a health record would reveal information given in confidence by a person other than the individual, their 

guardian or health service provider.(Source: Health Records (Privacy and Access) Act 1997 (ACT), Health Records Act 2001 (VIC)) 
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2. Request to Access Information Procedure - Process 

 

ID Description Reference - Document Responsibility 

2.1 Request for records from Caller/Patient 

It is the responsibility of all staff to understand the requirements they must undertake when asked by a patient/caller for 
a copy of their records. All requests must be in writing and address the following criteria: 

 Name 

 Date of Birth 

 Address 

 Telephone number 

 MHS business unit or service to which the request relates 

 Reason for request 

 Previous residential address (if address in the case notes differs from current address) 

 Name of the person whose records they wish to access 

 

 

 

Request to Access 
Information–  Notification 
Form 

 

Request to Access 
Information Form 

 

 

 

 

 

 

All Staff 

 

 

 

 

 

 

 

 

 

 

http://hotwire/www/html/17594-privacy---request-for-release-of-medical-records-notification--form-aus.asp
http://hotwire/www/html/17594-privacy---request-for-release-of-medical-records-notification--form-aus.asp
http://hotwire/www/html/17594-privacy---request-for-release-of-medical-records-notification--form-aus.asp
http://hotwire/www/html/17594-privacy---request-for-release-of-medical-records-notification--form-aus.asp
http://hotwire/www/html/17592-privacy---request-to-access-information-form-aus.asp
http://hotwire/www/html/17592-privacy---request-to-access-information-form-aus.asp
http://hotwire/www/html/17592-privacy---request-to-access-information-form-aus.asp
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2.2 Advise the person making the requests that: 

 Requests must be made in writing and mailed / emailed to: 

Privacy Team 

Medibank Health Solutions 

PO Box 712, Osborne Park BC, WA, 6196  

Email: Privacy--MHS@medibank.com.au 

 Requests must be accompanied by certified photo identification, witnessed and signed by an Authorised 
Witness. Please see the Request to Access Information Form for a list of Authorised Witnesses. 

Fees 

There is no fee for making an information access request.  However, in some circumstances, an administration fee may be 
payable for the provision of some information. The administration fee: 

 applies where the production of the information requested is unduly onerous, and 

 is charged on a cost recovery basis only, and 

 may be waived at the discretion of the clinical director or privacy team on a case by case basis, having regard to the 
financial and personal circumstances of the requestor.   

Where a request for information will attract the administration fee, the person making the request should be: 

 advised of the administration fee, and  

 asked if they wish to proceed with their full request, or if they wish to amend it so as to reduce or eliminate the fee, 

before the work to produce the records requested is undertaken and the administration fee is applied. 

NOTE: All requests must be actioned as soon as possible to ensure Medibank Health Solutions can respond to the request 

within 14 days and provide access within 30 days from the date of the original request, if approved. 
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Privacy Access Requests – 
Costs & Fees Review 
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Privacy Team/ Head 
of Privacy / Legal 

mailto:Privacy--MHS@medibank.com.au
http://hotwire/www/html/17594-privacy---request-for-release-of-medical-records-notification--form-aus.asp
http://hotwire/www/html/17594-privacy---request-for-release-of-medical-records-notification--form-aus.asp
http://hotwire/www/html/17594-privacy---request-for-release-of-medical-records-notification--form-aus.asp
http://hotwire/www/html/22054-privacy-access-requests---costs--fees-review.asp
http://hotwire/www/html/22054-privacy-access-requests---costs--fees-review.asp
http://hotwire/www/html/22054-privacy-access-requests---costs--fees-review.asp
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2.3 Request for records from the Police 

If a police officer contacts a business unit and requests for the release of records: 

1. Complete and submit the Police Request for Information web form. The details of this form will be provided to 

the Privacy Team who will contact the Police Officer to discuss their request. 

2. Advise the requesting Police Officer “The Medibank Health Solutions Privacy Team will 

contact you as a priority during business hours to discuss your request” 

When notification of the Police request is received: 

1. Call (if the Officer is unavailable then email) the Police Officer as early as possible within business hours. 

2. Determine if the request for information relates to a Healthdirect Australia contract. 

Police Requests: Healthdirect Australia contract 

1. Advise the Police Officer to send their request for information to Healthdirect Australia Clinical Governance 

and Maureen Robinson: 

 clinical.governance@healthdirect.org.au 

 Maureen.robinson@healthdirect.org.au 

2. Within one business day of receiving the notification, advise the Relationship Manager that a Police Request 
has been redirected to Healthdirect Australia. 

Police Requests - All other contracts: 

1.   Advise the Police Officer that Medibank Health Solutions requires a Police - Request for Release of 

Information Form to be completed. 

2. Obtain the Police Officer's email address and email the Police Officer a copy of the. 

Police - Request for Release of Information Form. 

3. Advise the Officer to return the completed form to Privacy--MHS@medibank.com.au 

4. Determine if there has been an incident of concern, of which Medibank Health Solutions should be 

aware. Consult the Medical Advisor where required. 

5. If the request is a result of a complaint or incident, submit a complaints and incident (CCIM) form detailing 

available information. 

6. Notify the Medical Advisor of the request. 

CIM and Insurance notification 

NOTE: You must log a CIM Form when the Police report an unexpected death or a suicide. 

When notified by Privacy Team, complete an Insurance Notification if applicable. 

 

 

 

Privacy - Police 
Request for 
Information web form 

 

 

All Staff 

 

 

 

 

 

Privacy Team 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Medical Advisor 
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2.4 Requests from the Courts 

Request from the Family Court or any other Court 

1. Ensure requests from the Court are accompanied by a subpoena 

2. No fee applies 

3. Notify the Medical Advisor of the request 

Telephone Services: Call recording will only be provided to the police and courts, as required. 

  

 

Privacy Team 

2.5 Requests from Solicitors / Lawyers on behalf of clients 

Advise the Solicitor/Lawyer making the requests that: 

 Requests must be made in writing and mailed / emailed to Medibank Health Solutions:  

Privacy Team 

Medibank Health Solutions 

PO Box 712, Osborne Park BC, WA, 6196 Email: Privacy--

MHS@medibank.com.au 

 The request from the solicitor/lawyer must also be accompanied by the client's written consent for Medibank Health 
Solutions to provide all the relevant information. 

Fees 

There is no fee for making an information access request.  However, in some circumstances, an administration fee may 
be payable for the provision of some information.  

The administration fee: 

 applies where the production of the information requested is unduly onerous, and 

 is charged on a cost recovery basis only, and 

 may be waived at the discretion of the clinical director or privacy team on a case by case basis, having regard to the 
financial and personal circumstances of the requestor.   

Where a request for information will attract the administration fee, the person making the request should be: 

 advised of the administration fee, and  

 asked if they wish to proceed with their full request, or if they wish to amend it so as to reduce or eliminate the fee, 

before the work to produce the records requested is undertaken and the administration fee is applied. 

CIM and Insurance notification 

When notified by Privacy Team, log a CIM Form and lodge an Insurance Notification if applicable. 

  

 

Privacy Team 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Medical Advisor 
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2.6 Other Requests: Health Departments, Coroners, HCCC and other Regulatory Bodies 

If a Regulatory Body etc., contacts a business unit and requests the release of records: 

1. Complete and submit the Other Request for Information web form. The details of this form will be provided to 

the Privacy Team who will contact the Requestor to discuss their request for information. 

2. Advise the requestor: “The Medibank Health Solutions Privacy Team will contact you as a priority during 
business hours to discuss your request” 

When notification of the Other Request is received: 

1. Call (if the Requestor is unavailable then email) the Requestor as early as possible within business hours. 

2. Determine if the request for information relates to a Healthdirect Australia contract or other contract. 

Other requests: Healthdirect Australia contract  

1. Advise the Requestor to send their request for information to Healthdirect Australia Clinical Governance 
and Maureen Robinson: 

 clinical.governance@healthdirect.org.au 

 Maureen.robinson@healthdirect.org.au 

2. Within one business day of receiving the notification, advise the Relationship Manager that a request has been 
redirected to Healthdirect Australia, ensure all known details are provided in the notification. 

Other requests: all other contracts 

1. Advise the Requestor to send any relevant paperwork relating to their request to: 

Privacy Team 

Medibank Health Solutions 

PO Box 712, Osborne Park BC, WA, 6196 Email: Privacy--

MHS@medibank.com.au 

2. Determine if there has been an incident of concern, of which Medibank Health Solutions should be 

aware. Consult the Medical Advisor where required. 

3. If the request is a result of a complaint or incident, submit a complaints and incident (CCIM) form detailing 

available information. 

4. Notify the Medical Advisor of the request.  

CIM and Insurance notification 

NOTE: You must log a CIM Form when the Police report an unexpected death or a suicide. 

When notified by Privacy Team, complete an Insurance Notification if applicable. 

Privacy – Request for Other 

Information Web Form 

 

All Staff 

 

 

 

 

 

 

 

 

Privacy Team 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Medical 
Advisor 
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2.7 Statutory Declarations 

Through the course of their employment, an employee may be required to provide, or may be requested to witness, a 
statutory declaration. 

A statutory declaration is a written statement that a person signs and declares to be true and correct before an authorised 
witness. 

By signing the Statutory Declaration, the staff member agrees that the information in the document is true, and the staff 
member can be charged with perjury if the information is incorrect. 

It must contain an acknowledgement that it is true and correct and is made in the belief that the staff member making a false 
declaration is liable to the penalties of perjury. 

 

Statutory Declaration Fact 
Sheet Access to 
Information Form & 
Authorised Witness List. 

 

Staff Member 
/ Privacy 
Team 

 

http://hotwire/www/html/21692
http://hotwire/www/html/21692
http://hotwire/www/html/17592
http://hotwire/www/html/17592
http://hotwire/www/html/17592
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3.  Process to Review and Approve the Release of Medical Records 

 
ID Description Reference Document Responsibility 

3 Process to Review and Approve the Release of Medical Records 

On receipt of a Request to Access Information Form: 

1. Log request details the MHS Privacy Request Tracking sheet on V: drive. 

Liaise with relevant Team Leader /Manager to have records copied and sent by email to Privacy--

MHS@medibank.com.au. 

2. Check all documents for patient/examinee ID prior to sending documents. 

3. Print medical records and/or encounter documents approved for release. 

4. When printing personal records use the Locked Print Job option or an isolated printer. 

5. De-identify staff on all records for general public requests. 

6. Make any changes requested by Medical Advisor, Clinical Advisor or Legal. 

7. Use standard template located in V: Drive to prepare covering letter. Print all requests on MHS 

letterhead. 

8. Complete receipt and accounts receivable template and forward it and any monies received to finance 

for banking. 

9. All requests for records are post “Registered Post” ONLY. 

NOTE 1: Police receive a disk with call recordings and encounter documents.  

NOTE 2: Call recordings never released except to police and the courts 

NOTE 3: If advice is required, Privacy Team to contact the Head of Privacy – privacy@medibank.com.au) 

Medibank Health Solutions will respond to the request within 14 days and will provide access within 30 days 
from the date of the original request if approved. 

  

 

Privacy Team 

3.1 Medical or Clinical Advisor - Review of Records 

The Privacy Team will send the records to the relevant Medical or Clinical Advisor for a clinical review. 

Note: The records cannot be released without the permission of the relevant Medical or Medical Advisor and the 

Relationship Manager. 

Email outcome to Privacy--MHS@medibank.com.au clearly indicating any requested changes or records not to 

be released. 

  

 

Medical Advisor 

mailto:Privacy--MHS@medibank.com.au
mailto:Privacy--MHS@medibank.com.au
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3.2 Legal – Review of Records 

The Medical or Clinical Advisor will engage with the Legal team in relation to any High Risk Request. 

A High Risk Request for the purposes of this procedure is a request to access call records or health records 

held by MHS in any one or more of the following circumstances: 

1. where MHS proposes to refuse to provide the records in accordance with privacy or health 

records legislation; 

2. where the request relates to a complaint or clinical incident (including a clinical complaint, 

near miss or adverse incident); 

3. where the request is for a statement or evidence beyond the call records or health records; 

4. the request relates to a matter that has come to the attention of the media, or could 

reasonably be expected to come to the attention of the media, and/or adversely affect the 

reputation of Medibank, MHS or MHS’ client; 

5. the request is under subpoena (criminal or civil), is from a Government agency, a solicitor, a 

coroner or federal, state or territory police; 

6. the request is under federal, state or territory freedom of information legislation; or 

7. the request is from a stakeholder within the health industry (for example, a patient advocacy 

group, peak body, health organisation, hospital, GP clinic or ambulance service). 

Note: the Legal team will consider options available to resist production of records on a case by case basis, and 

will advise the Privacy Team and the Medical/Clinical Advisor accordingly. 

  

 

Legal team 

3.3 Relationship Manager - Review of Records 

Email outcome to Privacy--MHS@medibank.com.au clearly indicating any requested changes or records not to 
be released. 

Where necessary the RM will notify the Client of written privacy request and if applicable seek permission to 

release the information. 

  

 

Relationship Manager 
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3.4 Healthdirect Australia Client 

All requests for records for Healthdirect Australia are to be reviewed and assessed to determine whether the 
request is a High Risk or a Non-High Risk Request (see High Risk Criteria below). 

High Risk 

 The Relationship Manager must notify Healthdirect Australia Ltd in writing at least 48 hours prior to any 

correspondence or interaction with the requestor relating to the decision to release the records or not. 

 The Relationship Manager/Privacy Team completes the release of records process. 

 All correspondence must be on the Medibank Health Solutions letterhead. 

 The Relationship Manager sends email confirmation of process completion to the Clinical Governance 

team at Healthdirect Australia Ltd. 

Non-High Risk 

 The Relationship Manager/Privacy Team completes the record request process. 

 All correspondence must be on the Medibank Health Solutions letterhead. 

 The Relationship Manager sends an email confirmation of process completion to the Clinical 

Governance team at Healthdirect Australia Ltd. 

High Risk Criteria 

A High Risk Request for the purposes of this procedure is a request to access call records or health records held 

by the Service Provider in any one or more of the following circumstances: 

 Where the Service Provider proposes to refuse to provide the records in accordance with privacy or 

health records legislation. 

 Where the request relates to a complaint or clinical incident (including a clinical complaint, near miss or 

adverse incident). 

 The request is for a statement or evidence beyond the call records or health records. 

 The request relates to a matter that has come to the attention of the media, or could reasonably be 

expected to come to the attention of the media, and/or adversely affect the reputation of Healthdirect 

Australia. 

 The request is under subpoena (criminal or civil), is from a Government agency, a solicitor, a coroner or 

federal, state or territory police. 

 The request is under federal, state or territory freedom of information legislation. 

The request is from a stakeholder within the health industry (for example, a patient advocacy group, peak body, 
health organisation, hospital, GP clinic or ambulance service). 

 

 

 

Request to Access Information–  
Notification Form 

 

Request to Access Information 

Form 

 

 

Relationship Manager 
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4.  Requests for staff to complete a statement or to attend court 

 
ID Description Reference Document Responsibility 

4.0 Requests for staff to complete a statement or to attend court 

 Police Statement: The police may request a staff member to complete a Witness statement when they 

have been involved with a case that is going to court. Refer to the MHS Witness Statement Template. 

 Court: When staff receive notification they are required for a court case, they scan and email to 

notification to the Privacy Coordinator at Privacy--MHS@medibank.com.au 

 The Privacy Team will obtain the relevant case notes and forward to Legal, if required. 

 The Privacy Team will forward the records and the guidance tool to the staff member to review prior to 

the court date. 

 The Privacy Team will liaise with Legal to determine if the Request for staff to attend court letter is to 

be used. 

 The Legal / Management Representative will meet with the staff member to provide support prior to 

the court case, if required. 

 

 

 

Request for Staff to Attend 

Court Letter (AUS) 

 

Giving Expert Evidence in 
Civil and Criminal 
Proceedings 

 

Witness Statement Template 

 

 

Privacy Team 

 
5.  Unusual Requests 

 

ID Description Reference Document Responsibility 

5.1 Unusual privacy issues or specific problems: refer the issue to the Privacy Team: Privacy--

MHS@medibank.com.au 

Request to Access Information 

Form 

 

5.2 Requests made under the Commonwealth Freedom of Information Act must be referred to the Privacy 

Team: Privacy--MHS@medibank.com.au  
  

5.3 Requests for records of deceased persons 

The Privacy Act 1988 (Cth) only applies to the living person and does not address the situation of the deceased 

patient’s medical records. 

It is reasonable to give access to the medical records of the deceased patient to the named executor of the 

estate of the deceased person. 

NOTE: The executor could apply for a copy of the records on behalf of the individual. 

  

 

mailto:Privacy--MHS@medibank.com.au
http://hotwire/www/default.asp?intSiteID=1&amp;guiValue=7F3E56D3-551D-4E79-950C-221598886A26
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http://hotwire/www/default.asp?intSiteID=1&amp;guiValue=CFAA0FDA-7A0F-43A5-81D4-852D04CE694D
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Flowchart 
Privacy – Access to Information Flowchart 

http://hotwire/www/html/17513-privacy---access-to-information-flowchart-aus.asp
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SUMMARY OF SEXUAL ASSAULT COMMUNICATIONS PRIVILEGE IN AUSTRALIAN JURISDICTIONS (16 June 2016) 
 

 CTH ACT QLD NSW NT SA TAS VIC WA 

Criminal – 
Preliminary 
Proceedings 
(eg. 
committal, 
bail) 

No specific 
provision 

Yes 
Evidence 
(Miscellaneous 
Provisions) Act 
1991 (ACT) s 57 
 

• A person 
cannot be 
required to 
produce a 
document 
recording a 
“protected 
confidence”  
 

Definitions: s 54 
and 55 
 

• Must be made 
by, to or about 
an (alleged) 
victim of a 
sexual offence 
to a counsellor 
 

• Includes 
communicatio
n before 
offence 
allegedly 
occurred 
 

• Applies even if 
the 
counselling is 
not made in 
connection 
with an 
alleged sexual 
assault 

No specific 
provision 

Yes 
Criminal 
Procedure Act 
1986 (NSW) 
s 297 
 

• Cannot 
compel or 
seek to 
compel using 
a subpoena 
(or other 
procedure) a 
person to 
produce a 
“protected 
confidence”   

 
Definitions: s 296 
 

• Must be made 
by, to or about 
an (alleged) 
victim of a 
sexual assault 
offence to a 
counsellor 
 

• Includes 
communicatio
n before 
offence 
allegedly 
occurred 
 

• Applies even if 
the 
counselling is 
not made in 
connection 

Yes 
Evidence Act 
s 56B 
 

• “Confidential 
Communicatio
n” not subject 
to discovery, 
pre-hearing or 
pre-trial 
disclosure or 
inspection, not 
admissible in 
committal 
proceedings 

 
Definitions: s 56A 
 

• Must be made 
by, to or about 
a victim of a 
sexual assault 
offence to a 
counsellor 
 

• Includes 
communicatio
n before 
offence 
allegedly 
occurred 
 

• Applies even if 
the 
counselling is 
not made in 
connection 
with an 
alleged sexual 
assault 

Yes 
Evidence Act 
1929 (SA) s 67E 
and s67F 
 

• Communicatio
n relating to 
(alleged) 
victim of a 
sexual 
offence, if 
made in a 
‘therapeutic 
context’ is 
protected by 
public interest 
immunity. 
 

• Immunity 
cannot be 
waived by 
counsellor, 
party to the 
communicatio
n or (alleged) 
victim 
 

• Entirely 
inadmissible 
in committal 
proceedings  
 

Definitions: s 67D 
and s67E 

• “Therapeutic 
context” is 
defined as a 
communicatio
n made to 
enable a 

Yes 
Evidence Act 
2001 s 127B(3) 
 

• Communicatio
n must not be 
adduced or 
admitted in 
any criminal 
proceedings 
unless victim 
has 
consented. 

 
Definitions: 
s 127B(1) 
 

• Communicatio
n made 
between a 
victim of 
sexual offence 
and a 
counsellor in 
the course of 
counselling  
 

• Includes 
communicatio
n made in 
relation to that 
victim for the 
purposes of 
counselling 
 

• Counselling 
communicatio
n must not be 
disclosed in 
any criminal 

Yes 
Evidence 
(Miscellaneous 
Provisions) Act 
1958 (VIC) s 32C 
 

• Cannot 
compel or 
seek to 
compel using 
a subpoena 
(or other 
procedure) a 
person to 
produce a 
“confidential 
communicatio
n” unless the 
court grants 
leave 

 
Definitions: s 32B 
 

• Must be made 
by, to or about 
an (alleged) 
victim of a 
sexual assault 
offence to a 
counsellor 
 

• Includes 
communicatio
n before 
offence 
allegedly 
occurred 
 

• Counsellor 
may with the 

Yes 
Evidence Act 
1906 (WA) s 19C 
 

• A person 
cannot be 
required to 
produce a 
document 
recording a 
“protected 
communicatio
n” without 
leave of the 
court 

 
Definitions: s 19A 
 

• Must be made 
by, to or about 
a complainant 
to a counsellor 
 

• Includes 
communicatio
n before 
offence 
allegedly 
occurred 
 

• Applies even if 
the 
counselling is 
not made in 
connection 
with an 
alleged sexual 
assault 
offence 
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 CTH ACT QLD NSW NT SA TAS VIC WA 

offence 
 

• Presence of 
third party 
support 
person does 
not negate 
privilege if the 
presence was 
to assist the 
counselling 
process 
 

• Includes 
counsellor-
counsellor 
communicatio
ns if both have 
counselled 
that person 

 

with an 
alleged sexual 
assault 
offence 
 

• Presence of 
third party 
support 
person does 
not negate 
privilege 
 

• Includes 
counsellor-
counsellor 
communicatio
ns if both have 
counselled 
that person 
 

offence 
 

• Presence of 
third party 
support 
person does 
not negate 
privilege 
 

• Includes 
counsellor-
counsellor 
communicatio
ns if both have 
counselled 
that person 

 

counsellor or 
therapist to 
assess the 
nature and 
severity of the 
trauma, 
psychological 
or emotional 
harm 
 

• Includes for 
the purposes 
of psychiatric 
or 
psychological 
therapy 
(defined as 
including 
counselling) 
 

• Circumstance
s must give 
rise to a duty 
or reasonable 
expectation of 
confidentiality 

proceedings 
 

leave of the 
court appear 
to make 
submissions 
 

• Presence of 
third party 
support 
person does 
not negate 
privilege if the 
presence was 
necessary to 
further the 
counselling 
process 
 

• Wider than 
other 
jurisdictions in 
that it covers 
communicatio
n made in 
confidence by 
a support 
person in the 
course of 
counselling 
(parent/carer/
other support 
person) 
 

• Includes 
counsellor-
counsellor 
communicatio
ns if both have 
counselled 
that person 
 

• Presence of 
third party 
support 
person does 
not negate 
privilege  

 

Criminal –
Other 
Proceedings 
(eg. trial) 
 

No specific 
provision 

Yes 
Evidence 
(Miscellaneous 
Provisions) Act 
1991 (ACT) 
s 58 
 
Unlike the 
preliminary 
proceedings, the 
court can grant 
compel 

No specific 
provision 

Yes 
Criminal 
Procedure Act 
1986 (NSW) 
s 298 
 
Unlike the 
preliminary 
proceedings, the 
court can grant 
leave to compel 
production. 

Yes 
Evidence Act s 
56B 
 
Not to be 
adduced or 
produced as 
evidence at 
hearing or at trial 
without leave of 
the court 

Yes  
Evidence Act 
1929 (SA) s 67E 
and s 67F 
 
Permission of the 
court may make 
the evidence 
admissible 

Yes 
Evidence Act 
2001 s 127B(3) 
 
As per preliminary 
proceedings. 
 

Yes 
Evidence 
(Miscellaneous 
Provisions) Act 
1958 (VIC) s 32C 
 
As per preliminary 
proceedings. 
 

Yes 
Evidence Act 
1906 (WA) s 19C 
 
As per preliminary 
proceedings. 
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 CTH ACT QLD NSW NT SA TAS VIC WA 

production. 
 
Definitions: s 54 
and 55 
Requirements are 
as above 

 
Definitions: s 296 
Requirements are 
as above 

Civil No specific 
provision 

No specific 
provision 

No specific 
provision 

Yes 
Evidence Act 
1995 (NSW)  
s 126H 
 
Privilege applies if 
substantially 
same acts are in 
issue that were in 
issue in the 
criminal 
proceeding 

No specific 
provision 

No specific 
provision 

No specific 
prevision 

Yes  
Evidence 
(Miscellaneous 
Provisions) Act 
1958 (VIC) s 32C 
 
Privilege applies 
to any “legal 
proceeding”. 
Definition in s 3 
provides for “any 
civil criminal or 
mixed 
proceeding” 

No specific 
provision 

Family Court No specific 
provision 

Not applicable Not applicable Not applicable Not applicable Not applicable Not applicable Not applicable Not applicable 

 
• Note that for Family Court matters, evidence is governed by both the Evidence Act 1995 (Cth) and the Family Law Act 1975 (Cth). 
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