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Thank you for providing us the opportunity to present our views and to address your questions 
on the “Internet Search Engine Services Online Safety Code and the under 16 social media ban”. 
 
Google and YouTube take seriously their responsibility to keep younger users safe and are 
committed to working with governments and regulators to find the right solutions. YouTube has 
invested heavily in designing age-appropriate products and industry-leading content controls 
and tools that allow parents to make choices for their families, but forcing kids to use YouTube 
without an account removes these parental controls and safety filters. YouTube is used by 
millions of Australian children for education, growth, and wellbeing. Well-crafted legislation can 
build on industry efforts to keep children and teens safer online, but the solution is not stopping 
them from being online, it’s about making sure platforms have relevant guardrails in place and 
empowering parents with the tools and confidence they need to guide their children’s online 
experiences.  
 
Through this submission we take the opportunity to address the questions taken on notice and 
issues raised during our appearance.  
 

1.​ What feedback has Google provided to the eSafety Commissioner about the need 
to protect a person’s right to privacy in relation to the Internet Search Engine 
Code and the other codes that are being developed? 

 
Our involvement in the code development process was through our engagement with 

 



 

DIGI.  
 

While a good understanding of user age can help online services offer age-appropriate 
experiences, any method to determine the age of users across services comes with 
tradeoffs, such as intruding on privacy interests, or requiring more data collection 

 
Industry raised concerns about the appropriateness of different age assurance 
mechanisms across various codes with the eSafety Commissioner (eSafety) during the 
code development process.  For example, in relation to the Search Code, concerns 
were raised specifically about the need to preserve the ability for users to anonymously 
search for legal content via a logged out state.   

 
2.​ When it comes to an individual's privacy, which codes that the eSafety 

Commissioner has either already put in place, or has asked to be developed, have 
the potential to impinge on someone’s privacy? Can you provide some practical 
examples? 
 
Privacy is at the heart of everything we do at Google. As we design our products, we 
focus on three important principles: keeping information safe, treating it responsibly, 
and putting the user of the product in control. 

  
As noted in response to question 1, while a good understanding of user age can help 
online services offer age-appropriate experiences, any method to determine the age of 
users across services comes with tradeoffs, such as intruding on privacy interests, or 
requiring more data collection. 

 
Each of the Codes recently registered by eSafety seeks to balance these tradeoffs.  For 
example, requirements to conduct age assurance for certain services under the 
‘Designated Internet Services Code’ apply only to services that present a high risk of 
minors accessing adult material.  
 

3.​ Why did the eSafety Commissioner designate YouTube a social media platform 
rather than a video streaming sharing service? 

 
eSafety has provided its preliminary assessment that YouTube is an age-restricted 
social media platform. eSafety is best placed to explain the basis of its assessment. 
 

4.​ Protections available for users logged into accounts owned by adults  
 
As stated in the hearing, we take seriously our responsibility to promote positive online 
experiences and to help keep our younger users safe.  This is an area in which we have 
long invested, working closely with experts and families to develop age-appropriate 
products and protections that align with kids and teens developmental stages and the 
tools that give families the flexibility to manage their unique relationships with 
technology.   
 



 

We put in place automatic protections for kids and teens accessing our services 
through their own account.  For example, our SafeSearch feature helps filter out explicit 
results on our search engine for account holders under the age of 18. As such, we 
recommend that kids and teens use our services when logged into their own account to 
provide a safer and more age appropriate experience.   

 
Alternatively, we recommend that parents use our free Family Link product to create 
and supervise accounts for their children.   
 

5.​ List of banned products that Google restricts from being advertised to children 
and the basis of jurisdiction on which they have been developed. 
 
We do not allow personalised advertising (i.e. ads that are tailored to an individual’s 
characteristics, interests or behaviours) and we restrict sensitive ads categories such as 
Counterfeit Goods, Dangerous Products (weapons, drugs, tobacco), Content Enabling 
Dishonest Behavior (hacking, cheating), Inappropriate Content (hate speech, shock 
content), and Deceptive Practices (malware, cloaking, lying about the product)for all 
account holders under 18. You can read more about our ads protections for kids and 
teens here.  

 
 Our Ads policies also prohibit or restrict advertising for various items, services, and 
practices due to concerns about safety, fraud, and user experience for all users. The 
content, products, and practices strictly prohibited or considered violations under 
Google Ads policies include: 

●​ Prohibited Products & Content: 

Illegal goods/services, dangerous products (drugs, weapons), counterfeit items, 
inappropriate content (hate speech, explicit material), and harmful "detox teas." 

●​ Prohibited Business Practices: Google bans misleading tactics and ad network 
exploitation: 

Dishonest behaviour (scams, phishing), deceptive/offensive content, misrepresentation 
(omitting info, false claims like "miracle cure," fake testimonials, exaggerated results), 
hidden information (fees, terms), implied affiliations, bait-and-switch, deceptive 
checkout/billing, dishonest pricing (exploiting vulnerable individuals, unclear free trials), 
and ad network abuse (cloaking, keyword stuffing). 

Our policies are created after careful research, engaging with experts, and, when 
appropriate, we consider relevant laws. As the landscape changes, our policies evolve – 
helping to prevent abuse while allowing businesses and creators to reach new 
audiences and grow. 



 

 We are constantly staying abreast of breaking events to make sure our policies are in 
the right place. 

6.​ Data Google collects from users under the age of 16. 

During the hearing, we clarified that we treat users under 18 as minors, and do not have 
separate treatments for users under 16. The information we collect is described in the 
Google Privacy Policy. ​
 
We do not require users to provide more personal information than is reasonably 
necessary to use the Google products and services available for their accounts, 
consistent with Australian privacy law. 

 
Importantly, Google prohibits personalized advertising to minors, which means ads will 
not be based on personal information from a minor’s account. 

 
We publish a Teen Privacy Guide to help teens learn more about our practices and 
privacy settings. 
 

7.​ Personalised recommendations for users under 18 years of age. 
 
Personalization is what organizes a massive amount of information into something 
manageable and usable – making it easier and faster for everyone to find what’s most 
helpful and meets their needs.  

 
Alternative methods of organization are far less likely to be useful or valuable for 
viewers. 

●​ Chronological feeds can lead to spam and low quality content surfacing higher 
in results. This could also make it easier for bad actors to take advantage of 
chronological ordering to reach more consumers with low quality or potentially 
harmful content. 

●​ Trending feeds may not be relevant or useful for users. 
●​ And contextual recommendations do not reflect an understanding of the user’s 

journey or content needs, and can further contribute to filter bubbles and 
exposure to less diverse content. 

 
Users can see and feel the benefit of personalisation in many ways, including the safer 
online environment that comes from the filtering of spam and inappropriate content.  

 
This is particularly true for kids and teens.  Our recommendations system plays an 
important role in how we maintain a responsible and enriching platform for younger 
users. It helps to connect them to high-quality content - informed by quality principles 
developed in collaboration with independent child development and digital wellbeing 
experts and minimises the chances they’ll see low quality content. 
 
Further information about how recommendations work on YouTube is available here.  



 

 
8.​ Effect of deleting YouTube search or watch history 

 
If a user deletes their YouTube search or watch history, our algorithms stop using that 
data for the purpose of recommending videos.  
 

9.​ Number of YouTube accounts currently in Australia 
 
Google shared in February 2025 that we would soon introduce technology that would 
distinguish between younger users and adults and we have since begun to roll out this 
technology in the US.  
 
Our age estimation model uses machine learning to interpret a variety of signals already 
associated with a user's account, such as the types of information a user has searched 
for or the categories of videos they've watched on YouTube. These signals help us 
determine whether a user is likely over or under the age of 18. 
 
For September 2025 in Australia, the number of daily average (logged-in) viewers was 
over 11 million. 
 

10.​Number of accounts that YouTube has data on to age-verify, and the breakdown is 
of content consumed in Australia as logged-in users versus logged-out users. 
 
For September 2025 in Australia, approximately 80% of watch time came from 
logged-in viewers. 
 

11.​ Use of data collected before a user turns 18. 
 

Once a user turns 18, we use account information, such as age and gender to 
personalise advertising. However, we do not use information from their use of our 
services before they turn 18.  

 
12.​Litigation against the Australian Government. 

 
Google has made clear to the Government and the eSafety Commissioner its position 
that, on a proper construction of the law, YouTube is not an age-restricted social media 
platform. Google continues to engage on this issue. Please find enclosed our 
correspondence with the Minister for Communications as of 13 October 2025 at Annex 
1. 

 
13.​Under 16 social media ban 

 
Please find enclosed our correspondence with the eSafety Commissioner as of 13 
October 2025 at Annex 2. 

 



 

14.​Representations by Google to the Australian Government on Text and Data mining 
exemption. 
 
This matter falls outside of the scope of the Senate inquiry but Google was pleased to 
participate and respond to questions during the hearing. That said, Google is happy to 
reiterate the following information on this issue, which we have previously shared in 
submissions to government consultation processes: 

 
Google believes that the adoption of technology including AI will bring great 
opportunities to Australians, its businesses and society as a whole. Whether it be 
through drug discovery, tailored cancer treatment, personalised hearing devices or 
helping to restore Giant Kelp forests along the coast of Australia. In order to develop AI, 
significant quantities of data is needed and we believe this technology will be crucial in 
scientific discovery and productivity gains. We have set this perspective out in previous 
submissions to Government, below: 

 
●​ Select Committee on Adoption Artificial Intelligence - Submission 
●​ Productivity Commission Harnessing data and digital technology - Submission 

 
15.​Legislative framework to Protect Teens Online 

 
Google and YouTube have shared a Legislative Framework for Children and Teens Online, 
which outlines some principles for laws seeking to improve online experiences and keep 
kids and teens safer when using the internet.  This Framework is intended to contribute to 
global conversations about building good legislative models that can help hold 
companies responsible for promoting safety and privacy, while enabling access to richer 
experiences for children and teens.  
 

16.​VVR and Transparency Report  
 
YouTube strives to remove content that violates our Community Guidelines before 
users are exposed to this content. To measure our progress on removing violative 
videos, we have developed a metric called Violative View Rate (VVR). This metric 
estimates the percentage of views on violative videos. In order to calculate Violative 
View Rate, we take a sample of the views on YouTube and send the sampled videos for 
review. Once we receive the decisions from reviewers about which videos in the sample 
are violative, we aggregate these decisions in order to arrive at our estimate. YouTube 
consistently makes improvements to our methodology to more accurately calculate 
VVR. In Q2 2025, VVR is at 0.14%–0.15%, meaning that for every 10,000 views of 
content on YouTube globally, 14-15 of those were of violative content. 
 
We provide an updated VVR each quarter as part of our Community Guidelines 
enforcement report, available here.    

 
Thank you. 
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