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Senator Helen Polley
Chair of the Senate Standing Committee for the Scrutiny of Bills

Parliament House
CANBERRA ACT 2600

Dear Chair

I refer to the Senate Standing Committee for Scrutiny of Bills’ Report 10 of 2017 tabled on 6
September 2017, which includes a report on the Anti-Money Laundering and Counter-
Terrorism Financing Amendment Bill 2017.

I would like to take this opportunity to thank the Committee for its consideration of the
compatibility of the Bill with Australia’s human rights obligations.

I provide the enclosed additional information in response to the Committee’s requests for
further advice on certain aspects of the Bill.

I trust this additional information is of assistance,

Yours sincerely

Michael Keenan

Encl: Response to the Senate Standing Committee for Scrutiny of Bills’ Report 10 of 2017,
concerning the Anti-Money Laundering and Counter-Terrorism Financing Amendment Bill
2017
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Strict liability offences

Item 20, proposed section 76A of the Anti-Money Laundering and Counter-
Terrorism Financing Bill 2017

The committee requests the Minister's advice as to the grounds for penalising persons
lacking fault in respect of providing a digital currency exchange service without being
registered (including providing any examples of where a person could unintentionally
provide a digital currency exchange).

Minister for Justice’s response:

As noted in the Explanatory Memorandum and the Second Reading Speech, international
organisations such as the Financial Action Task Force have identified high money laundering
and terrorist financing risks associated with digital currencies. Digital currency exchanges are
an emerging industry with new technologies that have been operating without any regulatory
oversight since their inception. The offence for providing digital currency exchange services
without being registered with AUSTRAC is an important sanction to ensure that the
regulation of this sector is effective. Members of this emerging industry should not be able to
avoid liability by arguing that they did not know that they had obligations under the Anti-
Momney Laundering and Counter-Terrorism Financing Act 2006 (‘ AML/CTF Act’) to register
with AUSTRAC.

The provisions relating to digital currency exchange providers, including the offence in
proposed section 76A, have been closely modelled on the existing provisions in the
AML/CTF Act relating to remittance providers. The decision to impose strict liability is not
taken lightly, and there are a number of safeguards. Firstly, the defence of honest and
reasonable mistake of fact is available. Secondly, AUSTRAC has a range of enforcement
powers available, including infringement notices, civil penalty orders and criminal sanctions.
In most cases of inadvertent non-compliance with AML/CTF obligations, AUSTRAC would
seek to work with the reporting entity to encourage compliance. Thirdly, there will be a
transition period before commencement of the provisions, enabling AUSTRAC and the
Attorney-General’s Department to educate and work with industry to adjust their existing
systems and take the time to understand their obligations before the digital currency exchange
provisions commence.

As noted above, where instances of non-compliance are identified, AUSTRAC would have
regard to relevant facts and circumstances and consider the most appropriate mechanism to
address the issue. The offence provisions are part of the available tools, and would be used
sparingly to address cases of serious and/or systemic non-compliance with AML/CTF
obligations.

Significant matters in delegated legislation

Item 20, proposed sections 76K and 76L of the Anti-Money Laundering and
Counter-Terrorism Financing Bill 2017

The committee's view is that significant matters, such as the grounds on which
suspension decisions may be made, the criteria for determining applications for renewal
and whether decisions to suspend or not renew registration should be subject to review,
should be included in primary legislation unless a sound justification for the use of
delegated legislation is provided. In this regard, the committee requests the Minister's
detailed advice as to:



* why it is considered necessary to leave details about renewal and suspension of
registrations to delegated legislation;

» if significant matters are to be included in delegated legislation, why it is
appropriate to include these in rules rather than regulations;

» why the bill only provides that the rules may provide for the review of decisions
relating to suspension and applications for renewal, rather than providing that
such decisions will be subject to merits review; and

* the type of consultation that it is envisaged will be conducted prior to the
making of the rules and whether specific consultation obligations (beyond those
in section 17 of the Legislation Act 2003) can be included in the legislation (with
compliance with such obligations a condition of the validity of the legislative
instrument).

Minister for Justice’s response:

As noted above, the digital currency exchange provisions are modelled closely on equivalent
provisions for the registration of remittance service providers, which were considered by the
Scrutiny of Bills Committee in its report dated 23 March 2011. The same considerations, set
out below, apply in relation to the registration of digital currency exchange service providers.

The inclusion of detail in the AML/CTF Rules rather than the Act is consistent with the
broader approach of the AML/CTF regime. The AML/CTF Rules are an important part of
Australia’s AML/CTF regime, which set out the details of technical and procedural matters as
well as providing flexibility for the AUSTRAC CEO to consider matters that may not be
possible to conclusively address through primary legislation. The techniques used by money
launderers are continually changing, and services and technologies that may present a money
laundering or terrorist financing risk are also constantly evolving. It is important that the
AML/CTF regulatory framework is designed so that it can adapt quickly to the nature of the
threat posed by these serious crimes. The AML/CTF Rules are disallowable instruments
which must be tabled in Parliament and registered on the Federal Register of Legislation.
Regulations can also be made under the AML/CTF Act, but have tended to be used sparingly.!
As noted above, it is the Rules that are well-known to industry and regulated entities to be the
source of the detail that sits under the AML/CTF Act. Changing the approach for the digital
currency sector would be inconsistent with the broader framework of the AML/CTF Act.

As context, the Rules made under Chapter 59 of the AML/CTF Rules for the equivalent
provision relating to suspension of remitters (under section 75H), provide for internal review
and notice to be given which includes the grounds on which the decision was made.

Moreover, the decisions that have a greater effect on the operation of a digital currency
exchange, such as a decision by the AUSTRAC CEO not to register a person or cancel a
registration, will be subject to merits review. Decisions on suspensions are better left to the
Rules to give AUSTRAC flexibility in its response.

AUSTRAC consults extensively with regulated entities during the development of the
AML/CTF Rules. AUSTRAC's consultation procedures require draft AML/CTF Rules to be
published on the AUSTRAC website for a minimum period of four weeks. AUSTRAC liaises
with relevant industry associations during the development and implementation of AML/CTF
Rules who in turn keep their members informed of the issues. If a new or amended Rule is of
particular interest to a segment of AUSTRAC's regulated population, AUSTRAC sends
targeted emails and letters to regulated entities it considers to be most affected.

1 Currently, there is only one regulation in operation under the AML/CTF Act: Anti-Money Laundering and
Counter-Terrorism Financing (Prescribed Foreign Countries) Regulation 2016.



Civil penalty provisions

Item 20, proposed subsections 76A(11) and 76P(3) of the Anti-Money
Laundering and Counter-Terrorism Financing Bill 2017

Item 73, proposed subsection 199(13) of the Anti-Money Laundering and
Counter-Terrorism Financing Bill 2017

Item 75, proposed subsection 200(16) of the Anti-Money Laundering and
Counter-Terrorism Financing Bill 2017

The committee requests the Minister's advice as to the appropriateness of making
certain provisions, including a failure to notify of a change of circumstances, subject to
civil penalties of up to 20,000 penalty units for an individual (or $4.2 million) and
100,000 penalty units (or $21 million) for a body corporate.

Minister for Justice’s response:

It is well recognised that money laundering can be a very lucrative crime, and therefore
penalties for behaviour that may allow money laundering to occur need to be sufficiently high
to be an effective deterrent. All civil penalty provisions in the AML/CTF Act carry a
maximum fine of 100,000 penalty units for corporations and 20,000 penalty units for
individuals. Pursuant to section 175 of the AML/CTF Act, the Federal Court may order a
person to pay a pecuniary penalty and in determining the pecuniary penalty must have regard
to all relevant matters, including:
e the nature and extent of the contravention; and
¢ the nature and extent of any loss or damage suffered as a result of the contravention;
and
¢ the circumstances in which the contravention took place; and
e whether the person has previously been found by the Federal Court in proceedings
under this Act to have engaged in any similar conduct; and
o if'the Federal Court considers that it is appropriate to do so—whether the person has
previously been found by a court in proceedings under a law of a State or Territory to
have engaged in any similar conduct; and
o if the Federal Court considers that it is appropriate to do so—whether the person has
previously been found by a court in a foreign country to have engaged in any similar
conduct; and
e if the Federal Court considers that it is appropriate to do so—whether the person has
previously been found by a court in proceedings under the Financial Transaction
Reports Act 1988 to have engaged in any similar conduct.

The significance of the offences that have been highlighted by the Committee should not be
understated. For example, failure to notify AUSTRAC of changes in circumstances that could
materially affect a person’s registration can have serious consequences. Changes in key
personnel or beneficial ownership of a digital currency exchange could expose the business to
money laundering and terrorism financing risks. Notifying AUSTRAC is important to ensure
that AUSTRAC has correct information to consider the ongoing suitability for that business
to provide designated services, to consider whether the risk of ML/TTF continues to be
sufficiently mitigated and also to ensure that valuable information that may be of relevance to
law enforcement and other investigatory agencies is accurate.



The proposed civil penalty provisions in the Bill are consistent with other existing provisions
in the Act. This is in accordance with the Guide to Framing Commonwealth Offences (The
Guide), which notes that ‘a penalty should be formulated in a manner that takes account of
penalties applying to offences of the same nature in other legislation and to penalties for other
offences in the legislation in question’. These businesses have the potential to generate
significant criminal proceeds far exceeding the maximum penalties available under the
standard ratio. The Guide contemplates the use of higher penalties to combat corporate or
white collar crime to counter the potential financial gains from committing an offence.

Immunity for civil or criminal liability

Item 20, proposed section 76R of the Anti-Money Laundering and Counter-
Terrorism Financing Bill 2017

The committee requests the Minister's advice as to why it is considered appropriate to
provide immunity from civil or criminal liability so that affected persons will no longer
have a right to bring an action to enforce their legal rights. The committee considers it
may be appropriate, at a minimum, for proposed section 76R to be amended to provide
that the immunity only applies to actions taken in good faith, and requests the
Minister's response in relation to this matter.

Minister for Justice’s response:

Publication of the Digital Currency Exchange Register, or a list of persons whose registration
has been cancelled, is largely procedural and administrative. It will be a question of fact
whether a person is registered or their registration has been cancelled. Specifying a
requirement for “good faith” publication does not appear necessary. The matter that will
have greater relevance to the person is the decision preceding publication as to whether or not
to register or cancel registration as a digital currency service provider. Those decisions are
subject to appropriate review mechanisms.

As with the current Remittance Sector Register, the Digital Currency Exchange Register will
be a central record for AUSTRAC of registered entities. If appropriate, AUSTRAC may
permit others to have access to the Register. For example, financial institutions use the
Remittance Sector Register to confirm that a person is legally authorised to conduct a
remittance business, and the Digital Currency Exchange Register may similarly be used by an
exchange counterpart to know that the person it is exchanging with is registered.

Fair hearing rights

Item 20, proposed subsection 76S(2) of the Anti-Money Laundering and
Counter-Terrorism Financing Bill 2017

The committee therefore requests the Minister's advice as to why it is necessary and
appropriate to remove the requirement to notify an affected person before a decision is
made not to register the person, to impose conditions on registration or to cancel
registration.

Minister for Justice’s response:

The need for urgent refusal of registration or cancellation of registration of a digital currency
exchange is likely to be a rare occurrence in practice. Cancellation without prior notice under



equivalent provisions applicable to the remittance sector has not been done to date. However,
the availability of the power of refusal or cancellation of registration without notice remains
appropriate in circumstances where law enforcement agencies and AUSTRAC identify an
ongoing threat of terrorism financing, money laundering or serious crime for which the
circumstances require an urgent response. For example, if suspected terrorism financing or
other serious offences were being carried out by the digital currency exchange at the time of
the decision, and providing notice may risk the criminal activities continuing to occur and/or
risk the loss of vital evidence. It should also be noted that both internal review and merits
review by the Administrative Appeals Tribunal continue to be available for decisions made
without prior notice on the basis of urgency.

Seizure powers

Item 67, proposed subsection 199(2A) of the Anti-Money Laundering and
Counter-Terrorism Financing Bill 2017

Item 71, proposed subsection 199(5) of the Anti-Money Laundering and
Counter-Terrorism Financing Bill 2017

Item 72, proposed subsection 199(10) of the Anti-Money Laundering and
Counter-Terrorism Financing Bill 2017

Item 74, proposed subsection 200(13A) of the Anti-Money Laundering and
Counter-Terrorism Financing Bill 2017

The committee requests the Minister's detailed justification for provisions that give
police and customs officers the power to seize physical currency and bearer negotiable
instruments without a warrant. In particular, the committee seeks the Minister's advice
as to:

« why the proposed power is to seize the relevant items rather than a power to

secure the items pending the obtaining of a warrant;

» whether, if the seizure power remains, there could be increased accountability

for the exercise of this power, such as requiring senior police or executive

authorisation for the exercise of the power; and

whether legislative requirements are in place (and if not, why not) regulating:

s the period of time seized items can be retained;

« the process for seized material to be reviewed on a regular basis; and

s the procedure for the return of the seized items

Minister for Justice’s response:

The provisions relating to search and seizure are intended to address the known risk of
money-laundering and terrorism financing through the movement of cash and bearer
negotiable instruments across the border. The primary rationale for the ‘seizure without
warrant’” power in the Bill is the time-sensitive nature of operations at the border. In the
international airport environment, there may be only a limited opportunity between
identifying physical currency/BNIs and the departure of the target on an international flight.
Obtaining a warrant prior to seizure, or allowing physical currency/BNIs to be secured
pending a warrant, would not be possible in these tight timeframes. If the AFP or Customs
officers are not able to seize physical cutrency/BNIs at the time before the cross border
movement is made, the money is unlikely to be able to be traced or recovered. This would
undermine the very purpose of AML/CTF measures designed to prevent money laundering,



terrorism financing and other serious crimes.

A power to secure an item pending obtaining a warrant is similarly problematic, because the
situation is still one where time is limited, and while the money or BNI could be secured,
there may be limited capacity for the person to be delayed while waiting for a warrant to be
obtained. It is preferable for the search and seizure powers to be able to be exercised
effectively and decisive action taken where a suspicion of money laundering or terrorist
financing arises. The powers are intended to prevent funds from being used for these
purposes, while also balancing the interests of legitimate travellers who may be carrying cash
and BNIs for legitimate purpose and seeking to move through the border without unnecessary
delay.














































































THE HON PETER DUTTON MP
MINISTER FOR IMMIGRATION
AND BORDER PROTECTION

Ref No: MS17-003377

Senator Helen Polley

Chair

Senate Scrutiny of Bills Committee
Suite 1.111

Parliament House

CANBERRA ACT 2600

Dear Senator

Thank you for your letter of 7 September 2017 in relation to issues identified by the
Senate Standing Committee for the Scrutiny of Bills in its Scrutiny Digest No. 10 of
2017 concerning the Migration and Other Legislation Amendment (Enhanced
Integrity) Bill 2017 .

Please find my advice in relation to the Committee’'s comments at Attachment A.
The contact officer in the Department of Immigration and Border Protection is
Heimura Ringi, Acting Assistant Secretary, Legislation Branch, who can be

contacted on (02) 6264 2594.

Yours sincerely

pETER DUTTON ¢ (01(17

Parliament Heuse Canberra ACT 2600 Telephone: (02) 6277 7860 Facsimile: (02) 6273 4144



Attachment A

Migration and Other Legislation Amendment (Enhanced Integrity) Bill 2017
Part 1 of Schedule 1 — Public disclosure of sanctions

Significant matters in delegated legislation

The committee therefore requests the Minister's advice as to why it is necessary and
appropriate to leave to delegated legislation all details of the categories of
information that may be published about actions taken against sponsors who fail to
satisfy their sponsorship obligations.

The Government considers it appropriate to set out the technical details, regarding
what information about sanctions is required to be published, in the regulations.
Prescribing the information that must be disclosed in the regulations is consistent
with other provisions in the Migration Act 1958 (the Migration Act). For example,
section 140ZH (also in Division 3A) allows the Minister to disclose information of a
prescribed kind about a visa holder, a former visa holder, or an approved sponsor of
a visa holder or former visa holder to an approved or former approved sponsor of the
visa holder, or a prescribed agency of the Commonwealth or a State or Territory.

The scope of information that will be published is narrow. It is intended that this will
be limited to information that identifies the sponsor, breach and sanction. This
provides the Minister with flexibility to update the regulations in instances where, for
example, there is a change of data available, without going through the legislative
amendment process.

The regulations that will set out the detail of what information must be published, will
be subject to Parliamentary scrutiny and disallowance when they are tabled in
Parliament.

Procedural fairness

The committee requests the Minister's advice as to why the natural justice hearing
rule is being excluded in its entirety in relation to the publication by the Minister of
information prescribed by the regulations in relation to sanctions taken against
approved sponsors. The committee considers it may be appropriate to remove
proposed subsection 140K(5) which removes the natural justice hearing rule, or at a
minimum, to limit its application so it is clear an affected person is entitled to a
hearing as to whether or not the Minister is not required to publish information by
virtue of proposed subsection 140K(7), and requests the Minister's advice in relation
to this matter.

This measure is intended to deter businesses from breaching their obligations, allow
Australians and overseas workers to inform themselves about breaches, and
increase public confidence in the integrity of our visa programmes. To achieve this, it
is necessary to publish all or a high percentage of breaches. This gives overseas
workers and Australians confidence that they have a clear picture of any business
that has breached their obligations, and serves as a warning to businesses that if
they breach their obligations, they will be publically named.



Sponsors will continue to be afforded natural justice regarding whether a
sponsorship obligation has been breached. Publication will only occur where it has
been determined by a delegate that the breach is serious enough to warrant the
imposition of a sanction under section 140K of the Migration Act.

The implementation of the measure will include a comprehensive communications
package to inform sponsors, visa holders, and the Australian public of the measure.
The Department will also advise individual sponsors during the sanction process that
breaches will be published.

Whilst exemptions may be prescribed in the regulations, the Government has not at
this point identified any appropriate exemptions, and does not intend to prescribe
any at this point.

The committee also considers it may be appropriate for the bill to be amended to
require that publication be delayed until after the time limit for an application for
review has expired, after a final determination of a review application, and after a
decision in relation to an application for a court order under section 140K has been
determined, and requests the Minister's advice in relation to this matter.

The public disclosure of details when a party breaches regulatory requirements is an
existing practice within the Australian Government. The Migration Agents
Registration Authority regularly publishes details of disciplinary decisions taken
against migration agents on its website. This includes agent names, registration
numbers, and the results of compliance investigations. Similarly, the Fair Work
Ombudsman (FWO) publishes details, including business names, litigation
outcomes, enforceable undertakings, and compliance partnerships on the FWO
website.

The alternative in this circumstance, to not publish a sanction until the time limit for
review has expired, significantly weakens the impact of the measure. This approach
would leave workers uninformed of employers that have been found to have
breached their obligations, exposing them to potentially exploitive circumstances
known to Government.

The proportion of sanction decisions that are overturned at review is very low. In
2015-16, 372 sponsors were sanctioned (cancelled and/or barred), and 28 were
issued with infringement notices.* Of the 372 sponsors who were cancelled and/or
barred, only 38 sought review through the Administrative Appeals Tribunal (AAT).? In
2015-16, the AAT set aside only 11 cases. 3

The Department will notify sanctioned sponsors that the decision will be published,
and that they are able to advise the Department if they seek review. The Department
will then include this in the published information. Where a sanction decision is

1 Department of Immigration and Border Protection Annual Report 2015-16, pg 43.
http://www.border.gov.au/ReportsandPublications/Documents/annual-reports/part-3-2015-16.pdf

2 Data from the AAT, Migration caseload summary 2015-16

3 Data from the AAT, Migration caseload summary 2015-16. These cases were lodged in 2015-16 or
earlier.



http://www.border.gov.au/ReportsandPublications/Documents/annual-reports/part-3-2015-16.pdf

varied or overturned on review, the Department will respectively update or remove
the sanction information from publication.

Immunity from civil liability

The committee requests the Minister's advice as to why it is considered appropriate
to provide the Minister with civil immunity so that affected persons have their right to
bring an action to enforce their legal rights limited to situations where lack of good
faith is shown.

The provision of civil immunity is consistent with similar legislation, including the
requirement to publish disciplinary details of registered migration agents under
section 305A of the Migration Act.

The publication of sponsor sanction outcomes is in the public interest as it will assist
in protecting visa holders by further reducing the potential for their exploitation, and it
will allow workers to make informed decisions about potential employers. Publication
will demonstrate that there are public repercussions for sponsors who breach their
obligations, and act as a deterrent to a sponsor who may otherwise breach their
obligations. The Government considers that it is not appropriate for the Minister to be
held civilly liable in this context.

Retrospective application

The committee therefore requests the Minister's detailed justification for the
retrospective application of these amendments, and whether any persons are likely
to be adversely affected and the extent to which their interests are likely to be
affected.

On 18 March 2015, the Government indicated its intention to publish the details of
employers who breach their sponsorship obligations. The Government did this by
publically accepting the recommendation in the report Robust New Foundations - A
Streamlined, Transparent and Responsive System for the 457 Programme, to make
sanction details public.

The Government considers that it is appropriate to apply this measure from

18 March 2015, as the measure will benefit visa holders and the wider public by
further reducing the potential for exploitation, and by allowing workers to make
informed decisions about potential employers. The measure will demonstrate that
there are public repercussions for sponsors who breach their obligations, and will act
as a deterrent to a sponsor who may otherwise breach their obligations.

The Department already undertakes a range of activities to deter businesses from
breaching their sponsorship obligations, and inform visa holders and Australians
about breaches. These include employer education and awareness visits, monitoring
of compliance with sponsorship obligations and visa conditions, investigation of
allegations, liaison with the Fair Work Ombudsman, imposition of sanctions, and
publication of aggregate data on breaches.



The current framework does not allow Australians and overseas workers to
sufficiently inform themselves about breaches as current information in the public
domain does not identify business which have breached their legal obligations. The
current framework also prevents the Department from advising persons making
allegations that a sponsor has been sanctioned, which undermines public confidence
in the compliance framework as complainants are unaware of any outcome of their
allegation. Therefore, the Government committed to allow the public disclosure of
sponsor sanctions, including information to identify the sponsor that breached their
obligations.

Around 400 sponsors are sanctioned annually, therefore publishing sanction action
taken since 18 March 2015 would include up to 600 sponsors. This includes
sanctions for underpaying visa holders, and where the visa holder has not
participated in the nominated occupation. These sanctions protect local wages and
conditions, and ensure the 457 programme is only used to meet genuine skill
shortages.

Publication will only occur where it has been determined by a departmental delegate
that a sponsor has breached a sponsorship obligation and the breach is serious
enough to warrant the imposition of a sanction under section 140K of the Migration
Act.

Part 2 of Schedule 1 — Tax file numbers

Significant matters in delegated legislation

The committee therefore requests the Minister's advice as to why it is necessary and
appropriate to leave to delegated legislation the purposes for which tax file numbers
may be used, recorded or disclosed.

The Government considers it appropriate to set out the technical details, regarding
the purposes for which tax file numbers will be used, in the regulations. The scope of
the regulations is limited to the facilitation of the Department of Immigration and
Border Protection as specified in the Migration Act. It is intended that the regulations
will limit the tax file number measure to research and compliance purposes.

The regulations will be subject to parliamentary scrutiny and disallowance when they
are tabled in Parliament.
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