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Threat Environment
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Cyber Protections
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Physical certification, guards, swipe passes

Secure gateway, host based security, 
patching and cyber hygiene. 

Identity management, least privilege, 
segmentation. 

Application hardening, patching and cyber 
hygiene.  

Access management, classification / labelling

User education, phishing training, policies,
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IT Defence in depth
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Cyber Lifecycle
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DPS Cyber Security

“Building a world-leading cyber capability 
that protects the integrity of Australian 

democracy.”
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