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This report is made under the Part 4 section 31 of the Intelligence Services Act 2001: 
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must give to the Parliament a report on the activities of the Committee 
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1 
The Joint Parliamentary Committee on 
ASIO, ASIS and DSD 

1.1 The Committee was established under the Intelligence Services Act 
2001.  The Act governs its size, structure, functions, procedures and 
powers.  Some amendments were made to the functions of the 
Committee during the course of the last Parliament, namely those 
relating to the Committee’s responsibilities to review specified 
legislation and regulations.  Further amendments are foreshadowed 
for this Parliament relating to recommendations of the Flood inquiry 
into Australian Intelligence Agencies.  These changes and proposed 
changes will be outlined in detail below. 

Size and structure 

1.2 The Committee is a joint committee of the Parliament comprised of 
seven members, four government members and three opposition 
members.  Of the four government members, two are from the House 
of Representatives and two are from the Senate.  The Opposition 
members are comprised of two members of the House and one 
Senator. 

1.3 Members are appointed by resolution of the House or the Senate on 
the nomination of the Prime Minister or the leader of the Government 
in the Senate.  Prior to nomination, consultation must take place with 
the leaders of recognised parties in each of the Houses.   
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Functions 

1.4 Under section 29 of the Intelligence Services Act, the Committee is 
charged with reviewing the administration and expenditure of ASIO, 
ASIS and DSD, including their annual financial statements.  Other 
matters may be referred by the responsible Minister or by a resolution 
of either House of the Parliament.  In addition to these functions 
initially within the Act, the Committee is required to review the 
operation, effectiveness and implications of: 

 the amendments made by the Security Legislation Amendment 
(Terrorism) Act 2002 and the following acts: 
⇒ the Border Security Legislation Amendment Act 2002; 
⇒ the Criminal Code Amendment (Suppression of Terrorist Bombings) 

Act 2002; and 
⇒ the Suppression of the Financing of Terrorism Act 2002;  

 Division 3 of Part III of the Australian Security Intelligence 
Organisation Act 1979; and  

 the amendments made by the Australian Security Intelligence 
Organisation Legislation Amendment (Terrorism) Act 2003, except item 
24 of Schedule 1 to that Act (which included Division 3 of Part III in 
the Australian Security Intelligence Organisation Act 1979). 

1.5 Amendments to the Criminal Code Act 1995, made in March 2004, 
further tasked the Committee with reviewing regulations which 
specify organisations as terrorist organisations for the purposes of 
section 102.1 of the Criminal Code.  The Committee’s findings on its 
reviews of these regulations are to be tabled before the end of the 
disallowance period, 15 sitting days from the tabling of the regulation.   

Procedures and powers 

1.6 The Committee is a statutory committee.  Unlike other statutory or 
standing committees of the Parliament, the ASIO, ASIS and DSD 
Committee has very specific limitations placed on its operations, 
dictated by the nature of the agencies it scrutinises and the subject 
matters with which it deals.  Balancing national security and 
Parliamentary scrutiny is a constant challenge for the Committee. 
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1.7 Limitations are broadly directed at Committee scrutiny of operational 
matters.  Operational matters are monitored by the Inspector-General 
of Intelligence and Security, who operates under his own Act of 
Parliament.  Specific prohibitions on the Committee’s activities 
include the following: 

 reviewing the intelligence gathering priorities of the agencies; 

 reviewing sources of information, other operational assistance or 
operational methods available to the agencies; 

 reviewing particular operations, past, present or proposed; 

 reviewing information provided by a foreign government or its 
agencies, without the consent of that government to the disclosure; 

 reviewing an aspect of the activities of the agencies that does not 
affect an Australian person; 

 reviewing rules within the Act relating to the privacy of Australian 
citizens; or 

 conducting inquiries into individual complaints in relation to the 
activities of the agencies.1 

1.8 For statutory committees of the Parliament, where its governing Act is 
silent, a committee’s powers and privileges are those of all 
committees of the Parliament.  These powers include the power to 
require the attendance of witnesses and the production of documents.  
The Intelligence Services Act specifies that the Committee may give a 
person written notice requiring the person to appear before the 
Committee with at least 5 days notice, as well as notice of any 
documents required by the Committee.2  However, the Minister may 
prevent the appearance of a person (not an agency head) before the 
Committee or prevent the provision of documents to the Committee 
so that operationally sensitive information will not be disclosed.  In 
order to achieve this, the Minister must provide a certificate outlining 
his opinion to the presiding member of the Committee, to the Speaker 
of the House of Representatives, the President of the Senate and the 
person required to give evidence or produce documents.3 

1.9 The Intelligence Services Act sets out that the Committee must not 
require a person or body to disclose to the Committee operationally 

 

1  Intelligence Services Act 2001, subsection 29(3) 
2  Intelligence Services Act 2001, clause 2 of Schedule 1 
3  Intelligence Services Act 2001, clause 4 of Schedule 1  
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sensitive information.4  There is also a protection against the 
disclosure in Committee reports of operationally sensitive 
information.  Under subclause 7(1) of Schedule 1, the Committee must 
not disclose in a report to a House of the Parliament specified 
information, namely: 

 the identity of a person who is or has been a staff member of ASIO, 
ASIS or DSD; or 

 any information from which the identity of such a person could 
reasonably be inferred; or 

 operationally sensitive information that would or might prejudice: 
⇒ Australia’s national security or the conduct of Australia’s foreign 

relations; or  
⇒ the performance by an agency of its functions.5 

1.10 Unlike the reports of other parliamentary committees, which are 
privileged documents which may not be disclosed to anyone outside 
the committee itself until after tabling, the ASIO, ASIS and DSD 
Committee must obtain the advice of the responsible Minister or 
Ministers as to whether any part of a report of the Committee 
discloses a matter referred to in subclause 7(1) of Schedule 1.  A report 
may not be tabled until this advice is received. 

1.11 Finally, to protect the national security status of the Committee’s 
work and to maximise the Committee’s access to information, the 
Intelligence Services Act requires that staff of the Committee must be 
cleared for security purposes to the same level and at the same 
frequency as staff members of ASIS.6  The Committee is grateful for 
the assistance of ASIS in this regard.  

Proposed changes to the Intelligence Services Act 

1.12 As a result of the Flood review of the Australian Intelligence 
Agencies, released in July 2004, changes to the Intelligence Services 
Act have been foreshadowed.  A number of these changes are likely to 
affect the functions and operations of the Committee.  The extension 
of the Committee’s oversight to the analytical intelligence agencies, 

 

4  Intelligence Services Act 2001, clause 1 of Schedule 1. 
5  Intelligence Services Act 2001, subclause 7(1) of Schedule 1. 
6  Intelligence Services Act 2001, clause 21 of Schedule 1. 
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the Office of National Assessment (ONA) and the Defence 
Intelligence Organisation (DIO) and the inclusion of the Defence 
Intelligence Geospatial Organisation (DIGO) will increase the work 
load of the Committee considerably.  The work load had already 
expanded in the last Parliament with the addition of the legislative 
review function.  To this end, the Committee itself also put to 
Government recommendations regarding the size, structure and 
functions of the Committee.  The Committee’s suggestions included 
an increase in membership from 7 to 9 members, the ability to form 
sub-committees, and the creation of a position of Deputy Chair.  The 
committee also sought a tightening of the definition of matters that 
might be excluded from Committee reports under paragraph 7(1)(c) 
of Schedule 1. 

1.13 A variety of practical matters affecting the secure handling of 
documents and reports, staffing and clearances and the security 
arrangements in secretariat and members’ offices have been dealt 
with by negotiation and agreed protocols between the Committee and 
Ministers throughout the Parliament.      
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2 
Reports and Activities 2004-2005 

Reports 

2.1 The last twelve months has been a ‘short’ parliamentary year due to 
the occurrence of the general election between 31 August and the re-
establishment of the Committee on 9 December.  The Committee’s 
work program was, therefore, shortened.  Since the last Annual 
Report of Committee Activities, 2002-2003, which was tabled in June 
2004, the Committee has finalised the annual review of 
administration and expenditure and considered a number of 
regulations listing terrorist organisations. 

Review of administration and expenditure for ASIO, ASIS and DSD 
2.2 This report was tabled on 14 March 2005.  It is the third review of 

administration and expenditure as required under section 29(1)(a) of 
the Intelligence Services Act.  The report noted the sustained 
concerns about the security environment and the consequent 
expansion in both budgets and operations of the intelligence 
agencies. 

Australia’s intelligence agencies - their budgets, operations, 
administration and organisational structures - have expanded 
substantially.  Since 11 September 2001, more than $3 billion 
has been committed to security and intelligence initiatives. … 
[The review] reflects the concern of the Committee that rapid 
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expansion can bring with it unavoidable stresses and strains 
in organisations at a time when they can least afford it.1  

2.3 Of particular concern in this review was the ability of the 
Committee to scrutinise effectively the agencies’ financial 
statements or its administration.  The Committee recommended the 
release to it on a confidential basis of additional information: the 
classified annual reports from each agency; relevant information 
and reports from the Auditor-General; financial statements for DSD, 
separate from the Department of Defence financial statements; an 
unclassified version of the ASIS staff code of conduct; and the 
results of the polygraph trial.  In addition, the Committee believes 
that the Australian National Audit Office should conduct a rolling 
program of performance audits to provide a comprehensive 
coverage of agency administration. 

Criminal Code Act 1995 – The proscription of terrorist 
organisations 

The review of the listing of the Palestinian Islamic Jihad 
2.4 The Committee conducted the first review of the use of the 

proscription power under the Criminal Code Amendment (Terrorist 
Organisations) Act 2004 at the end of the last Parliament.  On 3 May 
2004, the Attorney-General, Hon Philip Ruddock, MP, announced 
that the Government had gazetted a regulation listing the 
Palestinian Islamic Jihad (PIJ) as a terrorist organisation under 
Australia’s counter terrorism laws.   

2.5 The PIJ was the 17th organisation to be banned by the 
Commonwealth Government.  However, it was the first 
organisation listed as a terrorist organisation by regulation under 
the Criminal Code Amendment (Terrorist Organisations) Act 2004 and 
the first that had not been designated as a terrorist organisation by 
the United Nations Security Council or otherwise designated as a 
terrorist organisation by specific legislative amendment. 

2.6 In its first review, the Committee noted that the definition of a 
terrorist organisation in the Act was very broad and sought to 
understand how the Director General of Security and the Attorney-
General decided which organisations should be proscribed.  The 

 

1  Parliamentary Joint Committee on ASIO, ASIS and DSD, Review of administration and 
expenditure for ASIO, ASIS and DSD, tabled 14 March 2005, p. viii. 
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Committee sought an indication from ASIO of the weight that was 
placed on any Australian links, either financial or personnel, that an 
organisation might have.  This concern emerged out of the emphasis 
that the Attorney-General had put on Australian connections in the 
parliamentary debates on the Bill.  In the case of the PIJ there were 
no such links.   

2.7 The Committee was also concerned that the process of proscribing 
organisations did not cut across peace processes.  Specifically, it 
argued that : 

[T]he Committee would also note there are circumstances 
where groups are involved in armed conflict and where their 
activities are confined to that armed conflict, when 
designations of terrorism might not be the most applicable or 
useful way of approaching the problem.  Under these 
circumstances - within an armed conflict - the targeting of 
civilians should be condemned, and strongly condemned, as 
violations of the Law of Armed Conflict and the Geneva 
Conventions.  The distinction is important.  All parties to an 
armed conflict are subject to this stricture.  Moreover, these 
circumstances usually denote the breakdown of democratic 
processes and, with that, the impossibility of settling 
grievances by democratic means.  Armed conflicts must be 
settled by peace processes.  To this end, the banning of 
organisations by and in third countries may not be useful, 
unless financial and/or personnel support, which will 
prolong the conflict, is being provided from the third country. 

2.8 The Committee, nevertheless, did not recommend disallowance of 
this regulation. 

Review of the listing of six terrorist organisation 
2.9 The debate about the listing process has continued into the new 

Parliament.  The Attorney-General made regulations regarding six 
organisations at the end of the 40th Parliament and at the beginning 
of the 41st Parliament.  These were all re-listings of organisations 
which had been proscribed under the previous system, but were 
subject to re-listing after a prescribed interval of three years.  The 
Review of the listing of six terrorist organisations was tabled on 7 March 
2005.    

2.10 This report expressed concerns about the processes used by both the 
Attorney-General’s Department and the Department of Foreign 
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Affairs in the making of the regulations.  Specifically, on 
consultations with the states and territories as required under the 
Inter-governmental Agreement on Counter-Terrorism, the 
Committee concluded: 

To write to the States and Territories within twenty-four 
hours or even four days of a regulation being made is to 
provide no opportunity for them to respond.  The regulation 
would have been in place before the Premiers or Chief 
Ministers even saw the correspondence.   

… 

The consultation process did not comply with the agreed 
protocol nor allow it to be given any effect.  

2.11 Consultation with the Department of Foreign Affairs on a proposed 
listing was a Committee request in its first report.  This request 
related to the Committee’s wish to understand Australia’s interests 
in relation to a particular listing, not just our security interests, but 
also the broader strategic interests; how a particular organisation 
fitted into the conflicts of which it might be a part; to what extent 
the violence might be directed towards those localised struggles or 
form part of international terrorism; and what might be the impact 
of a listing, if any, on efforts to resolve a conflict. 

2.12 The Committee was disappointed with the Department’s response 
which seemed, at best, to be perfunctory. 

2.13 On the question of how ASIO decides which organisations should 
be proscribed, some progress was made in that ASIO gave the 
Committee a list of criteria.  The criteria included the necessity for a 
link to Australia and excluded organisations on the basis that they 
were part of a peace process.  This was extremely valuable to the 
Committee. 

Inspections and briefings 

Visit to Pine Gap 
2.14 On 21 July 2004, three members of the Committee visited Pine Gap.  

The inspection was conducted in conjunction with the Defence Sub-
Committee of the Joint Standing Committee on Foreign Affairs, 
Defence and Trade.   
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2.15 The following visitors briefed the Committee in the last twelve 
months: 

 Mr Philip Flood, Convenor, Inquiry into Australian intelligence 
agencies, 5 August 2004; 

 Senator Richard Shelby and Congressman Robert Cramer, 
accompanied by the Ambassador of the United States, HE Mr J. 
Thomas Schieffer, 11 August 2004; 

 Interim Committee on National Security of the Canadian 
Parliament, 12 August 2004; 

 The UK Intelligence and Security Committee, 27 September 2004; 

 Mr Dennis Richardson, Director-General of Security, ASIO, 1 
February 2005; 

 Mr David Richmond, Deputy Secretary of the Joint Intelligence 
Committee, United Kingdom, 8 February 2005; 

 Mr Ian Carnell, the Inspector General of Intelligence and Security, 
10 March 2005; and 

 Mr William Erhman, Chairman of the Joint Intelligence Committee, 
United Kingdom, 15 March 2005. 

2.16 In addition, the secretariat met with staff of the United States Senate 
Select Committee on Intelligence on 30 June 2004.  Of particular 
interest was the report then being finalised in the United States on 
the matter intelligence on Iraq prior to the war in Iraq. 

2.17 Further discussions on intelligence on Iraq and the Butler review 
were held in London on 20 and 21 July 2004 between the secretary 
of the ASIO ASIS and DSD Committee and the secretaries of the 
United Kingdom Intelligence and Security Committee and the Joint 
Intelligence Committee.  

Conferences 

2.18 Since its establishment in March 2002, the Committee has 
participated in an international conference for the committees and 
agencies charged with the oversight of intelligence agencies.  The 
first such conference to which members were invited was held in 
London in May 2002.  It was attended by two members of the 
Committee and the secretary.  Last year, the Conference was held in 
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Washington; however, members of the Committee were precluded 
from attending because of the general election in Australia.  The 
secretary represented the members and her report of the 
proceedings is outlined in Chapter 3. 

 

 



 

3 
Washington Conference 3-5 October 2004 

Background 

3.1 The International Intelligence Review Agencies Conference was 
established in 1997 by the Australian Inspector-General of Intelligence 
and Security, Mr Ron McLeod.  The Washington conference was the 
fourth such conference, the previous three being held in Australia, 
1997, Canada, 1999 and the United Kingdom, 2002.  The third 
conference was deferred from October 2001 in the United States as a 
result of the attacks on the World Trade Centre.  It is intended to hold 
the next conference in 2006 in South Africa.  The number of 
delegations attending has grown from six in 1997 to nine in 2004.  
Apologies were sent from two countries, the Czech Republic and 
Hungary, which had to withdraw at the last minute because of 
political developments at home.  The Parliamentary members of the 
Australian delegation also withdrew because of the general election. 

Delegations 

3.2 The following delegations attended the conference: 

 Australia – Mr Ian Carnell, Inspector-General of Intelligence and 
security and Ms Margaret Swieringa, Committee Secretary, Joint 
Parliamentary Committee on ASIO ASIS and DSD. 
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 Canada – Inspector- General, Hon Eva Plunkett, and Arnold 
Wayne Zeman, Assistant Inspector General;  Office of the 
Communications Security Establishment  Commissioner - William 
Galbraith, Dr J Paul de B Taillon, Joanne Weeks; Security 
Intelligence Review Committee –Hon Paule Gauthier (Chair),Hon 
Gary Filmon, Hon Roy Romanow, Ms Susan Pollack (Executive 
Director). 

 New Zealand – Hon Daniel Neazor, Inspector-General. 

 Nigeria – Hon Nuhu Labbo Aliyu, Chairman, Senate Committee 
on National Security and Intelligence   

 Poland – Hon Jozef Gruszka, Deputy to the Parliament; Hon Jacek 
Gutowski, Secretary to the Parliament, Hon Konstanty Miodowicz, 
Deputy to the Parliament. 

 Slovakia – National Council of the Slovak Republic – Hon Lajos 
Ladanyi, Hon Roman Vavrik; Office of the Security Council of the 
Slovak Republic – Hon Tibor Straka. 

 South Africa – Office of the Inspector-General – Hon Zoule 
Thando Ngcakani (Inspector-General), Imtiaz Fazel, Nomsa 
Maduna-Nala; Joint Standing Committee on Intelligence – Hon Dr 
Siyabonga C Cwele (Chair), Hon Loretta Jacobus, Hon Luwellyn T 
Landers, Hon Vytjie Mabel Petronella Mentor, Hon Mathupa 
Lameck Mokoena, Nontobeko Nkabinde Swart, Hon Paul 
Stephanus Swart; Ministry for Intelligence Services – Dennis 
Thokozani Dlomo, Bronwyn Levy; Office of Justice – Hon Loyiso 
Mhlobo Thando Jafta. 

 United Kingdom – Commissioner for the Interception of 
Communications – Sir Swinton Thomas, David Payne;  Intelligence 
and Security Committee – Rt Hon Ann Taylor (Chair), Rt Hon Alan 
Howarth, MP, Rt Hon Michael Mates, MP, Rt Hon Joyce Quin, MP; 
Alistair Corbett, Clerk. 

 United States – CIA Inspector General - Hon John Helgerson, 
Americi (Rick) Cinquegrana; Department of Defense, Office of 
Assistant to the Secretary of Defense for Intelligence Oversight – 
George B Lotz 11, Steven Cantrell;  Department of Defense, Office 
of the Inspector General – Joseph E Schmitz (Inspector General), 
Thomas F Grimble, Donald Ragley; Department of Defense, 
Defense Intelligence Agency,Office of Inspector General – Neeley 
Moody (Inspector General), Bobby Speegle; Department of 
Defense, National Geospatial Intelligence Agency, Office of 
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General Counsel – Edward J Obloy (General Counsel), Terry 
Monroe; Marcus Boyle (Inspector-General); Department of 
Defense, National Reconnaissance Office, Office of the Inspector-
General, Eric Feldman (Inspector-General), Lucy Weltin, Alan 
Larsen; Department of Defense, National Security Agency, Office 
of Inspector-General – Joel Brenner (Inspector-General), Gerald 
Everett.  

Program 

3.3 The program included on the Sunday a sightseeing tour of 
Washington or of the National Air and Space Museum in Chantilly 
and a reception in the evening at the home of Mr George B Lotz 11, 
the Assistant Secretary of Defense for Intelligence Oversight. 

 

Monday 4 October Tuesday 5 October  

9.00 Opening  
Hon John Helgerson 
Inspector-General CIA 

9.00 Opening 
Mr George B Lotz, Assistant to the Secretary 
of Defense for Intelligence Oversight 

9.30 Key Note Address 
Larry Kindsvater 
Deputy Director for Community Management, 
CIA 

9.15 Panel 3 National Security and the Press 
Speaker: Mark Mansfield Director of Public 
Affairs, CIA 

10.45 Address 
Role of the Executive in Intelligence 
Oversight 
Hon Joan Dempsey Executive Director, 
President’s Foreign Intelligence Advisory 
Board 

10.45 Panel 4: Intelligence Sharing 
Speaker: John T Eilliff, Policy Advisor, FBI 
 

1.00 - Panel 1 Role of the Legislature – 
Speaker: Donald Stone, Senate Select 
Committee on Intelligence 

1.00  Panel 5: Establishing an Intelligence 
Oversight System 
Speaker: Ian Leigh, Professor University of 
Durham 

2.45 – Panel 2 Role of the Judiciary – 
Speaker: Judge  Royce Lambeth, US District 
Court 

2.30  Panel 6 Intelligence Oversight and the 
War on Terrorism 
Speaker: Hon Eleanor Hill, Former Inspector-
General, Department of Defense 

7.00pm Conference Dinner 
Speaker: Hon Justice Scalia, Judge, United 
States Supreme Court 
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Panel Discussions 

3.4 Each session of the conference was organised around themes relating 
to different ways of achieving oversight of intelligence agencies – 
executive, legislative, judicial, as well as through media scrutiny.  In 
addition, the conference looked at how a country might set up and 
evaluate an oversight system, important because there were new 
systems being established in the countries of some delegates who 
were attending the conference for the first time.  Finally, there was a 
session on the impact of the war on terrorism on oversight of 
agencies. 

3.5 Each theme was dealt with by a panel of speakers selected from 
across the delegates.  Most panels comprised three or four delegates, 
each asked to speak for 5 to 10 minutes.  In addition, there was an 
introductory speaker for each session. 

3.6 Prior to the conference the organisers, as a direction for the panel 
discussion in each area, supplied delegates with a commentary on 
each theme as it related to the United States.  This commentary is 
included below. 

The Role of Legislative Bodies in Intelligence Oversight 
3.7 This panel, made up of members of the parliaments or congresses of 

countries represented at the conference, discussed the experiences of 
various countries in applying legislative oversight to intelligence 
activities. It also considered how legislative and executive bodies may 
cooperate in meaningful oversight of intelligence agencies without 
damaging effective intelligence operations, and how to enable 
constructive and non-partisan investigation of controversial 
intelligence activities.  

3.8 The panellists in this session were: 

 Hon Nuhu Aliyu, Chair, Senate Committee on National Security 
and Intelligence, Nigeria; 

 Hon Siyabonga Cwele, Chair, Joint Standing Committee on 
Intelligence, South Africa; 

 Hon Josef Gruszka, Chair, Oversight Committee for Intelligence 
and Security Services, Poland; and  
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 Hon Ann Taylor, Chair, Intelligence and Security Committee, 
United Kingdom. 

3.9 By way of background, the conference was informed that the 
Legislative Branch of the United States Government plays an 
important role in providing oversight to intelligence activities of the 
Executive Branch.  This oversight, which has varied significantly in 
degree over the years, is conducted largely through the committee 
structure of Congress. While intelligence oversight responsibility in 
the Legislative Branch is shared by many committees, the two key 
committees under the current US structure are the Senate Select 
Committee on Intelligence, or SSCI, and the House Permanent Select 
Committee on Intelligence, or HPSCI. Their oversight, particularly 
with respect to the House, is reinforced by their budget control 
through the intelligence authorization process. This process affords 
the committees the opportunity to examine and exert substantial 
influence over current and proposed intelligence activities. 

3.10 The SSCI and the HPSCI also have special responsibilities for 
reviewing the conduct of US intelligence activities on a continuing 
basis and operate under special statutory requirements for Executive 
Branch sharing of information relating to intelligence activities with 
the committees. They are required to be kept fully and currently 
informed of intelligence activities, including successes, failures, 
potential illegalities, and significant anticipated operations. In some 
cases, sensitive information may be shared only with the Chairman 
and Vice-Chairman of each committee and the leaders of the Senate 
and the House.   

3.11 This process of continuous and current disclosure of intelligence 
activities is different from the Australian approach, where the 
oversight of intelligence agencies is split between the operational 
matters scrutinised by the Inspector-General of Intelligence and 
Security and the scrutiny of administration and expenditure by the 
parliamentary committee.   

3.12 The history of legislative oversight of intelligence activities in the 
United States indicates swings between intense interest and 
significant neglect. Today is a period of intense interest, not only in 
the United States, but across the world.  
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Role of the Judiciary in Intelligence and National Security 
3.13 This panel discussed the issues raised by judicial involvement in 

national security and intelligence issues.   Specifically, the panel 
discussed and compared how the courts and legal systems of the 
various countries represented dealt with the public or non-public 
handling of information relating to intelligence activities. 

3.14 The panellists for this session were: 

 Mr J William Galbraith, Director, Review and Government Liaison, 
Office of the Communication Security Establishment 
Commissioner, Canada; 

 Hon Vytjie Mabel Patronella Mentor, Member of Parliament, Joint 
Standing Committee on Intelligence, South Africa; 

 Hon DanielPaul Neazor, Inspector-General of Intelligence and 
Security, New Zealand; and 

 Sir Swinton Thomas, Commissioner for the Interception of 
Communications, United Kingdom. 

3.15 In the case of the United States, the President is granted the specific 
power to be Commander in Chief of the military and to conduct 
foreign relations. The courts have recognized that these two express 
powers impliedly give the President the responsibility for the nation's 
security and the authority to gather and protect foreign intelligence.  

3.16 Until the 1970's, the President's powers in these areas went virtually 
unchecked, and the courts were reluctant to become involved. 
President Lincoln suspended the writ of habeas corpus during the 
Civil War; President Franklin Roosevelt, with Supreme Court 
approval, put tens of thousands of American citizens of Japanese 
descent into internment camps during World War II.  The courts 
recognized a Presidential power to conduct electronic surveillance for 
national security purposes without a judicial warrant.  

3.17 In the wake of the Vietnam War and the intelligence investigations of 
the 1970s, however, the role of the Judiciary in national security 
matters began to grow.  Congress became engaged in more 
meaningful oversight of the intelligence community and this 
enhanced the involvement of the US Judiciary in litigation involving 
national security and intelligence related issues.  The Foreign 
Intelligence Surveillance Act now requires a court order for national 
security surveillance, and the Classified Information Procedures Act 
provides procedures for handling classified information in criminal 
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cases.  These are but two examples of Congressional enhancement of 
the role of the courts in dealing with classified information that may 
relate to intelligence and military activities.  Most recently, the 
Judicial Branch has become involved, over Executive Branch 
objections, in determining how to handle the detention and 
prosecution of terrorists and enemy combatants at home and abroad.  

National Security and the Press 
3.18 This panel included members of the international press, as well as 

delegates to the conference, and involved a discussion of the role of 
the media relative to national security.  The issues raised included 
whether the media has special responsibilities in connection with 
national security affairs as compared to other information about 
government activity. 

3.19 The panellists in the session were: 

 Mr Julian Borger, Washington Bureau Chief, The Guardian; 

 Mr John Diamond, USA Today; 

 Hon Alan Howarth, MP, Intelligence and Security Committee, 
United Kingdom; 

 Hon Luwellyn T Landers, MP, Joint Standing Committee on 
Intelligence, South Africa; and  

 Dr J Paul de B Taillon, Director, Review and Military Liaison, 
Office of Communications Security Establishment Commissioner, 
Canada. 

3.20 The print and broadcast media in many countries performs a vital 
function in conveying information to the public regarding intelligence 
policies, programs, and activities.  In the case of the United States, 
nearly every day the media broadcasts information about intelligence 
matters, whether relating to Congressional commissions, possible 
terrorist attacks, or information on the search for weapons of mass 
destruction in Iraq.  Coverage of nominations and confirmations of 
senior intelligence officials may produce greater public familiarity 
and trust.  Exposure of abuses of authority or intelligence failures 
ensures that the public understands the true scope and nature of the 
issues.  

3.21 The role of the media regarding national security affairs is also 
controversial.  For example, a persistent issue in the United States 
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concerns how to deal with unauthorized disclosures, or "leaks," of 
classified information to the media.  This involves how the US 
Government should better identify and protect information that truly 
deserves to be classified in the interests of national security.  But it 
also requires the media to consider whether and to what extent it has 
a responsibility to handle such information in a way that limits 
damage to US national security interests.  

3.22 In some instances, information may be leaked to the press for 
personal reasons, while other information may be disclosed to force 
the government to take action.  One case that has drawn substantial 
media and public attention involved the disclosure of the identity of a 
CIA undercover officer.  In an effort to identify the source, subpoenas 
have been issued to US media figures, and at least one reporter has 
been sentenced to jail for refusing to disclose sources of information.  

Sharing of Intelligence and Law Enforcement Information:  
Different Cultures, Different Rules 
3.23 This panel discussed the impact of the pressure and necessity for 

closer cooperation between intelligence and law enforcement agencies 
that has resulted from the war on terrorism.  It included consideration 
of recent changes in the laws of various countries and how individual 
countries had moved to enhance their efforts to combat terrorism by 
encouraging or requiring greater interaction between their law 
enforcement and intelligence organizations.  Also, there was 
discussion of the possibility of relatively standard rules and 
international laws for sharing of intelligence and law enforcement 
information that crosses borders.  Conceivably, such sharing could be 
regulated globally by the United Nations or other international 
organizations. 

3.24 The panellists in this session were: 

 Hon Loyiso Mhlobo Thando Jafta, Chief Director, Justice, Crime 
Prevention and Security, the Presidency Policy Unit, South Africa; 
and  

 Hon Lajos Ladanyi, MP, Committee on Defence and Security of the 
National Council of the Slovak Republic, Slovakia. 

3.25 In the United States, intelligence and law enforcement agencies were 
required by Congressional and public pressure to share information 
as a result of US counter-narcotics and counter-espionage programs 
during the 1980s and 1990s.  Efforts to increase sharing of information 
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between law enforcement and intelligence agencies became focused 
on counterterrorism activities after the terrorist attacks against the 
United States on September 11, 2001.  Congress passed the USA 
Patriot Act to define new crimes, new penalties, and new procedures 
to use against domestic and international terrorism.  These authorities 
were intended to bring new efficiency to the sharing of intelligence 
and law enforcement information for use against domestic and 
international terrorism.  However, critics argue that these revisions 
erode the distinctions between intelligence and law enforcement 
organizations that were created to protect individual liberties.  

3.26 In the international arena, the United Nations Security Council 
adopted Resolution 1373 to establish steps and strategies to combat 
international terrorism.  The Security Council also established a 
committee to monitor the member states reporting on the resolution, 
and decided that member states should prevent and suppress the 
financing of terrorism, as well as to make criminal the wilful 
provision or collection of funds for such acts.  The Security Council 
also adopted Resolution 1390, the aim of which is to ascertain which 
measures have been taken by UN member states.  It also makes 
provision for a sanctions committee.  

3.27 The countries participating in this conference have responded to 
Resolution 1373, and many adopted measures reiterating their 
support for the international effort to root out terrorism.  The issue for 
discussion was whether standardizing and unifying the effort, 
especially when it comes to sharing of intelligence and law 
enforcement information across borders, is possible.   

Establishing an Intelligence Oversight System: Principles to 
Consider 
3.28 This panel discussed the project of the Intelligence Oversight 

Committee of the Norwegian Parliament, the Geneva Centre for the 
Democratic Control of Armed Forces (DCAF), and the Human Rights 
Centre of the Department of Law at the University of Durham 
entitled, "Making Intelligence Accountable: Executive and Legislative 
Oversight of Intelligence Services in Contemporary Democracies." 
This project is examining the experience of several countries in 
intelligence oversight, and it intends to produce source material for 
legislatures, executive officials, and the public based upon 
comparisons of intelligence oversight practices and policies in 
developing and established democracies.  
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3.29 The panellists in this session were: 

 Dr Loch K Johnson, Professor, University of Georgia, United States; 

 Hon Roman Vavrik, Vice Chair, Committee on Defence and 
Security of the National Council of the Slovak Republic, Slovakia; 

 Mr George B Lotz 11, Assistant to the Secretary of Defense for 
Intelligence Oversight, United States. 

3.30 The proceedings of a two-day international seminar on intelligence 
oversight in Norway in late 2003 are being published by the project as 
"Watching the Spies: Maintaining Accountability over the World's 
Secret Intelligence Agencies."  This publication will explain the range 
of issues that must be dealt with when considering intelligence 
oversight on an international basis and address the criteria that must 
be taken into account by any nation that hopes to place intelligence 
agencies under democratic supervision.  One early conclusion is that a 
system of checks and balances is necessary, rather than making the 
executive the exclusive overseer of a nation's secret agencies. 

3.31 Very recently, the project made available a summary of a paper 
entitled "Making Intelligence Accountable: Legal Standards and Best 
Practices for Oversight of Intelligence Agencies."  The summary states 
that there is a growing international consensus in favour of 
democratic oversight of intelligence organizations, and that this 
requires executive, legislative, and judicial involvement, as well as 
input from civil society groups, think tanks, and research institutes.  
The paper does not provide a "simple blueprint or model law," but 
suggests ways to deal with common issues by proposing democratic 
standards and providing examples of good practices from a variety of 
countries.  There is no "golden rule" or uniform law for democratic 
oversight of intelligence services, but basic principles that may be 
adapted to the unique circumstances and governmental systems of 
each country.  Establishing a system that recognizes these 
considerations in the legal and regulatory framework under which a 
country's intelligence services operate, will help ensure democratic 
control and accountability.  

3.32 The panel, included representatives who have actively participated in 
the project and the international seminar.  It discussed the nature and 
status of the project and enabled the conference participants to 
explore the findings thus far.  
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Intelligence Oversight and the War on Terrorism 
3.33 This panel addressed the laws and regulations governing the 

oversight of intelligence activities, both as they existed before the 
Global War on Terrorism and after September 11, 2001.  It focused on 
whether intelligence oversight laws and regulations have in any way 
enhanced or hindered intelligence collection, reporting, and analysis 
in preventing terrorist activities and prosecuting terrorists, and 
whether changes in oversight practices after September 11, 2001 have 
removed needless obstacles while retaining necessary oversight 
functions. 

3.34 The panellists in this session were: 

 Hon Konstanty Miadowicz, Deputy Chairman, Oversight 
Committee for Intelligence and Security Services, Poland; 

 Hon Michael Mates, MP, Intelligence and Security Committee, 
United Kingdom; and  

 Ms Margaret Swieringa, Secretary, Joint Parliamentary Committee 
on ASIO, ASIS and DSD, Australia. 

3.35 Oversight laws were enacted in the United States in the 1970s and 
1980s to counter and prevent abuses by intelligence personnel and to 
balance the needs for national security and democratic principles. 
Now, the national security threat of international terrorism is alive 
worldwide.  The panel discussed whether these intelligence oversight 
laws and regulations and oversight by legislative, judicial, and 
executive groups were adequate or too restrictive.  After September 
11, 2001, some intelligence organizations asked whether intelligence 
oversight rules and regulations had been suspended in light of the 
attacks.  These rules and regulations, however, are as important to the 
prevention of terrorism as they are to the protection of civil liberties.  
The Global War on Terrorism will be aided, not hampered, by respect 
for core democratic values, including rights to assembly, speech, and 
the exercise of religion; due process, especially the right to confront 
the charges and accusers against oneself in court; and privacy. 

3.36 The panel discussed the approaches adopted by various countries, 
both before and after September 11, 2001, and whether a new regime 
was required since international terrorism is a warlike force 
unchecked by sovereign nations.   
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Intelligence Oversight and the War on Terrorism 

3.37 The following paper was presented by Ms Swieringa to panel six. 

3.38 The impact of terrorism on the oversight process in Australia can be 
seen by comparing the committee’s work before and after 2001.  It 
should be noted, however, that some of the changes that have 
occurred in Australia are coincidental rather than a direct result of 
what happened in America on 11 September 2001. 

A Short History 
3.39 From the formation of the intelligence services in Australia until the 

mid 1980s there was no parliamentary oversight of the services.  In 
this period, the Australian Security Intelligence Organisation (ASIO) 
was publicly known, but the Australian Secret Intelligence Service 
(ASIS) was neither widely known nor acknowledged by the 
government.   

3.40 As a result of public concern at perceived abuses by the agencies 
between 1974 and the mid 1990s a number of commissions of inquiry 
were held: 1974 – the Hope Royal Commission; 1983 – Second Hope 
Royal Commission; 1995 – Samuels and Codd inquiries.  The outcome 
was an increasing level of legislative control and parliamentary and 
other oversight.  ASIO was placed on a legislative footing in 1979 (the 
ASIO Act, 1979).  The government acknowledged the existence of 
ASIS but declined, at that time, to place the organisation on a 
legislative basis.  

3.41 After the 1983 Hope Royal Commission, the office of the Inspector 
General of Intelligence and Security was established (1986).  Its role 
was to supervise the operations of the services.  In addition, under the 
1979 ASIO Act, a parliamentary committee, the Parliamentary Joint 
Committee on ASIO was established.  It was first appointed in 1988.  
Its oversight was limited to one of the collection agencies only; it 
excluded operationally sensitive matters; and its work was not known 
widely.  In its 13 years of operation, it published 5 reports. 

3.42 The Samuels and Codd inquiries in 1995 led to a new Act, the 
Intelligence Services Act 2001, and a further extension of the powers of 
the committee to include ASIS and the Defence Signals Directorate 
(DSD). 

3.43 In the last three years, the work of the new committee, the 
Parliamentary Joint Committee on ASIO, ASIS and DSD, reflects the 



WASHINGTON CONFERENCE 3-5 OCTOBER 2004  25

 

expanded role and increased intensity of an oversight committee in an 
age of terrorism.  Six reports have been tabled in the three years of 
this parliament.  Not only has the Committee increased powers and 
functions, but these are continuing to expand.  There has been an 
exponential rise in public awareness of and interest in the work of the 
committee and, with that, an increase in the perennial tension 
between security and disclosure. 

3.44 Three reports of the committee are illustrative of this changing role. 

The ASIO Legislation Amendment (Terrorism) Bill 2002. 
3.45 This bill was a counter-terrorism measure and a direct result of the 

terrorist attacks in 2001.  It sought to strengthen ASIO’s powers and 
was similar to legislation in other countries.  However, the original 
bill introduced into the Australian Parliament in March 2002 was 
severe.  Its provisions included: 

 open ended detention of terrorist suspects;  

 detainees could be held incommunicado;  

 no right to legal representation;  

 refusal of the right to silence;  

 no protection against self incrimination;  

 children as young as ten could be detained under these 
arrangements and could be strip searched; and  

 there were no protocols for detention practices. 

3.46 The committee’s inquiry attracted 150 submissions, almost all critical.  
The committee made 15 recommendations – including giving a role in 
the detention process to the Inspector-General, raising the age of 
detention to 18, providing a panel of cleared lawyers for detainees, 
limiting the period of detention to 7 days and inserting a sunset clause 
for review of the legislation after three years.  Of these 
recommendations, the government accepted 9 in part or in whole, 
although it left out some of the most serious matters in the 
reintroduced bill.  When the amended bill reached the Senate, it 
conducted a further inquiry (with over 400 submissions) and came to 
similar conclusions and recommendations as the ASIO ASIS and DSD 
Committee.  The government in the lower House refused the Senate 
amendments and chose to set the Bill aside.  It was finally passed, 
much in the form recommended by the committee, in March 2003 (the 
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age of children able to be questioned or detained was set at 16).  This 
outcome is a good illustration of the constructive work of the 
committee, the importance of bringing a community perspective into 
the consideration of anti-terrorist matters and an achievement in 
balance between security and civil liberties and human rights.  

3.47 Anti-terrorist legislation has become a major feature of the war on 
terrorism and its consideration is a significant part of the committee’s 
work.  The committee has also considered a piece of legislation 
affecting ASIS (the Intelligence Services Amendment Bill 2003) and 
there are six other bills in the pipeline, either new bills or 
amendments or reconsideration of existing legislation.  For example 
the ASIO Act will need to be reviewed in 2005 prior to the operation 
of the sunset clause. 

Intelligence on Iraq’s Weapons of Mass Destruction 
3.48 This was a reference to the committee from the Senate, received on 18 

June 2003.  The Senate asked the committee to examine the nature, 
accuracy and independence of the pre-war intelligence on Iraq’s 
WMD and the accuracy and completeness of the presentation of the 
intelligence by the Australian Government.  The inquiry occurred 
following a highly charged atmosphere of public opposition to the 
war and, therefore, there was intense public interest in the inquiry.   

3.49 The inquiry raised issues of intelligence sharing arrangements and the 
capacity of the oversight committee to scrutinise intelligence, largely 
gained from overseas intelligence partners.  How good was the 
intelligence and how timely was the provision of it to allies making 
decisions to go to war? 

3.50 A further interesting factor in the committee’s findings was that, 
despite 97% of the intelligence on Iraq coming from partner agencies, 
the assessments of the Australian agencies, particularly the Defence 
Intelligence Organisation (DIO), were more accurate to the real 
conditions on the ground discovered after the invasion. 

Review of Terrorist Listings 
3.51 This year the government gave an additional function to the 

committee – to review the Attorney-General’s decision to list 
organisations as terrorist organisations under the Criminal Code Act 
1995.  The Act, as amended in 2004, allows the Attorney-General to 
list an organisation as a terrorist organisation by regulation and the 



WASHINGTON CONFERENCE 3-5 OCTOBER 2004  27

 

committee may then review the listing in the 15 sitting days following 
the making of the regulation.  The consequences of a listing are 
serious, attracting a possible 25 years in gaol.  The history of this 
process is in itself an interesting study in the concerns over anti-
terrorist legislation.  It is outlined in detail in the committee’s first 
report, Review of the Listing of the Palestinian Islamic Jihad at 
www.aph.gov.au/house/committee/pjcaad/pij/report.htm. 

3.52 The committee was confronted with a review process that was to be 
conducted in a very short time frame – 15 sitting days.  The first 
listing was received on 3 May 2004.  In its first review, the committee 
established principles for such reviews.  They reflected normal 
parliamentary practices 

3.53 Further consideration was given to the criteria upon which terrorist 
listings might be decided.  The Attorney-General himself had defined 
the need for the listing process as being whether the organisation 
fitted the definition of a terrorist organisation and whether there were 
links to Australia.  He believed that the protection of Australia’s 
interests was a primary factor in his decision making.  The committee 
accepted and agreed with this. 

3.54 In its review of the first terrorist listing under the Act, the committee 
attempted to set out a rationale for the future consideration of such 
listings.  This view seeks to be consistent with the security needs of 
the fight against terrorism, but also recognises the importance of 
addressing the underlying causes of terrorism and the complex 
foreign policy issues that surround political violence.  In its 
conclusions on the review of the PIJ, the committee argued: 

It is clear from the supporting statement that the Palestinian 
Islamic Jihad has used deadly violence in pursuit of its 
objectives and it has targeted civilians.  It fits within the 
definitions of a terrorist organisation under the Act.  It is the 
Committee’s firm view that political violence is not an 
acceptable means of achieving a political end in a democracy.   

However, the Committee would also note there are 
circumstances where groups are involved in armed conflict 
and where their activities are confined to that armed conflict, 
when designations of terrorism might not be the most 
applicable or useful way of approaching the problem.  Under 
these circumstances - within an armed conflict - the targeting 
of civilians should be condemned, and strongly condemned, 
as violations of the Law of Armed Conflict and the Geneva 
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Conventions.  The distinction is important.  All parties to an 
armed conflict are subject to this stricture.  Moreover, these 
circumstances usually denote the breakdown of democratic 
processes and, with that, the impossibility of settling 
grievances by democratic means.  Armed conflicts must be 
settled by peace processes.  To this end, the banning of 
organisations by and in third countries may not be useful, 
unless financial and/or personnel support, which will 
prolong the conflict, is being provided from the third country.  
ASIO acknowledged this point to the Committee: 

[When] there is a peace process, …you can unintentionally 
make things worse if you do not think through the 
implications of the listing. 

The Committee would therefore reiterate its view, expressed 
above, that the immediate and threatening aspects of a 
particular entity, its transnational nature and the perceived 
threats to Australia or involvement of Australians should be 
given particular weight when considering a listing.  This does 
not appear to have occurred in this listing. 

Nevertheless, the Committee does not object to this listing.  
However, it would like to see a more considered process in 
any future regulations.  Given the serious consequences 
attached to listing, it should not be taken lightly. 

3.55 Finally, in an age of terrorism, the oversight committee must achieve 
a delicate balance.  It must create a feeling of trust between the 
agencies and the committee that substantial areas of national security 
will not be compromised.  Its work must be sufficiently public to 
inspire public confidence in its oversight role.  It can’t afford to be too 
close to the agencies – to become part of an exclusive club.  Inquiries 
should be thorough and probing; criticism should be fair, modulated 
and constructive.   

3.56 This conference is an extremely important one which allows a variety 
of oversight agencies from a number of countries to share methods 
and to discuss problems in an area that is particularly complicated, 
the oversight of essentially secret organisations.  The expansion of the 
membership of the conference in the last few years is testament to its 
value and to the difficulties oversight bodies are experiencing in the 
post September 11 world.   



 

4 
Issues 

Structure and powers of the oversight committee 

4.1 As intelligence issues have become more prominent in Government 
decision making, intelligence agencies have expanded and 
expenditure has risen, the work of the scrutiny committee has grown.  
The report of the inquiry into Australian intelligence agencies 
conducted by Philip Flood recommended that the mandate of the 
Parliamentary Joint Committee on ASIO, ASIS and DSD be extended 
to all of Australia’s intelligence agencies – that is, it should cover 
ONA, DIO and DIGO on the same basis as it now covers ASIO, ASIS 
and DSD.  The intention is to provide comprehensive parliamentary 
oversight of the administration and expenditure of all intelligence 
agencies, including the processes by which ONA and DIO arrive at 
their assessments. 

4.2 The Committee supported the recommendations of the Flood report.  
Their own deliberations on the report and the experience of the first 
Parliament of operations for the Committee led members to write to 
the Prime Minister suggesting additional changes to the Intelligence 
Services Act as it affected the work and structure of the Committee.  
Specifically, the members noted that Mr Flood’s recommendation, if 
agreed to, would further increase the work of the Committee.  
Therefore, in order to maintain effective scrutiny of this larger group 
of agencies and continue with the heavy program of legislative 
review, the Committee recommended the following changes be made 
to the Intelligence Services Act 2001: 
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 Changes to the size of the Committee 
The rising significance of intelligence and security issues, the level 
of activity of the Committee and the pressure of work that this has 
generated suggest that the Committee should be expanded in size.  
The Members of the Committee are cognizant of the need to 
preserve the Committee as a manageable and cohesive group; 
however, they believe that a committee of nine would remain 
workable - five Members of the House and four Senators, with a 
government majority preserved by the odd numbers from the 
House. 

 Position of a Deputy Chair 
There is no deputy chair specified in the Act.  This position can be 
very useful especially if there are to be negotiations on particular 
matters that are on occasions delegated by the Committee to 
representatives from both ‘sides’.  Especially if the Committee is 
expanded, a position of deputy chair should be inserted. 

 Changes to the name of the Committee 
If the inclusion of ONA, DIO and DIGO is agreed, the name would 
need to be altered to reflect its broader coverage.  The Committee 
suggests the name be changed to the Joint Parliamentary 
Committee on Intelligence. 

 Changes to the powers of the Committee 
The intention of the Act has been to restrict the Committee to an 
oversight of administration and expenditure by the collection 
agencies and that any operational matters be dealt with by the 
Inspector General of Intelligence and Security.  Nevertheless, to 
carry out the oversight as currently specified, Members believe that 
it is necessary for the Committee to be given access to the classified 
annual reports of each of the agencies.  It is not possible to 
comprehend fully the administration or expenditure of the 
agencies without full access to the annual reports.  Staff in the 
secretariat are cleared to the level of an ASIS officer, so there 
should be no inhibition on the grounds of appropriate clearances.  
A number of non-statutory changes to the procedures and 
equipment necessary for the proper handling and storage of 
classified documents have already been put to the responsible 
ministers. 

 The definition within the Act of matters upon which ministers 
might seek exclusion of material from committee reports should be 
tightened.  The general principle appears to be operationally 
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sensitive matters and national security grounds.  This is quite 
acceptable to the Committee.  However, Clause 7, Schedule 1 of the 
Act, which deals with restrictions on disclosures to parliament, 
broadens the definition to include matters such as ‘the conduct of 
Australia’s foreign relations’.  A similar area of ‘concern’ was the 
subject of long-running disputes over the reporting by the Joint 
Committee on Foreign Affairs and Defence between 1951 and 1973.  
During this time, the Committee could not report publicly to 
Parliament without the permission of the Minister for Foreign 
Affairs on the grounds that matters of foreign affairs were too 
sensitive and the Committee’s reports might have an adverse effect 
on Australia’s foreign relations.  Since 1973 when this restriction 
was lifted, the Committee has tabled dozens of reports, often on 
highly sensitive matters, without detriment to our foreign relations.  
Such a restriction should not be placed on this Committee.   

 Provision to establish sub-Committees 
In view of the increased workload of the Committee, consideration 
should also be given to amendments to provide for the possible 
establishment of a sub-committee or sub-committees along the 
lines of Section 9 of the Public Accounts and Audit Committee Act 
1951 and Section 10 of the Public Works Committee Act 1969 which 
empower those Committees to establish “Sectional Committees” 
(in effect sub-committees).   

4.3 Amendments to the Intelligence Services Act to reflect these 
recommendations are anticipated in the Budget session of Parliament.  

Reviews of administration and expenditure 

4.4 The volume of work both for the Committee and the agencies in 
reviewing administration and expenditure has been considerable.  It 
was the Committee’s view in the last parliament that a major, 
comprehensive review should be conducted only every second or 
third year and that in the intervening years there should be a more 
targeted review examining a specific area of administration or 
expenditure identified in the larger inquiry.  This was the process 
adopted in the last Parliament and it led to the examination of agency 
security measures in 2003. 

4.5 With six agencies to review this procedure will be even more 
important. 
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Security matters and public reporting 

4.6 A continuing challenge for the members of the Committee has been 
the practical question of the handling of classified information 
supplied to the Committee.  Throughout the last Parliament, as the 
work load of the Committee increased, the volume of classified paper 
handled by members increased.  Members have revised their 
protocols for the handling and storing of documents and the 
departments of the House of Representatives and the Senate have 
been involved in the provision of the necessary equipment.  ASIO has 
provided advice to both the members and the staff of the Committee.  
This has been valuable; it is much appreciated.  Assessments of the 
security needs of the Committee are continuing. 

4.7 The Intelligence Services Act outlines some processes for the 
Committee to ensure the security of sensitive information affecting 
national security.  Most importantly, reports of the Committee are not 
tabled until they have been checked by the Agencies to ensure that no 
matters of national security are revealed. (Schedule 1, clause 7 (1) (2) 
(3) and (4)).  The Committee believes this is an important safeguard 
for itself, the agencies and the country.  Throughout the last 
Parliament, there was a continuous dialogue between the agencies 
and the Committee on matters contained in the Committee’s reports.  
The agencies raised few matters of national security in this clearance 
process and the Committee objected to none of the requests made to 
it.  Some requests for deletion of a non-national security nature were 
also made and they were given generous consideration.   

4.8 However, as flagged in the last review of administration and 
expenditure, the Committee has sought some tightening of the 
definition in the Act of matters to be excluded from public reports of 
the committee (See paragraph 4.2, dot point 5).  The Committee may 
also seek to review the public reporting by the agencies at some time 
in the future (See recommendation 9 of the March 2005 Review of 
Administration and Expenditure). There do appear to be some 
anomalies in the interpretation of ‘national security’ and clearly 
defined levels of disclosure are matters central to any oversight 
committee and to public confidence in the work of the Committee and 
the agencies.  

4.9 In the first (Annual Report 2001-2002) and last review of 
administration and expenditure (Review of Administration and 
Expenditure for ASIO, ASIS and DSD, 2005) the Committee 
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recommended that DSD provide separate financial statements.  This 
recommendation was rejected after the first review, but reiterated this 
year.  With the Department of Defence moving to accrual accounting, 
the difficulty of separating the DSD accounts should be addressed 
and separate reporting made easier.  The Committee looks forward to 
the Government’s response to this recommendations in the review 
tabled in March 2005. 

Support for the Committee 

4.10 Staffing of the secretariat for this Committee is complicated by the 
need (Schedule 1, clause 21) for high level clearances for members of 
the secretariat.  This is a time consuming process and makes staff 
changes difficult, especially at a time when the demand for clearances 
within the intelligence agencies is rapidly expanding along with the 
expansion of the agencies themselves.  Clearances for members of the 
Hansard staff and the foreshadowed need for clearances for 
designated staff within members’ offices have added to the 
complexity of running the Committee.  There has also been 
considerable effort made by the Serjeant’s Office in House of 
Representatives and the Black Rod’s Office in the Senate to 
accommodate the security needs of the Committee as its work has 
developed.  The Committee therefore is grateful to all the staff of the 
Parliament who contribute to its efficient operation.  

4.11 The Chairman thanks the members of the Committee for their time 
and their cooperative approach to the Committee’s work over the past 
year. 

 

 

 
Senator Alan Ferguson 
Acting Chair 
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A 
Committee meetings and hearings for the 
year ending 31 May 2005 

Type Location Date 

Private meeting Canberra 3 June 2004 
Private meeting Canberra 17 June 2004 
Inspection: ASIO Canberra 21 June 2004 
Private meeting Canberra 24 June 2004 
Private Briefing: US Senate Select Committee on 
Intelligence 

Canberra 30 June 2005 

Inspection Pine Gap 21 July 2004 
Private meeting Canberra 5 August 2004 
Private meeting/briefing: US Senator Richard Shelby 
and Congressman Robert Cramer, accompanied by 
the Ambassador of the United States, HE Mr J. 
Thomas Schieffer. 

Canberra 11 August 2004 

Private meeting/briefing: Interim Committee on 
National Security of the Canadian Parliament. 

Canberra 12 August 2004 

Private briefing: UK Intelligence and Security 
Committee 

Canberra 27 September 2004 

Private meeting: Inaugural meeting 41st Parliament  Canberra 9 December 2004 
Private hearing: Six terrorist listings Canberra 1 February 2005 
Private meeting/briefing: Inspector General of 
Intelligence and Security, Mr Carnell 

Canberra 10 February 2005 

Private meeting Canberra 7 March 2005 
Private meeting Canberra 17 March 2005 
Private hearing: Listing of Al Zarqawi Network and 
Relisting of seven terrorist organisations 

Canberra 2 May 2005 

Private meeting  Canberra 12 May 2005 
Private hearing: ASIO Act review Canberra 19 May 2005 
Private hearing: ASIO Act review Canberra 20 May 2005 
TOTAL  19 
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B 
Committee reports and inquiries 

Reports tabled: 

 Review of the listing of the Palestinian Islamic Jihad, tabled 16 June 
2004 

 Review of the listing of six terrorist organisations, tabled 7 March 
2005 
The listings are as follows: 
⇒ Review of listing of the Abu Sayyaf Group as a Terrorist 

Organisation under the Criminal Code Act 1995 
⇒ Review of listing of the Armed Islamic Group as a Terrorist 

Organisation under the Criminal Code 1995 
⇒ Review of listing of the Jamiat ul-Ansar (JuA) as a Terrorist 

Organisation under the Criminal Code Act 1995 
⇒ Review of listing of the Salafist Group for Call and Combat as a 

Terrorist Organisation under the Criminal Code Act 1995 
⇒ Review of listing of Al Qa'ida as a Terrorist Organisation under 

the Criminal Code Act 1995 
⇒ Review of listing of Jemaah Islamiyah (JI) as a Terrorist 

Organisation under the Criminal Code Act 1995 

 Review of administration and expenditure, Number 3, tabled 15 
March 2005 
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Current Inquiries: 

 Review of Division 3 Part III of the ASIO Act 1979  
Under Part 4 Section 29 (bb)(i)(ii) and (c) of the Intelligence Services 
Act 2001  

 Review of the listing of seven terrorist organisations  
The listings are as follows:  
⇒ Review of the listing of the Egyptian Islamic Jihad as a Terrorist 

Organisation under the Criminal Code Act 1995 
⇒ Review of the listing of the Lashkar-e Jhangvi (LeJ) as a Terrorist 

Organisation under the Criminal Code Act 1995 
⇒ Review of the listing of the Islamic Movement of Uzbekistan as a 

Terrorist Organisation under the Criminal Code Act 1995 
⇒ Review of the listing of the Jaish-e-Mohammad as a Terrorist 

Organisation under the Criminal Code Act 1995 
⇒ Review of the listing of Asbat al-Ansar as a Terrorist 

Organisation under the Criminal Code Act 1995 
⇒ Review of the listing of Ansar al-Islam as a Terrorist 

Organisation under the Criminal Code Act 1995 
⇒ Review of the listing of Islamic Army of Aden as a Terrorist 

Organisation under the Criminal Code Act 1995 

 Review of the listing of Tanzim Qa'idat al-Jihad fi Bilad al-Rafidayn 
(the al-Zarqawi network) as a Terrorist Organisation under the 
Criminal Code Act 1995  

 


