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CHAPTER 3

THE CONSISTENCY OF RIGHT OF ENTRY PROVISIONS

Introduction

3.1 This Chapter examines the consistency of entry and search provisions in Commonwealth legislation. Before moving to a more detailed examination of these provisions, a number of preliminary points should be made. First, to comprehensively set out all search and entry provisions in Commonwealth legislation is beyond the resources of the Committee, which has drawn on information provided by the Commonwealth Ombudsman, the Acting Privacy Commissioner and the Commonwealth Attorney-General’s Department in preparing the material in this Chapter. The Committee wishes to thank those organisations for this information.

3.2 Secondly, it should be noted that, in addition to Commonwealth provisions, there are numerous search and entry provisions in State and Territory legislation. Among other things, these provisions authorise:

· police in the ACT who reasonably suspect that a hawker is breaching the hawkers legislation to, without a warrant, “examine and search the person, pack or vehicle” of the hawker;

· a Departmental inspector or member of the Victorian police to enter and search “at any time of the day or night … any place whatsoever at which there is good cause to suspect that stolen cattle have been slaughtered or are intended to be slaughtered”;

· a police officer or ranger in Tasmania to enter, at all reasonable times, without warrant, “any premises, conveyance or container” and search for documents or records “relating to trade in wildlife or other wildlife matters” or that appear to indicate that an offence has been committed;
 and

· an authorised police officer in Queensland who reasonably suspects the commission of an offence against the second-hand dealers legislation to demand, “at any time by day or night” entry into “a dealer’s premises or location where the business of a dealer is carried on and if admittance is refused or unreasonably delayed may use such force as is necessary to enter those premises or location”.

3.3 Given that the Committee’s terms of reference are restricted to Commonwealth legislation, the consistency of related State and Territory provisions are beyond the scope of this inquiry, although the principles in this Report should apply to all legislation, Commonwealth or not. It is highly desirable that high and common standards of civil life and liberty apply throughout Australia.

3.4 Thirdly, the inclusion of search and entry provisions in any particular Commonwealth Act may raise an issue of policy – for example, it may be thought unnecessary that a particular Department or agency should have the right to exercise a right of entry. In accordance with its normal practice, the Committee does not propose to look at such policy considerations in relation to individual agencies in this Report.

The need for consistency

3.5 As noted in Chapter 1 of this Report, it is important that entry and search provisions should be as consistent as practicable across all agencies which exercise those powers. Greater consistency means that both officials and members of the public have some consistent expectation of what might happen during an entry and search.
 Consistency here refers to consistency in the effect and application of provisions rather than merely consistency in their wording.

3.6 The need for consistency is, therefore, an issue for occupiers, who may otherwise find themselves subject to different procedures and obligations depending on the agency or the government which happens to be exercising its powers. It is similarly an issue for agencies exercising those powers as they may find themselves administering, and training staff in the administration of, quite different provisions. Noting that the ASIC had recently been given an extended range of functions and responsibilities under a number of different Acts, and exercised differing entry powers under some of those Acts, Mr Joseph Longo observed:

[I]t makes sense that, in the day-to-day information gathering and enforcement and regulatory work that goes on, there is a single set of powers to operate from. So harmonisation is important, just from the point of view of efficiency and good administration. I think that is a worthy goal in itself …

3.7 It should also be emphasised that consistency here means consistency with fundamental principles rather than with long-standing precedents. The long established existence of a power of entry in a particular form which does not conform with fundamental principles cannot be used to justify its continued use or extended use.

When inconsistency is justified

3.8 While consistency is a guiding principle, it should not be seen as absolute. There will obviously be occasions when a particular entry provision need not conform with the standard approach in every respect. For example, the general access power exercised by the ATO does not include a power of seizure, as this is not required by officers who are checking on the calculation of taxable income. However, the access power exercisable by the ATO under the sales tax law does include such a power as officers need to take goods to be analysed, tested and classified. Different powers are required because different functions are being performed.

3.9 Similarly, the ATO’s access powers under the child support legislation are exercisable only against employers. For the purposes of that Act, there is no need to have access to people’s homes or businesses, but only to the employment records of employers to ensure that they were withholding the relevant amount of child support on behalf of custodial parents.

Model provisions

Model search warrant provision

3.10 Evidence to the Committee suggested that Commonwealth search warrant provisions operated reasonably consistently.
 As noted in Chapter 1, the Attorney-General’s Department and the Office of Parliamentary Counsel examine proposed entry provisions against a set of Guidelines which have now been incorporated in Drafting Direction No 2 of 1999. This has led to the development of de facto model provisions which are used to assist in the drafting of new provisions.

3.11 The Attorney-General’s Department told the Committee that the preferred model for search warrant provisions is Part 1AA of the Crimes Act 1914, subject to the proviso that not all of the powers and restrictions in Part 1AA may be appropriate where search warrants are enforced by officers other than police.

3.12 The characteristics of the preferred model for search warrant provisions are: 

· where persons other than police officers are authorised to execute a search warrant, the power to issue the warrant should only be conferred on a magistrate;

· the officers empowered to apply for the warrant should be the same officers who may execute it;

· the warrant must show on its face that the magistrate was satisfied by information on oath that there were reasonable grounds to suspect that, in the premises named in the warrant, there were the things described in the warrant which would afford evidence of a Commonwealth offence identified in the warrant;

· the ‘things’ to be searched for need not be itemised or specifically described, but the thing or class of thing must be delimited with reasonable certainty;

· the powers that may be exercised (including any power of seizure) should be set out in the warrant provision and in the warrant itself – documents to which legal profession privilege applies are not subject to seizure; and

· there should be an upper limit of 60 days on the retention of seized items, subject to extension in appropriate cases – a longer period may be acceptable if a clear need can be demonstrated (eg a retention period of 180 days was accepted in the case of the Customs Amendment Bill 1998 (No 3)).

3.13 The AFP told the Committee that, in addition to the model search warrant provisions in Part 1AA of the Crimes Act, it also regularly used:

· the four search warrant provisions in the Proceeds of Crime Act 1987;

· section 22 of the National Crime Authority Act 1984, which enabled a member of the NCA to apply for a warrant to search for things relevant to an NCA special investigation;

· sections 14 and 31 of the Extradition Act 1988, which enabled a magistrate to issue a search warrant when a provisional arrest warrant had been issued in Australia or an extradition request had been received; and

· section 38C of the Mutual Assistance in Criminal Matters Act 1987, which provides for search warrants to obtain evidence at the request of a foreign country.

3.14 However, it observed that more than 50 other Commonwealth Acts also contained search warrant provisions:

Many of these provisions are dissimilar in terms to the Part 1AA search warrant provision in the Act. In the second reading speech given at the time the new Part 1AA was debated it was noted that existing laws were to be carefully examined and brought into line with the provisions proposed in [the] bill. It [was] intended to ensure that other officers, particularly those not subject to the training, discipline and accountability of members of a police force, have no greater powers than police. Until that review [was] completed, those laws which relate to the investigation of specific offences against Commonwealth laws such as customs, quarantine and fisheries offences [were to] continue to operate for police and inspectors appointed under those acts.”

Since the new Part 1AA has been enacted the review of existing laws has been ongoing, with some specific search and seizure laws now changed to reflect the approach established in the new Part.

3.15 Part 1AA was included in the Crimes Act in 1994. It would greatly aid consistency in this area of the law if the continuing review of search warrant provisions in other legislation were now to be finalised.

Model monitoring warrant provision

3.16 The Attorney-General’s Department told the Committee that the preferred model for monitoring warrant provisions has traditionally been Part 3 of the Imported Food Control Act 1992. However, Part 8 of the ACIS Administration Bill 1999, which was more clearly structured and did not contain some of the minor anomalies of the other provision may now become the preferred precedent.

3.17 The characteristics of the preferred model for monitoring warrant provisions are: 

· only a magistrate should be empowered to issue a monitoring warrant;

· the magistrate should be empowered to issue a monitoring warrant where he or she is satisfied that it is reasonably necessary for an authorised officer to have access to the premises to monitor compliance with the relevant legislation;

· monitoring warrant provisions should only allow entry to premises where the justification for monitoring is demonstrable;

· the powers exercisable under a monitoring warrant may include the power to enter premises and to search for relevant records – additional powers should be limited to those for which there is a demonstrable need in the interests of effective monitoring;

· the power to enter vehicles, vessels or aircraft should be subject to the same grounds as powers to enter premises; and

· the power to seize evidence of an offence found in the course of executing a monitoring warrant should only be available where an inspector or authorised officer has reasonable grounds to believe that the evidence would be lost, destroyed or tampered with by the time a search warrant was obtained.

3.18 The Acting Privacy Commissioner has examined the more significant entry and search provisions in Commonwealth legislation, categorised them by reference to their general purpose, and analysed their consistency within each of these categories. The following paragraphs draw on this analysis.

Legislation for revenue collection

3.19 Entry powers in this broad area are generally exercisable by officers administering taxation and customs law. The Acting Privacy Commissioner observed that “the safeguards attaching to the exercise of the powers vary significantly”.
 He drew particular attention to the various provisions conferring power on the Commissioner for Taxation, instancing section 263 of the Income Tax Assessment Act 1936, and concluded:

Such provisions concern me, in that they do not contain a similar level of privacy protection as those requiring consent or a warrant. The protection of public revenue is vitally important to the national polity and civic life. So too, however, is the protection of the individual’s right to privacy.

3.20 The entry powers of the Australian Taxation Office (ATO) are considered further at para 3.36.

3.21 With regard to powers under customs law, the Australian Customs Service (ACS) told the Committee that it now recognised that, prior to 1995, its powers had “lacked appropriate safeguards” in the discretions given to Customs officers. Following an extensive review, its powers were amended in 1995 to make them consistent with other search warrant provisions in Commonwealth law such as those arising under the Crimes Act 1914:

Distinctions which might have been made at one time to justify separate standards in legislation for Customs Warrants cannot now be made. It is now generally accepted that Customs Warrants ought to be consistent with those issuable to police authorities under the criminal law and involve application and consideration by a judicial officer.

3.22 While the Acting Privacy Commission did not examine all Regulations dealing with access to property and revenue collection, those that were examined “all dealt with formal or incidental matters, rather than conferring powers”.

Legislation covering revenue disbursement

3.23 Typically these powers permit entry to registered premises or non-residential premises on which articles are stored in respect of which bounty had been claimed or was likely to be claimable. The only explicit restriction on the exercise of these entry powers was that entry must occur at reasonable times. Some provisions specified that an authorised person might only enter with consent or, in certain circumstances related to the purposes of the Act, with a warrant issued by a Justice of the Peace.

Conservation and environmental legislation

3.24 Most of the provisions in this category appeared to be “consistent, fair and to offer adequate protection of privacy rights”.
 Most of the powers (which included powers to enter not only land and buildings but also ships and aircraft) required consent or a warrant issued by a magistrate or a justice of the peace. Moreover, the Acting Privacy Commissioner concluded that “it is unlikely that issues of personal privacy would arise in this area unless documents containing personal information were to be seized”.

Social benefit and welfare legislation

3.25 It was suggested that “most of these provisions are unexceptional – they require consent or a warrant before entry”.
 However, section 91.1 of the Aged Care Act 1997 gave an ‘authorised officer’ power to enter premises to monitor compliance with the occupier’s consent. However section 91.1(4) provides that an approved provider who does not consent to an entry, or who withdraws their consent, may not be complying with their statutory responsibility to co-operate. Failure to comply with that statutory responsibility might result in a sanction being imposed on the occupier.

3.26 The Acting Privacy Commissioner notes that the objects of this Act are to promote high quality care and accommodation for, and to protect the health and well-being of, recipients of aged care services. Thus, there may be arguments which justify the compulsory inspection of premises. However, for reasons of fairness, “a more transparent process would be preferable”.

Legislation for public health and safety

3.27 The powers in this category were conferred for a variety of reasons, from monitoring air safety to preventing medical fraud and overservicing. Most of the provisions are consistent with the guidelines “in that they require the consent of the occupier or a warrant prior to entry” and “where this standard is not met, it is generally for well justified public interest reasons, to prevent imminent threats to life, health or safety” (eg Space Activities Act 1999 s 99; Road Transport Reform (Dangerous Goods) Act 1995 ss 18, 20 and 32).
 Where particularly sensitive material in involved (for example, medical records), “suitable provisions apply”.

3.28 However, concern was expressed that a number of Regulations in this area grant powers of entry (for example, Navigation (Marine Casualty) Regulations (No 257 of 1990), regs 12, 26.

Occupational and commercial legislation

3.29 Powers of entry under the legislation in this category are exercisable for a diverse range of purposes, from the assessment and collection of levies, to monitoring compliance with workplace agreements. It is suggested that “most of the provisions contain appropriate safeguards, with a requirement for consent or a warrant”.
 A number of provisions are said to draw a distinction between premises registered under legislative instruments and other premises, with a right of entry without consent to the former, provided the premises are not residential. It is also suggested that this is a category in which issues of personal privacy are unlikely to arise, unless items containing personal information are seized.

3.30 In at least one instance, powers of entry are contained in Regulations rather than in primary legislation.

Law enforcement

3.31 Most of the provisions in this category are also said to be “reasonable and necessary” requiring consent or a warrant except in emergency situations.
 Provisions which do not conform include:

· sections 25 and 27 of the Australian Security Intelligence Organization Act 1979, where warrants are issued not by a court but by the Minister on receipt of a request from the Director-General; and

· section 27E of the Financial Transaction Reports Act 1988, where a written access notice may be given to a cash dealer or other defined recipient by the Director.

3.32 In each case, the Acting Privacy Commissioner observes that, while certain limits and safeguards apply “it is a matter of some concern that no judicial oversight applies”.

Defence and national security

3.33 It is suggested that all of the provisions in this category “contain appropriate safeguards and appear consistent and fair”.

Miscellaneous legislation
3.34 It is suggested that, with one or two exceptions, most of the provisions in this category are also “reasonable and consistent”.
 Concerns are expressed about:

· section 251 of the Migration Act 1958, which provides very broad powers of search and entry of premises with few, if any, safeguards; and

· section 14 of the Ombudsman Act 1976 and section 155 of the Trade Practices Act 1974, which both provide broad information-gathering powers, whereas section 68 of the Privacy Act 1988 requires consent or a warrant before officers of the Office of the Privacy Commissioner can enter or search premises.

Issues of inconsistency

3.35 The Acting Privacy Commissioner concludes that “most statutory provisions granting powers of search and entry appear to be fair and consistent”.
 However, there are areas of concern. These areas are addressed below.

Powers of the Australian Taxation Office

3.36 Concern about the apparently anomalous nature of the provisions administered by the ATO was expressed by the Acting Privacy Commissioner, the Attorney-General’s Department and Liberty Victoria.

3.37 The ‘model’ ATO access provision is section 263 of the Income Tax Assessment Act 1936. This section provides, in part, that the Commissioner of Taxation, or any authorised officer, “shall at all times have full and free access to all buildings, places, books, documents and other papers for any of the purposes of this Act, and for that purpose may make extracts from or copies of any such books, documents or papers”. The other access provisions administered by the ATO
 are generally similar to this provision, although there are differences that reflect “the different natures of the Acts and changes in drafting style and language”.

3.38 Notably, the ATO’s general entry provisions are not conditional on obtaining any prior independent authorisation from a judge or magistrate. While the power is expressed widely, the ATO told the Committee that it is, in practice, subject to a series of explanatory documents, internal controls, review mechanisms and claims for legal professional privilege. These are discussed in more detail in Chapter 4.

3.39 Section 263 was reviewed by the Joint Committee of Public Accounts in 1993. Commenting on the “exceptional powers of access” afforded by that section, that Committee took the view that there was no identifiable reason why the ATO should have a status greater than any other enforcement body:

While administrative practice may act as a check on unwarranted access to personal property, it does not provide any form of guarantee. The Committee considered it is therefore necessary to impose upon the ATO the same limitations on access as apply to other arms of government.

3.40 Therefore, the Public Accounts Committee recommended that section 263 should be amended to require the ATO to show just cause before being granted a warrant by an appropriate judicial officer to access or enter the private property of a taxpayer without permission. Just cause might be shown by evidence of reasonable attempts by the ATO to gain information voluntarily, or by the ATO demonstrating that there were reasonable grounds for believing the revenue of the Commonwealth would be at risk if access were not obtained immediately.

3.41 The then Privacy Commissioner strongly supported this view.

3.42 The then government did not support the recommendation.

3.43 In response to these concerns, the ATO stated that the variation in the powers it held compared to those held by other authorities was justified because their purposes differed. Moreover, there were practical reasons for not requiring judicial oversight of the power. Specifically, the ATO said:

· in excess of 280,000 access visits occurred each year – it would be impractical to require it to get a warrant on each such occasion;
 

· access powers are provided to support the self-assessment system, under which taxpayers are required to lodge minimal information with their tax return, but are required to keep that information should access be sought to verify the truth of statements made in the return; and

· requiring it to obtain a warrant would change what was currently an approach based on co-operation to an adversarial approach – the purpose for which it used these powers was not a criminal enforcement purpose, but to determine taxable income.

Conclusions

3.44 The Committee considers that the ATO’s powers are anomalous and not in keeping with the principles set out in this Report. Notwithstanding the procedural limitations which the ATO has imposed on itself, it is a matter of concern that there is no independent oversight of the use of a power which is expressed in such broad terms. There is no way in which the Parliament, or the public, can determine whether the ATO’s access system is operating fairly.

Powers of the Department of Immigration and Multicultural Affairs

3.45 Concern about the apparently anomalous powers exercisable by the Department of Immigration and Multicultural Affairs (DIMA) was expressed by the Acting Privacy Commissioner, the Commonwealth Ombudsman and the Commonwealth Attorney-General’s Department.

3.46 In general terms, subsections 251(4) to (6) of the Migration Act 1958 empower the Secretary of the DIMA to authorise officers to enter and search any premises where they have reasonable cause to believe that they will find either unlawful non-citizens, persons who are in breach of their visa conditions or certain types of documents, principally those related to the entry of unlawful non-citizens into Australia. The Commonwealth Ombudsman notes that the power was enacted in 1958 and has not been significantly amended since then, nor has it been the subject of significant judicial, parliamentary or policy review.

3.47 The exercise of this power was reviewed by the Ombudsman in 1997. This is discussed in relation to the fairness of entry powers in Chapter 4 of this Report. However, the Ombudsman also recommended that the provision itself should be amended “so that search warrant powers reflect contemporary law and community expectations”.
 The Ombudsman stated that DIMA supported the general thrust of his recommendations.

3.48 DIMA told the Committee that:

· as a matter of practice, it required a field officer to seek a ‘warrant’ to enter premises from a Departmental officer at the Executive Level 1 or above;

· it recognised that its powers might be too wide in extending to premises where the officer believed that there was a person holding a temporary visa which was subject to conditions;

· its power to enter business premises (including sweatshops) was conditional on obtaining a warrant, whereas many other departments had recourse to powers of inspection;

· it sought a warrant from a magistrate where it proposed to investigate an offence under the Crimes Act or the Migration Act (for example, people trafficking, contrived marriage offences, submitting false documents in support of an application and escaping from custody);

· it had an additional power to detain someone believed to be subject to visa cancellation for up to four hours, subject to various conditions, to question them about why their visa might be subject to cancellation;

· under section 189 of the Migration Act 1958, Departmental officers had an obligation to detain any person who they reasonably suspected was an unlawful non-citizen;

· Departmental officers had power to inspect documents or things without the person being present; and

· in exercising its entry power, the Department was not undertaking a monitoring role – in 80% of cases, it was seeking a specifically named person, and in 20% of cases it was responding to an allegation that a person who was not fully identified was on those premises and was unlawful or in breach of their visa conditions.

3.49 The entry powers exercised by DIMA are anomalous. The Commonwealth Ombudsman has proposed that they be redrafted to better reflect contemporary law and community expectations and the Department seems to support the general thrust of the Ombudsman’s proposals.

Powers of the Australian Transaction Reports and Analysis Centre

3.50 The Australian Transaction Reports and Analysis Centre (AUSTRAC) is established under the Financial Transaction Reports Act 1988 (FTR Act) to receive, collect, retain, compile, analyse and disseminate information about “significant” or “suspect” financial transactions.
 The FTR Act places an obligation on cash dealers to report this information, which AUSTRAC makes available to a limited group of law enforcement and revenue agencies specified in the FTR Act. AUSTRAC therefore has both a regulatory compliance role and a role in assisting in law enforcement.

3.51 Sections 27A-27E of the FTR Act provide AUSTRAC with “inspection powers” to facilitate its regulatory compliance role. The provisions enable the Director to approve authorised officers to undertake inspections. Under section 27E; the Director may issue a written notice to a cash dealer or other defined recipient to give the authorised officer access to their business premises on the day and during the business hours stated in the notice. AUSTRAC told the Committee that its powers were for the purpose of monitoring compliance with the legislation, that it undertook desk audits, compliance audits and joint studies, and that its approach had always been to first seek an appointment – “we do not just go and knock on the door and go into the organisation”:

The first desk audit is all done over the phone. It is a matter of phoning up and speaking to a specific officer, a compliance officer who has been nominated by the cash dealer themselves. We would deal through that person. With the desk audit we phone up and try to rectify the problem over the phone.

Both a compliance audit and a joint study will be initiated by a phone call, probably followed by a meeting. For a joint study there would be an initial meeting but with a compliance audit it might be a phone call asking for an appointment to be able to inspect the records. It will then be followed by a letter specifying the dates and times that we would like to come along and inspect the records and the authority under which we are seeking to do that …

The reason we get a positive response is that we are there trying to help them to make sure that their systems are doing what they are required to do under the legislation. So it is a mutual position, if you like. We are both working to the same end.

3.52 AUSTRAC stated that it had never had a request to enter rejected, nor had it received a complaint about the exercise of its entry powers.

3.53 Notwithstanding that the entry powers available to AUSTRAC seem to have been exercised responsibly, the form of those powers is anomalous. Were those provisions to be recast in the model form (to require consent or a warrant) it is unlikely that AUSTRAC’s work would be affected. It could still pursue its co-operative approach, only needing to approach a judicial officer for a monitoring warrant where an organisation refused to comply with that co-operative approach.

Powers of other organisations

3.54 Section 25 of the Australian Security Intelligence Organization Act 1979 empowers the Minister administering that Act to issue a warrant authorising ASIO to enter and search and premises (among other things) in relation to a security matter. No provision is made for the involvement of a judicial officer.

3.55 Similarly, Regulation 15 of the Defence (Areas Control) Regulations empowers the Minister administering those regulations to authorise “a person” to enter on any land or premises to ascertain whether the provisions of those regulations are being complied with, or for related purposes. In addition, the Minister may authorise “any person” to take “any specified action”, including “the marking, seizure, removal or destruction of any thing and the use of any reasonable force required for the purpose of preventing a contravention of, or securing compliance with, those regulations.” Again, no provision is made for the involvement of a judicial officer. Notably, these provisions are contained in subordinate legislation.

3.56 A number of other entry provisions may be found in subordinate legislation.

3.57 Some entry provisions make the withdrawal of consent to entry an offence.

3.58 A significant number of entry provisions authorise a justice of the peace to issue a warrant.

3.59 In addition, the powers administered by some agencies (for example, the Australian Securities and Investments Commission) are not consistent across all the legislation administered by those agencies.

Conclusions

3.60 The Committee accepts the view of the Acting Privacy Commissioner that, with some notable exceptions, most of the statutory provisions granting powers of search and entry appear to be consistent and broadly in accord with the Guidelines administered by the Attorney-General’s Department.

3.61 However, some existing entry provisions are not consistent with principle or with the provisions administered by other similar agencies. Powers exercisable by DIMA, AUSTRAC, ASIO and Defence make no provision for any independent judicial oversight. It would seem that there is no objection in principle to making such provision. There is a requirement to provide financial information to AUSTRAC. Where AUSTRAC suspects that information is not being provided as required, it discusses the matter with the organisation concerned. Where it continues to suspect that, in spite of information about those obligations, discussions and joint studies, it is still not receiving complete information, like all other agencies, in the absence of genuine consent, it should have to seek the approval of an independent judicial officer to enter and search premises where a suspected breach of the legislation has occurred.

3.62 DIMA’s powers have been reviewed by the Ombudsman. He has pointed out that they are inconsistent with those of other authorities carrying out comparable duties. Further, he found that there were occasions when they appear not to have been exercised fairly. The Department apparently accepts that its powers should be brought into line with those exercised by other Departments and agencies.

3.63 The Act giving ASIO powers of entry and search makes no provision for independent judicial oversight of their exercise. Nor do those held by the Minister for Defence under the Areas Control Regulations. In each case, a significant power of entry and search may be exercised on the authorisation of the relevant Minister alone. Unless there are clearly defined and exceptional circumstances, these provisions should similarly be exercisable only after a warrant has been obtained from an independent judicial officer.

3.64 The ATO argues that its position is different from other authorities. Accordingly, it needs different powers. Taxation is levied on the basis of the statements taxpayers make in their returns, subject to the right of the ATO to verify these statements later. Because of this, the ATO argues that it should not be required to seek permission from outside the Department before it enters premises to inspect relevant documents. Moreover, the number of times it needs access to taxpayers’ records to maintain the integrity of the system makes obtaining such authority impractical.

3.65 However, under self-assessment, the ATO seeks access to records essentially to monitor compliance with the relevant legislation – in the same manner as many other agencies. It obtains access with consent on most occasions, and will continue to do so, in the same manner as most other agencies which monitor compliance. Where consent is refused, the ATO, like those other agencies, and in accordance with principle, should be required to obtain a warrant from a judicial officer. The Committee notes that this view was also put by the Joint Committee of Public Accounts in its 1993 Report An Assessment of Tax. In the words of the Acting Privacy Commissioner, “such a measure would be a welcome strengthening of privacy protection and would enhance the consistency and fairness of Commonwealth law”.

3.66 Finally, the Committee considers that, just as the ATO randomly audits assessments of taxpayers’ taxable income, so the Commonwealth Ombudsman should randomly audit the ATO’s use of its powers to enter and search premises.

3.67 The Committee considers that there ought be consistency in the legislative provisions granting powers of entry and search to all comparable authorities. All such provisions should accord with a common set of guidelines unless compelling reasons are advanced to justify a departure from them.

Recommendations 

6.
The Committee recommends that all existing entry and search provisions in legislation, including those contained in regulations, be reviewed and amended by 1 July 2001 to ensure that they conform with the principles set out in Chapter 1 of this Report.

7.
As a priority, the Committee recommends that all entry and search powers that go beyond the entry powers in the Crimes Act, including the powers exercisable by the Australian Taxation Office, the Department of Immigration and Multicultural Affairs, the Australian Transaction Reports and Analysis Centre, the Australian Security Intelligence Organisation and the Minister for Defence under the Defence (Areas Control) Regulations, should be reviewed and amended so that they are consistent with the principles set out in Chapter 1 of this Report.

8.
The Committee recommends that the Commonwealth Ombudsman undertake a regular, random “sample audit” of the exercise by the ATO of its entry and search powers to ensure that those powers have been exercised appropriately.
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