
 
 
 
 
Dear Committee,  
 
      Something that people may not have brought up with you, 
is the prevalence of malicious "Adware". This is something which seethes 
away in the background and connects people with Malware via seemingly 
legitimate links. Anti-Virus 2009 is one of the most infamous of these. The 
user is lured via advertising on websites to a supposedly free Anti-virus 
download which then continually badgers the user via pop-ups to pay for a 
product which they don't need, telling them that they have infections that 
they don't have. They also insert entries in web pages as the users surf the 
web. For instance, as the user loads a www.google.com search result, it 
inserts a link to its payment site into the results. 
 
The FBI have just issued the below Press Release -: 
 
http://www.fbi.gov/pressrel/pressrel09/popup121109.htm 
 
which goes to explain some of the results of this threat. 
 
 
Of course these things all go back to a central website; 
browserprotectioncenter.com in the case of antivirus 2009. And naturally, 
the Australian Protected Network model could protect Australian internet 
users from these sorts of threats quite easily. Within a short time of these 
sites going up, the network could react to protect users. 
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