






OFFICIAL   

OFFICIAL 

ENCLOSURE – RESPONSES TO COMMITTEE QUESTIONS IN SCRUTINY DIGEST 1 OF 2024 
 
Significant penalties 
 
Committee Question: 1.9 In light of this, the committee requests the minister’s detailed advice 
as to: • the appropriateness of the penalties proposed in subclauses 18(4), 18(5), 19(3), 20(3), 
21(5), 22(3), 24(3) and 25(3); and • whether these penalties are broadly equivalent to similar 
offences in Commonwealth legislation and if not, why not.  
 
The penalties in the Australian Naval Nuclear Powered Safety Bill (ANNPS Bill) were 
developed having regard to relevant principles in the Guide to Framing Commonwealth 
Offences, Infringement Notices and Enforcement Powers (the Guide), specifically guidance 
that significant penalties may be appropriate where “the consequences of the commission of 
the offence are particularly dangerous or damaging” (paragraph 3.1.1). The penalties in the 
ANNPS Bill were also developed having regard to existing offences of a similar kind or of a 
similar seriousness (paragraph 3.1.2).  
 
In the context of the nuclear safety of regulated activities, the consequences of offending 
conduct could involve serious harm to the environment, injuries or death, and significant 
social, economic, diplomatic or strategic harm to Australia. This would involve prejudice to 
the defence of Australia and also to the United States (US) and United Kingdom (UK) Naval 
Nuclear Propulsion programs.  
 
Offences and penalties in the Australian Radiation Protection and Nuclear Safety Act 1998 
(ARPANS Act) were considered. However, reproducing offences and penalties is not 
appropriate or adapted to serving the objects of the ANNPS Bill (clause 6), which include the 
promotion of nuclear safety of activities related to AUKUS submarines and to promote public 
confidence and trust in relation to the nuclear safety of Australia’s conventionally-armed, 
nuclear-powered submarine enterprise. The ARPANS Act was not designed in contemplation 
of these matters. 
 
Particular penalty amounts have been determined by assessing the relative seriousness of 
the offence within the legislative scheme, having regard to the classes of persons to which 
the offence would apply (licence holders, who must be a Commonwealth-related person 
(subclause 29(1)), and other persons who may be authorised by a licence), and whether the 
offence involves a nuclear safety incident.  
 
The most serious criminal offence in the ANNPS Bill, subclause 18(5), applies where a person 
engages in conduct that is a regulated activity and a nuclear safety incident occurs. The 
penalty amount was benchmarked against penalties for industrial manslaughter offences 
which were recently enacted in the Fair Work Legislation Amendment (Closing Loopholes) Act 
2023, and are broadly commensurate with the seriousness of the offence in subclause 18(5) 
of the ANNPS Bill. 
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Penalty amounts for the other offences were determined on the basis of their relative 
seriousness, compared to subclause 18(5). That is: 

 Subclause 18(4) – This offence supports a foundational obligation in the ANNPS Bill 
and is the second most serious offence (noting that – unlike subclause 18(5) – its 
commission may not result in a nuclear safety incident). As such, penalty amounts 
equivalent to half of those applying to subclause 18(5) are considered appropriate. 

 Subclause 19(3) – As stated in the explanatory memorandum, this offence is intended 
to provide an effective deterrent to conduct that contravenes the duty to hold a 
licence authorising the person to conduct a regulated activity. This offending conduct 
which constitutes an offence may not have compromised nuclear safety, nor resulted 
in a nuclear safety incident and as such penalty amounts equivalent to half of those 
applying to subclause 18(4) are considered appropriate. 

 Subclauses 20(3), 21(5) and 22(3) – These offences relate to breaches of obligations 
by licence holders. Licence holders will have particular statutory obligations (for 
example, supervising and overseeing persons authorised by a licence, establishing, 
implementing and maintaining nuclear safety systems). This position to influence and 
ensure the nuclear safety of regulated activities means it is appropriate they are 
subject to higher penalties which correspond to the nature of their obligations. As 
such, penalty amounts equivalent to half of those applying to subclause 18(4) are 
considered appropriate. 

 Subclauses 24(3) and 25(3) – These offences relate to breaches of obligations by 
persons authorised by a licence. Applicable penalties must effectively deter conduct 
which contravenes statutory obligations, while recognising that persons authorised 
should not be subject to as significant penalties as licence holders, given the nature 
and scope of their obligations. As such, penalty amounts equivalent to half of those 
applying to comparable breaches by a licence holder are considered appropriate.  

 
Reversal of the evidential burden of proof 
 
Committee Question: 1.18 The committee requests the minister’s detailed advice as to why it is 
proposed to use offence-specific defences (which reverse the evidential burden of proof) in 
subclauses 19(5), 23(5) and 25(5).  
 
Paragraph 4.3.1 of the Guide states that a matter should only be included in an offence-
specific defence where “it is peculiarly within the knowledge of the defendant.”  
 
Broadly, clauses 19, 23 and 25 of the ANNPS Bill would require the conduct of regulated 
activities to be authorised by a licence and in accordance with conditions applicable to the 
licence. In order to conduct a regulated activity, a person must be authorised by a licence 
(clause 19) or be exempted from the application of subclause 19(1) in relation to a regulated 
activity.  
 
Only Commonwealth-related persons can apply for, and obtain a licence (clause 28). A 
‘Commonwealth-related person’ is defined by subclause 29(1) as the Commonwealth, a 
corporate Commonwealth entity, a Commonwealth company or a Commonwealth 
contractor. 
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While only Commonwealth-related persons can be licence holders, those licences may 
authorise other persons and classes of persons (subclause 31(3)) to perform regulated 
activities specified in the licence. The matter of whether a person is authorised by a licence, 
or falls within a class of persons specified within a licence, will be information that is within 
the knowledge of a defendant. For example, persons who are, from time to time, agents and 
employees of the Commonwealth-related person and sub-contractors to a Commonwealth 
contractor are likely to fall within the meaning of a ‘class of person’. Over time, a class of 
person within the nuclear-powered submarine enterprise may be engaged by any number of 
different licence holders and may also be engaged to perform a range of regulated activities.  
 
Paragraph 4.3.1 of the Guide also states that a matter should only be included in an offence-
specific defence where “it would be significantly more difficult and costly for the prosecution 
to disprove than for the defendant to establish the matter.” The Guide further clarifies that 
“the Committee has indicated that it may be appropriate for the burden of proof to be placed 
on a defendant…where proof by the prosecution of a particular matter would be extremely 
difficult or expensive whereas it could be readily and cheaply provided by the accused.” 
 
The scale and volume of classes of persons authorised by a licence to conduct regulated 
activities will vary according to the nature of regulated activities being conducted at any point 
in time and the identity of a licence holder. Information about whether an individual is either 
specifically authorised by a licence or within a class of persons authorised by a licence, or 
exempt from the requirement to be authorised by a licence (subclause 19(1)) will be more 
readily and cheaply provided by a defendant. For example, it is reasonable to expect an 
individual will have information that they were, at a relevant point in time, an employee or 
agent of a licence holder who fell within the class of persons authorised by the licence, or 
specifically exempt from the application of subclause 19(1). An exemption under 
subclause 144 may only be granted on application of a person or on the initiative of the 
Australian Naval Nuclear Power Safety Regulator. 
 
The Guide also states that it may be appropriate to cast the matter as a defence if “the 
conduct proscribed by the offence poses a grave danger to public health or safety.” 
Notwithstanding clause 18 (which requires that a person who conducts a regulated activity 
must, so far as reasonably practicable, ensure nuclear safety when conducting the activity), 
contraventions of relevant offences could involve conduct that compromises nuclear safety 
and poses a grave danger to public health or safety and the environment.  
 
Coercive powers – entry and search powers 
 
Committee Question: 1.26 The committee requests the minister’s detailed advice as to whether 
consideration has been given to including a monitoring warrant regime in Part 4, division 2 of 
the bill and, if it was considered not appropriate, why that is the case. 
 
Paragraph 8.7 of the Guide states that the principles for monitoring warrant regimes should 
be followed unless there are clear reasons for departure. The unique operating 
circumstances of the conventionally-armed, nuclear-powered submarine enterprise 
necessitate a departure. 
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The monitoring regime in Division 2 of Part 4 of the ANNPS Bill is a key feature that will 
enable appointed inspectors to determine whether the Act has been, or is being, complied 
with, information provided is correct, or investigate a nuclear safety incident. Monitoring 
powers will be exercised in parts of shipyards and Australian Defence Force facilities, and 
eventually on Australian conventionally-armed, nuclear-powered submarines, which may be 
underway, at a port in Australia, or a foreign port. The exercise of monitoring powers is 
integral to fulfilling the objects of the ANNPS Bill, which includes the promotion of the 
nuclear safety of regulated activities as well as public confidence and trust in relation to the 
nuclear safety of Australia’s nuclear-powered submarine enterprise.  
 
As a result of the operating environment and inherent mobility of Australian submarines, 
monitoring activities must to be undertaken as and when the opportunity presents. The 
inclusion of a monitoring warrant scheme was considered but would be impractical for the 
exercise of powers contained in Part 4, Division 2 of the Bill. Further, it is expected that 
inspectors will have a significant and enduring presence and require routine access at places 
in Australia where regulated activities are set to occur. A requirement to obtain a warrant to 
enter those places on each occasion to exercise relevant powers would frustrate the objects 
of the Bill to promote nuclear safety.  
 
It is also reasonable for a licence holder who conducts regulated activities in a monitoring 
area to expect that compliance with the nuclear safety requirements of the Bill will be 
monitored by suitably qualified and appointed inspectors. It will be necessary for inspectors 
to enter relevant places for this purpose. 
 
Appropriate safeguards are included in the Bill to ensure the lawful and appropriate use of 
monitoring powers through: 

 a requirement that inspectors must not be appointed unless the Director-General is 
satisfied of their competence, technical and other relevant expertise to properly exercise 
an inspector’s powers (subclause 86(2)); 

 a requirement that inspectors must exercise their monitoring powers with regard to 
safety and security (clause 92); 

 reporting requirements to the Director-General if an inspector exercises seizure powers 
during monitoring (subclause 42(3)) within 28 Days; 

Additionally, as the new regulator is established, inspectors will be provided with appropriate 
training and guidance in the exercise of powers, including monitoring powers.  
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Coercive powers – seizure 
Use and derivate use of seized material 
 
Committee Question: 1.38 The committee requests the minister’s detailed advice as to: what is 
meant by the term ‘not practicable to obtain a warrant’ in subparagraph 43(1)(b)(ii) and what 
guidance exists for inspectors.  
 
Clause 43 of the ANNPS Bill applies where something is found during the exercise of a 
monitoring power under clause 41 and where the inspector reasonably believes something is 
evidential material (defined in clause 5) and that the powers in subclause 43(2) need to be 
exercised without a warrant because it is not practicable to obtain a warrant or the 
circumstances are serious and urgent. The term ‘not practicable to obtain a warrant’ is 
intended to apply in limited circumstances. 
 
In practical terms, it is reasonable to expect that because of the remote nature of the 
relevant location (for example an Australian conventionally-armed, nuclear-powered 
submarine), limited circumstances may arise where it would not be practicable for an 
inspector to obtain a warrant including by telephone, fax or other electronic means or where 
doing so may be prejudicial to national security. 
 
Appropriate safeguards (referred to above) are included in the Bill to ensure the lawful and 
appropriate use of monitoring powers, including the powers mentioned in clause 43.  
 
Committee Question: 1.38 (continued) whether consideration has been given to including 
remote warrant provisions in relation to clause 43, and if it is not considered appropriate, why 
not. 
 
Consideration was given to including a remote warrant provision in relation to clause 43. 
Ordinarily, the starting point for an inspector exercising monitoring powers would be to apply 
for and obtain an investigation warrant in relevant circumstances, including during the course 
of the exercise of monitoring powers, where necessary (Subdivision E of Part 4 of the ANNPS 
Bill). Clause 69 makes clear that an inspector may apply to an issuing officer by telephone, fax 
or other electronic means for a warrant in an urgent case, or if the delay that would occur if 
an application was made in person would frustrate the effective execution of the warrant. 
Clause 43 of the ANNPS Bill only applies in limited circumstances, as outlined above. Clause 
43 is intended to operate in circumstances where an investigation warrant is unable to be 
obtained by any means, because it is not practicable or the circumstances are serious and 
urgent.  
 
The term ‘circumstances are serious and urgent’ is intended to apply to scenarios where it is 
necessary to seize material to prevent concealment, loss or destruction of the evidential 
material.  
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Committee Question: 1.38 (continued) whether consideration has been given to including limits 
on the use and derivative use of seized material in relation to clauses 43 and 52. 
 
Paragraph 8.5.5 of the Guide states that consideration should be given to including limits on 
the use and derivative use of incidentally seized material. Limits have been considered and 
are applied in relation to powers exercisable in relation to ‘evidential material’ (defined in 
clause 5) which, as outlined in the explanatory memorandum, is limited to material 
concerning offence provisions or civil penalty provisions of the ANNPS Bill. It does not 
encompass material concerning other Commonwealth, state or territory offences.  
 

Committee Question: 1.38 (continued) whether the bill can be amended to more clearly define 
the extent of the seizure powers under clauses 43 and 52.  
 
The Government is committed to ensuring sensible amendments are considered through the 
SSCFADT Committee enquiry process and the broader legislative process. The explanation 
above notwithstanding, the Government will consider the matters raised by the Scrutiny of 
Bills Committee as the Bill progresses through the Parliament. 
 











































Attachment A 

 

Exemption from disallowance 

 

1.158 In light of the above, the committee requests the minister’s advice as to whether 

the bill could be amended to omit subsections 231C(6) and 231D(4) so that legislative 

instruments made under subsections 231C(1), 231C(3) and 231D(1) are subject to 

appropriate parliamentary oversight through the usual disallowance process. 

 

As the Committee has noted, item 22 of Schedule 1 to the Bill would insert to the National 

Vocational Education and Training Regulator Act 2011 (the NVETR Act): 

 

• proposed subsection 231C(1) and 231C(3), which would empower the Minister to, by 

legislative instrument, determine that the National VET Regulator (the Regulator) is 

not required to, or must not, deal with initial applications for registration until after a 

day specified in the instrument; 

• proposed subsection 231D(1), which would empower the Minister to, by legislative 

instrument, determine that no initial applications for registration may be made under 

section 16 of the NVETR Act; and 

• proposed subsection 231C(6) and 231D(4), which would provide that section 42 

(disallowance) of the Legislation Act 2003 does not apply to an instrument made 

under proposed subsection 231C(1), 231C(3) or 231D(1). 

 

For the reasons set out below, I do not consider that the Bill should be amended to omit 

proposed subsection 231C(6) and 231D(4). 

 

The development of the NVETR Act followed: 

 

• the then Council of Australian Governments’ decision to establish a new approach to 

national regulation for the vocational education and training (VET) sector; and 

• the Commonwealth and every State and Territory formally agreeing, through the 

Intergovernmental Agreement for Regulatory Reform in Vocational Education and 

Training (the IGA), to establish under Commonwealth legislation a National VET 

Regulator supported by, in the case of New South Wales, Queensland, South 

Australia and Tasmania (the referring States), text-based State referrals of certain 

matters to the Commonwealth Parliament and, in the case of Victoria and Western 

Australia, mirror legislation. 

 

This means the NVETR Act applies differently in referring States and other jurisdictions. In 

other jurisdictions, the NVETR Act relies on other heads of Commonwealth legislative power 

(see section 4 of the NVETR Act). In Victoria and Western Australia, the NVETR Act applies 

on a more limited basis reflecting the scope of those powers (see subsection 8(4) of the 

NVETR Act). The referrals from the referring States are essential to the current application of 

the NVETR Act in those States. 

 

The Commonwealth and every State and Territory also agreed, through the IGA, to establish 

a Ministerial Council (presently known as the Skills and Workforce Ministerial Council). The 



IGA tasks the Ministerial Council, which consists of each minister with portfolio 

responsibility for skills and training from every Australian jurisdiction, with various 

responsibilities concerning the operation and maintenance of the national VET system. This 

includes providing advice to the Regulator about quality issues in VET; issues which could 

motivate the Minister to, after consulting with the Regulator in accordance with proposed 

section 231E, seek to make a determination under proposed section 231C or 231D (see pages 

37-43 of the Explanatory Memorandum to the Bill). 

 

The NVETR Act currently contains 34 references to the Ministerial Council. In many 

instances, the NVETR Act requires the Minister to obtain the Ministerial Council’s agreement 

before making a legislative instrument. In other instances, the NVETR Act requires the 

Minister to consult, or the Regulator to cooperate, with the Ministerial Council. Proposed 

section 231F would prohibit the Minister from making a determination under proposed 

section 231C or 231D unless the Ministerial Council has agreed to the determination. 

 

Subsection 44(1) of the Legislation Act provides: 

44  Legislative instruments that are not subject to disallowance 

 (1) Section 42 does not apply in relation to a legislative instrument, or a provision of a 

legislative instrument if the enabling legislation for the instrument (not being the 

Corporations Act 2001): 

 (a) facilitates the establishment or operation of an intergovernmental body or scheme 

involving the Commonwealth and one or more States or Territories; and 

 (b) authorises the instrument to be made by the body or for the purposes of the body or 

scheme; 

unless the instrument is a regulation, or the enabling legislation or some other Act has the 

effect that the instrument is disallowable. 

 

Some of the expressions used in subsection 44(1), such as ‘intergovernmental scheme’, are 

not defined. The Explanatory Memorandum to the Legislative Instruments Bill 2003 

provides, on page 22, some guidance on their intended meaning and the underlying purpose 

of subsection 44(1):  

 

Subclause 44(1) provides that instruments made under enabling legislation that facilitates an 

intergovernmental body or scheme involving the Commonwealth and one or more States are 

not subject to the disallowance provisions of this Act, unless the enabling legislation has the 

effect that the instrument is disallowable. This is because there is an argument that the 

Commonwealth Parliament should not, as part of a legislative instruments regime, 

unilaterally disallow instruments that are part of a multilateral scheme. However, the 

Parliament, in creating the relevant enabling legislation, would be in a position to determine 

that such instruments should be disallowable. 

 

The NVETR Act – viewed as a whole and in the context of relevant extrinsic materials – can 

reasonably be characterised as ‘enabling legislation [which] … facilitates the establishment 

or operation of an intergovernmental body or scheme’. The requirement in proposed section 

231F for the Minister to obtain Ministerial Council agreement before making a determination 

under proposed section 231C or 231D would authorise an instrument under proposed 

subsection 231C(1), 231C(3) or 231D(1) to be made ‘for the purposes of the … scheme’.  



 

This means that merely omitting proposed subsection 231C(6) and 231D(4) from the Bill 

would likely not subject an instrument made under proposed section 231C or 231D to 

disallowance; the Bill would need to be amended not only to omit those subsections, but also 

to have the effect that those instruments would be disallowable. I do not consider, though, 

that the Bill should be amended in such a manner. That is because: 

 

• the proposed requirement for the Minister to consult with the Regulator and to obtain 

Ministerial Council agreement before making a determination under proposed section 

231C or 231D reflects the shared expectation in the IGA about the Ministerial 

Council’s responsibilities in relation to promoting quality in the national VET system; 

• an instrument made under proposed section 231C or 231D would necessarily be the 

product of significant negotiation in the process of obtaining Ministerial Council 

agreement, and sufficient scrutiny of such an instrument would be provided through 

that process (as is the case with other legislative instruments made under the NVETR 

Act that are not subject to disallowance, such as those made under subsection 185(1), 

186(1), 187(1), 188(1) and 189(1)); 

• it would not be appropriate for the Commonwealth Parliament to unilaterally disallow 

a legislative instrument that is part of the intergovernmental scheme that the NVETR 

Act facilitates (particularly given the NVETR Act implements that scheme in some 

reliance on text-based State referrals); and 

• the Commonwealth Parliament unilaterally disallowing a legislative instrument that is 

part of the intergovernmental scheme that the NVETR Act facilitates could undermine 

confidence in the IGA, discouraging ongoing State/Territory cooperative support and 

the intended operation of the cross-jurisdictional system that underpins the NVETR 

Act. 

For the same reasons as set out in the above dot points, all instruments made under various 

other provisions in the NVETR Act (e.g. under subsection 185(1), 186(1), 187(1), 188(1) and 

189(1)) are also exempt from disallowance. The exemptions from disallowance in subsection 

231C(6) and 231D(4) are consistent with these provisions.  

 

Privacy 

 

1.164 The committee requests the minister’s advice as to: 

 

• what kinds of personal information are expected to be included in audit and 

compliance audit reports under sections 17A and 35 of the National Vocational 

Education and Training Regulator Act 2011 

 

The Regulator collects information and evidence from NVR registered training organisations 

(RTOs) to conduct audits to assess the NVR RTO’s compliance with the NVETR Act or the 

VET Quality Framework (see the definition in section 3 of the NVETR Act). These audits are 

undertaken in the context of the Regulator determining an NVR RTO’s application for 

registration under subsection 17(1) and (3), or whether an NVR RTO continues to comply 

with the NVETR Act under subsection 35(1). The information and evidence collected during 

such an audit includes personal information within the meaning of the Privacy Act 1988. The 

information collected will vary depending on the scope of the audit, but may include:  



 

• the NVR RTO’s policies and procedures, and training and assessment strategies; 

• photographs of the NVR RTO’s premises; 

• student files, including enrolment forms and completed student assessments; 

• training or assessor records;  

• other documentation and evidence relevant to the scope of the audit; 

• observations of facilities, and physical and virtual training and assessment equipment 

and resources; and  

• evidence from interviews with the NVR RTO’s management and trainers and 

assessors and students over 18 years of age. 

 

Page 10 of the Regulator’s privacy policy contains more detail about the information the 

Regulator collects for the purposes of audits.  

 

Section 17A of the NVETR Act requires the Regulator to prepare a report of an audit 

conducted under subsection 17(3). Subsection 35(1A) of the NVETR Act provides that the 

Regulator must prepare a report of an audit conducted under subsection 35(1). Subsection 

17A(3) and 35(1C) prohibit a report from including personal information unless the personal 

information is the name of the NVR RTO to which the report relates or, in the case of section 

17A, unless the personal information is the name of the applicant.  

 

As the Committee has noted, items 67 and 69 of Schedule 1 to the Bill would amend the 

NVETR Act such that, for both subsections 17A(3) and 35(1C), the requirement for the report 

to not include personal information would only apply if the report was published. These 

amendments seek to clarify that personal information can be included in reports the Regulator 

prepares under sections 17A and 35 but, where the report is to be published, it is incumbent 

on the Regulator to ensure that no personal information is included in the published report, 

aside from the name of an NVR RTO or, in the case of section 17A, the name of the 

applicant. This ensures that personal information included in a published report are 

appropriately protected.  

 

The amendments would also ensure that a report the Regulator prepares under sections 17A 

and 35 can, provided the report is not published, contain other forms of personal information. 

This would: 

 

• ensure that audit reports contain a full and accurate record of the evidence and 

information collected during an audit; 

• promote transparency in decision making (i.e. by clarifying that the Regulator can 

clearly set out the reasons for its findings); and  

• assist the Regulator in fulfilling its statutory obligations to carry out effective audits 

of NVR RTOs (see section 17 and 35, as well as paragraph 157(1)(c) of the NVETR 

Act). 

 

 

 



• what safeguards are in place to protect personal information, including whether the 

Privacy Act 1988 applies 

 

The Regulator is an APP entity for the purposes of the Privacy Act. This means that the 

Regulator is required to comply with the Australian Privacy Principles (APPs) in Schedule 1 

to the Privacy Act. The APPs govern standards, rights and obligations around the collection, 

use and disclosure of personal information; an organisation or agency’s governance and 

accountability; integrity and correction of personal information; and the rights of individuals 

to access their information. The amendments that the Bill proposes would not change this. 

 

The Regulator’s privacy policy sets out, in section 4, the types of information the Regulator 

collects, and how the Regulator uses and discloses that information, when preparing audit 

reports. This information includes personal information such as names, contact details, 

information about declarations relating to criminal offence convictions, Corporations Act 

2001 disqualifications, or bankruptcy or insolvency determinations.  

 

Importantly, the privacy policy makes clear that the Regulator will only seek personal 

information, in the form of a declaration, from owners, directors or high managerial agents of 

NVR RTOs. In the context of conducting audits, the privacy policy also notes that the 

Regulator stores audit information securely and only for the purposes of the specific audit 

activity. 

 

Sections 4, 5 and 6 of the privacy policy set out how the Regulator complies with its 

obligations under the Privacy Act. This includes requirements that the Regulator: 

 

• only collect personal information reasonably relevant to the performance of its 

functions; 

• notify individuals about the use and collection of personal information (including 

information from third parties and unsolicited information); and  

• handle personal information in a manner consistent with the Privacy Act.  

 

The NVETR Act imposes additional safeguards to protect the unauthorised use and disclosure 

of VET Information, which is broadly defined in section 3 to mean information that is held by 

the Regulator and that relates to the performance of the Regulator’s functions (which 

therefore includes personal information). Section 204 provides that the Regulator (or staff/a 

consultant of the Regulator) will commit a strict liability offence in circumstances where 

VET information is disclosed without authorisation. The limited statutory authorisations for 

disclosure are set out in Subdivision B of Part 9 of the NVETR Act. These safeguards apply 

to any personal information the Regulator collects for the purposes of preparing an audit 

report under subsections 35(1A) and 17A(1). Items 67 and 69 of Schedule 1 to the Bill would 

not displace or otherwise alter the Regulator’s obligations under the Privacy Act or the 

additional safeguards in the NVETR Act.  

 

If these amendments are enacted, the Regulator will continue to protect personal information 

and will only handle personal and VET information in a manner consistent with the Privacy 

Act and the NVETR Act.  

 








